3GPP TS 23228 V11.9.0 (2013-09)

Technical Specification

3rd Generation Partnership Project;

Technical Specification Group Services and System Aspects;
IP Multimedia Subsystem (IMS);

Stage 2

(Release 11)

A

lt4o VANCED

™

The present document has been developed within the 3rd Generation Partnership Project (3GPP ') and may be further elaborated for the purposes of 3GPP.
The present document has not been subject to any approval process by the 3GPP Organizational Partnersand shall not be implemented.

This Specification is provided for future development work within 3GPP only. The Organizational Partners accept no liability for any use ofthis Specification.
Specifications and reports for implementation of the 3GPP ™ system should be obtained via the 3GPP Organizational Partners' Publications Offices.




Release 11 2 3GPP TS 23.228 V11.9.0 (2013-09)

Keywords
LTE, GSM, UMTS, multimedia, packet mode, IP

3GPP

Postal address

3GPP support office address
650 Route des Lucioles - Sophia Antipolis
Valbonne - FRANCE
Tel.: +33 4 92 94 42 00 Fax +33 4 93 65 47 16

Internet
http://www.3gpp.org

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© 2013, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TTA, TTC).
All rights reserved.

UMTS™ is a Trade M ark of ETSI registered for the benefit of its members

3GPP™ is a Trade Mark of ETSI registered for the benefit of its M embers and of the 3GPP Organizational Partners

LTE™ is a Trade Mark of ETSI currently being registered for the benefit of its Members and of the 3GPP Organizational Partners
GSM® and the GSM logo are registered and owned by the GSM Association

3GPP



Release 11 3 3GPP TS 23.228 V11.9.0 (2013-09)

Contents

0] €317 ] £ [ PP R SRR 13
1 RS0t 0] o= PP PP TR 14
2 L C (=] (=] o P UPPRRRUPPRRR 14
3 Definitions, symbols and abbreViationS..............ooiviriiiiiii e 17
3.1 ) 1 To 3T 17
3.2

3.3

4 IP multimedia SUDSYSTEM CONCEPLS .....ceiueiieiieie ittt
4.0 L] T - | TP
4.1 Relationship to CS domain and the IP-Connectivity Access Network

4.2 IMS SENVICES CONCEPLS ..uvuerieciiiereiee et

421 Home-network based services

4211 Support of CAMEL or IN

4212 SUPPOIt OF OSA ..o

4213 Dynamic services interactions handling

42131 Service information exchanged between Application Servers...........cc.o.....

4.2.1.32 Handling by the Application SEIVEN ...

42133 Deletion of services interaction information

422 Support of numbers in non-international format in the IMS .............

4.2.3 SUPPOTIt OF FOAMING USEIS....cevierieicrreerrier et

4.2.4 IP multimedia Subsystem Service Control Interface (ISC) ...............

4.2.4a HSS to service platform Interface ...

4.2.4h S-CSCF Service Control Model ...............

4.2.4c I-CSCF to AS reference point (Ma)

4.2.5 The QoS requirements foran IM CN subsystemsession..................

4.2.6 QoS Requirements for IM CN subsystemsignalling

4.2.7 Support of SIP forking .....cccceeeeeeevvecnsssseesseee s

4.2.7.1 SIP FOTKING oot ssssesnes

4.2.7.2 Forking within and outside the IM CN Subsystem.........cccccvvuneae

4.2.7.3 Support for forked requests

4.3 Naming and addressing concepts............o......

4.3.1 Address ManagemMENT.........coccvurrerrererisrirssseessesesssss s ssssssesssseees

4.3.2 VO ..o

4.3.3 Identification of users

4.3.3.0 GeNEral....cocveircrcreeceeeei

4331 Private User I[dentities ........cccoevrveerneenennereeennene

4332 Public User 1dentities .......ccccoevrverrnineeerreeeenene

4.3.3.2a Globally Routable User Agent URI (GRUU) .........

4.3.3.2a.1 Architecture Requirements.........c.ooeeveverreerneenns

4.3.3.2b Wildcarded Public USer IdeNtity ........ccoverirninrcnnecncnccneceieneeeeeeneeeene

4.3.3.3 Routing of SIP signalling within the IP multimedia subsystem

4.3.3.3a Handling of dialled number fFOrmats ..o s

4.3.3.3b Termination of session with the TEL URI format Public User Identity

4334 Relationship of Private and Public User Identities ...........cccoooervencniccrnicnneens

4.3.3.5 Relationship of Public User Identities, GRUUs, and UEs ...........

4.3.4 Identification of NEtWOrK NOAES.......c.occuiciriirreeree s

4.3.5 E.164 address to SIP URI resolution in an IM CN subsystem

4.35.1 ENUM/DNS translation mechanism ..........coccovennneecnennenens

4.3.5.2 Handling of Tel URIS......cccceviiciscce e

4.3.5.3 Handling of SIP URIs representing a telephone number.............

4.3.6 Public Service ldentities

4.4 Signalling concepts........cccooeee.ee.

4.5 Mobility related concepts..........

4.6 Roles of Session Control FUNCLIONS ...

4.6.0 GBINEBIAL ... bbb R AR bbb

3GPP



Release 11 4 3GPP TS 23.228 V11.9.0 (2013-09)

4.6.1
4.6.2
4.6.2.0
46.2.1
4.6.3
4.6.4
4.6.5
4.7
4.7a
4.8
4.9
4.10
4.10.0
4.10.1
4.10.2
411
4.12
4.13
4131
4.13.2
4.13.3
4.14
4.15
4151
4,152
4153
4.15a
4.16
4.16.1
4.16.2
4.16.3
4.17
417.1
4.18
4.18.1
4.19
419.1
4.20
4.21
4.22
4221
4.22.2
4.22.3
4.22.4
4.22.5
4.22.6
4.22.7

4.23
4.23.1
4.23.2
4,233
4.24
4.25
4251
4,252
4253

5
5.0
5.0a
5.1

Serving-CSCF
Breakout Gateway Control Function
VO oo
Multimedia Resource Function ..........ccceeveee.
Media Resource Broker ..........c.cocoevveeeernennns
Security Concepts......cccocvvervenee.
Charging CONCEPLS......covveerrieernerererrieremerenns
IMS group management concepts ..................
GENETAL ...
IMS group administration..........cccovenenecrnneneneenn:
Group Identifiers ..........ocerrerrinnce e
Relationship to 3GPP Generic User Profile (GUP)
Network Address Translation traversal in access network..........cccoeeee.
Identification of IMS communication SerVICeS.......ccoevenereereereneerereenenas
GENEIAL ..o
Identification of IMS communication Services
Identification of IMS applications............cccceevvercrernnne.
Border Control concepts........ocovvvreerreeennans
IMS in transit network scenarios ....................
General CoNCEPLS .....cvvvvvveeeerereceerereereeans
IMS transit network configurations
Providing IM S application services in transit network scenarios
Roaming Architecture for Voice over IMS with Local Breakout...........
Support of multimedia telephony ...
Telephony Application Server ..................
Identification of multimedia telephony
Session setup prinCiples........ccvevevnerrernen:
Support of short message SErViCe........ocovvvvverrereeenreenns
IP Short Message Gateway (IP-SM-GW)
Support of Number portability
NUMBDEE POMTADTIIEY .....cvocec e
Support of Preferred Circuit Carrier Access and Per Call Circuit Carrier Selection
Preferred Circuit Carrier Access and Per Call Circuit Carrier Selection..........ccccvvcevneccerennne
Support of IMS Service Centralization and Continuity
Support of Overlap Signalling........ccoccovenencncncnienn,
Support of Explicit Congestion Notification (ECN) ..........
GENEIAL ...t
CS GERAN/UTRAN Interworking at M GCF/IM -M GW
Interworking with non-ECN IP network and/or terminal at IBCF/TrGW
Interworking with non-3GPP ECN IP terminal at IBCF/TrGW
ECN support at IMS-ALG/IMS-AGW ...
ECN SUPPOrt at MRFC/IMIRFP ..ottt bbb bbb
CS GERAN/UTRAN Interworking at the MSC Server enhanced for ICS/MSC Server enhanced for
SRVCC with SIP/CS-MGW
Support of Load BalanCing .......ccccceevveeenvicsesseseesieens
GENEIAL ...
Registration-based load balancing of S-CSCFs
Registration independent load balancing of Transit Functions
Support of Restoration Procedures

Support of Overload Control.........cccooeeevvviieensnereenreenes

LCT=T 0T T |

Next-hop monitoring of overload

Filter based OVerload CONLIOL.........coiiieerece sttt s

IP multimedia SUDSYStEM PrOCEAUIES ........cciiiieiiiieiiee ettt 62

L T=] T | TP 62
SESSION-UNTEIALEU PrOCEAUIES .....vviieceei ittt s et s ettt s ettt ne st n s 62
CSCF FEIALEA PrOCEUUIES......cevieiieeteeet ettt bbb bbb 62

3GPP



Release 11 5 3GPP TS 23.228 V11.9.0 (2013-09)

5.1.0 Establishing IP-Connectivity Access Network bearer for IM CN Subsystem Related Signalling ............... 62
511 Procedures related t0 Proxy-CSCF diSCOVENY .......civrrirrenricenissesssessssssssesssssseens

51.1.0 GBNETALL ...

5111 DHCP/DNS procedure for P-CSCF diSCOVEIY ..o

5112 WO o e

512 Procedures related to Serving-CSCF aSSigNMENT ........occverrienieniennieneeneeeeeeeens

5121 ASSIgNing a Serving-CSCF fOr @ USEN ..c...cvenereeneceeeesesss s

5.1.2.2 Cancelling the Serving-CSCF assignmeNt .........ccooenenieneenenieneeneeeeeeens

5123 Y o ORI

513 Procedures related to Interrogating-CSCF ..o

5.1.4 Procedures related t0 ProXy-CSCF ...t eseneneens

5.1.5 Subscription Updating PrOCEAUIES..........oceueurriierirrireeisiseseesis et

5.1.5.0 GBINEIAL....eiiei ettt bbbttt

5151 Subscription updating iINfOrmation FlOW ..o s
5.2 Application level regiStration PrOCEUUIES. ..ottt eis sttt s bbb bbb s bbbt s snbes
5.2.0 GBNEIAL ...ttt

5.2.1 Requirements considered fOr regiStration ...

5.2.1a IMPLICTt REGISTIALION ..o s

5.2.1a.0 GBNEIALL ..t

5.2.1a.1 Implicit Registration for UE without ISIM or IMC........ccccoooeeivicneeccee,

5.2.2 REGISTrAtioN TIOWS .......ovcvcicicceece e

5.2.2.1 Requirements to consider for registration............cococevevecnnseccesssse s

5.2.2.2 ASSUIMPLIONS oottt bbbt n st s e

5223 Registration information flow — User not registered ..........cococovevvvevcenrnecennnns

5224 Re-Registration information flow — User currently registered .........ccccoovveunnne.

5.2.2.5 Stored INFOrMALION. ..o

5.3 Application level de-registration ProCEAUIES ........c.covvvririrreenisisees e tsesseeseeseeeens

531 Mobile initiated de-regiStration ............ccovoeeerreieninnecs e

532 Network initiated de-regiStration.......c.coveeerreeeinierecesessere s ens

5.3.2.0 LCT=] T - | TP TRTN

5321 Network Initiated Application (SIP) De-registration, Registration Timeout

5322 Network Initiated Application (SIP) De -registration, Ad ministrative..............

5.3.2.2.0 LCT=T T . | TN

53221 Network Initiated De-registration by HSS, ad ministrative.............cc.ccconveue.

53222 Network Initiated De-registration by Service PIatform ...,
5.4 Procedures for IP MUIti-MEdI SESSIONS. ........ccciiiriir e
5.4.0 GBINETAL ...ttt

541 Bearer interworking CONCEPTS . ... vt

5.4.2 Interworking With INTEIMET ...

5.4.2a IP VErsion INTEIWOTKING .....ccovviicieiectctess et ssse bbb bbb ns

5.4.3 INterworking With PST N ..ot

5.4.4 Requirements for IP multi-media sesSion CONtrol ..........cccocevivcceiniescceseece e

5.4.5 Session Path INFOrMAtIoN ...

5.45.1 Session Path Information during Registration and Session Initiation ..............

5.4.5.2 P-CSCF in the SesSion Path........cccrnireeneeeseise et

5.4.5.3 S-CSCF in the Session Path........cccccevevcnininenen,

5.4.6 End-user preferences and terminal capabilities.............

5.4.6.0 GENEIAL ... s

5.4.6.1 ODbjJECLIVES ..o

5.4.6.2 End-user expectations

5.4.6.3 Mechanism for bearer establishment

5.4.6.4 Session progress indication to the originating UE

5.4.7 Interaction between QoS and session signalling...........

54.7.0 GENEIAL ..o s

5.4.7.1 AUthorize Q0S RESOUICES ....covveeeeeiririrreririrereee et sesessesesesenseeenes

5.4.7.1a Resource Reservation with Policy and Charging Control

5.4.7.2 Enabling of Media Flows

5.4.7.3 Disabling of Media Flows

54.7.4 Revoke Authorization for IP-Connectivity Access Network and IP RESOUICES .......c.ocevveeeniceriecenienns 87
5.4.7.5 Indication of IP-Connectivity Access Network Dearer release ...
5.4.7.6 Authorization of IP-Connectivity Access Network bearer modification

5.4.7.7 Indication of IP-Connectivity Access Network bearer modification ...........coocveninerenecnecnenennenn,

3GPP



Release 11 6 3GPP TS 23.228 V11.9.0 (2013-09)

5.4.8 QOS-ASSUIEA PreCONTITIONS ....cvcvcuiiiiieiicririteeete e bttt b et b s s s b en s bt neee

5.4.9 Event and information distribution ..........

5.4.9.0 GeNEral....c.cvvieriericrtecreee

5.4.9.1 Subscription to event notifications

5.4.10 VOO <.

5.4.11 Signalling Transport Interworking

5.4.12 Configuration and Routing principles for Public Service Identities

5.4.12.0 (C1=T T - |

54121 PSIs on the originating side.................

54122 PSIs on the terminating side................

54123 Subdomain based PSIs .......c.ccccoevuene.

54124 PSI configuration in the HSS

54125 Requests originated by the AS hosting the PSI

5.4.13 Transcoding CONCEPLS.......ccerrerrirenierriernererseerseseseeenne

5.4a Overview of session flow procedures.............

5.4a.1 End-to-End session flow procedures

5.4a.2 Transit network session flow procedures..........ooeovervnencennenenns

5.5 Serving-CSCF/M GCF to serving-CSCF/M GCF procedures...................

5.5.0 GBNEIAL ...t bbb

5.5.1 (S-S#1) Different network operators performing origination and termination

5.5.2 (S-S#2) Single network operator performing origination and termination .............cccoceevvevcennan,

5.5.3 (S-S#3) Session origination with PSTN termination in the same network as the S-CSCF

5.5.4 (S-S#4) Session origination with PSTN termination in a different network fromthe S-CSCF. ................. 105

5.6 L@ 0T TaT= LA To] I oL (0 Yo=Y o LU TP

5.6.0 GENEIAL ..o

56.1 (MO#1) Mobile origination, roaming

5.6.2 (MO#2) Mobile origination, home...........

5.6.3 (PSTN-O) PSTN OFQINAtION ....coveveiicecieirisesieisesiseesisesssseesesessss s sessssssssessssssssssssnens

5.6.4 (NI-O) Non-IM S Origination procedure from an external SIP client

5.6.5 Application Server Origination Procedure

5.6.5.1 (AS-0) Origination at Application Server

5.6.5.2 Y o TR

5.6.5.3 S-CSCF selection by I-CSCF for AS Originating call procedures

57 Termination PrOCEAUIES.......cocuricrrier et

5.7.0 GENETAL ...

571 (MT#1) Mobile termination, roaming ..........ccccccoveeerneeee

5.7.2 (MT#2) Mobile termination, hOme ..........cccoevvevicrnenen

5.7.2a (MT#3) Mobile termination, CS Domain roaming

5.7.3 (PSTN-T) PSTNtermination ..........ccoeoveemeeernnieeirsnersennenneenneeens

5.7.4 (NI-T) Non-IMS Termination to an external SIP client.....................

5.7.5 (AS-T#1) PSI based Application Server termination — direct...........

5.7.6 (AS-T#2) PSI based Application Server termination — indirect

5.7.7 (AS-T#3) PSI based Application Server termination — DNS routing .........ccco.ce.....

5.7.8 (AST#4) Termination at Application Server based on service l0gic ........ccccooeueee.

5.7a Procedures for the establishment of sessions without preconditions............cccccvevcunnn.

5.7a.1 (7T o= | OO OO PO OT TP

5.7a.2 Procedures for the establishment of sessions without preconditions - no resource reservation
required before SESSION DECOIMES ACTIVE .......cccuviiiieieiiceie e es s

5.7a.3 WOTO .o

5.8 Procedures related to routing information interrogation....

5.8.0 GENEIAL ..o

581 User identity to HSS resolution................

5.8.2 SLFon register....ccccoeeeeenne.

5.8.3 SLFoNn UE INVIte.....covvevreecciceerees

584 SLFon AS access to HSS

5.9 Routing of mid-session signalling ..................

5.10 SesSioN release ProCeUIES. ...

5.10.0 LCT=T 0T | T

5.10.1 Terminal initiated session release

5.10.2 PSTN initiated session release..................

5.10.3 Network initiated session release

5.10.3.0 Removal of IP-CAN bearers used to transport IMS SIP signalling

3GPP



Release 11 7 3GPP TS 23.228 V11.9.0 (2013-09)

5.10.3.1 Network initiated session release - P-CSCF initiated
5.10.3.1.0 GBNEIALL ..t bbbt
5.10.3.1.1 Network initiated session release - P-CSCF initiated — after removal of IP-Connectivity
Access Network bearer
510.3.1.2 VOO o
5.10.3.2 Network initiated session release - S-CSCF Initiated
511 Procedures to enable enhanced multimedia services
5.11.1 Session Hold and Resume Procedures
511.1.0 LCT-T T - | TP
51111 Mobile-to-Mobile Session Hold and Resume Procedures..........ccooveerrenennnes
511.1.2 Mobile-initiated Hold and Resume of a Mobile-PSTN Session
511.1.3 PSTN-initiated Hold and Resume of a Mobile-PSTN Session........ccccovveeunene.
5.11.2 Procedures for anonymous session establishment
511.2.0 GBINEIAL....eiiei ettt bbbttt
5.11.2.1 Signalling requirements for anonymous session establishment........................
5.11.2.2 Bearer path requirements for anonymous session establishment
5.11.3 Procedures for codec and media characteristics flow negotiations
5.11.3.0 (7T g =T | TSSO
5.11.3.1 Codec and media characteristics flow negotiation during initial session establishment ......
5.11.3.2 Codec or media characteristics flow change within the existing reservation..........cc.cccoocoevveveeeiiieenas
5.11.3.3 Codec or media characteristics flow change requiring new resources and/or authorization
5.11.3.4 Sample MM session flow - addition of another media
5.11.4 Procedures for providing or blocking identity
5.11.4.0 GBNETALL ...t b b bbb
5114.1 Procedures for providing the authenticated identity of the originating party
5114.2 Procedures for blocking the identity of the originating Party ...
5.11.4.3 Procedures for providing the authenticated identity of the originating party (PSTN origination) ....... 165
5.11.4.4 Procedures for providing the authenticated identity of the originating party (PSTN termination) ......165
5115 Session Redirection Procedures
51150 GENEIAL....ocviccecec s
51151 Session Redirection initiated by S-CSCFto IMS
51152 Session Redirection to PSTN Termination (S-CSCF #2 forwards INVITE) .........
5.11.5.2a Session Redirection to PSTN Termination (REDIRECT to originating UE#1)
51153 Session Redirection initiated by S-CSCF to general endpoint (REDIRECT to originating UE#1) .....169
51154 Session Redirection initiated by P-CSCF
51155 Session Redirection initiated DY UE ...
5.115.6 Session Redirection initiated by originating UE#1 after Bearer Establishment (REDIRECT to
originating UEH#L) ...

5116 Session Transfer Procedures
5.11.6.0 (CTcT 0 =T | SRR
5.11.6.1 Refer Operation ...
5.11.6.2 Application to Session Transfer Services
5.11.6.2.0 GENEIAL ...
5116.2.1 Blind Transfer and Assured Transfer
511.6.2.2 Consultative Transfer.......oeeneeneeneeens
5.11.6.2.3 THIEE-WAY SESSION....eiviviiiiiieciereiieete ettt b s
5.12 Mobile Terminating call procedures to unregistered Public User Identities
5.12.0 GBINEIAL ...t bbbt
512.1 Mobile Terminating call procedures to unregistered Public User Identity that has services related to

O =0 T (=T (0 ] - L= TSRS 177
512.2 Mobile Terminating call procedures to unregistered Public User Identity that has no services related

LEO IO =T 0 TS (=T (=T ] - (TP
5.13 IMS Emergency Sessions
5.14 Interactions involving the MRFC/MRFP ........ccccovvvveivninnns
5.14.0 LCT=T 0T T |
514.1 Interactions between the UE and the MRFC
5.14.2 Service control based interactions between the MRFC and the AS
5.14.3 Interactions for services using both the Ut interface and MRFC capabilities
5.14.4 Transcoding services involving the MRFC/MRFP ...
5.15 Mobile Terminating session procedure for unknown user
5.15.0 GENEIAL ...
5151 Unknown user determined in the HSS. ...ttt 181

3GPP



Release 11 8 3GPP TS 23.228 V11.9.0 (2013-09)

5.15.2 Unknown user determined in the SLF

5.16 IMS messaging concepts and procedures
5.16.0 GENEIAL ...
5.16.1 Immediate Messaging

5.16.1.0 General

516.1.1 Procedures to enable Immediate Messaging

5.16.1.1.0 LCT=T T . | TSN

516.1.1.1 Immediate messaging procedure to registered Public User Identity...........

5.16.1.1.2 Immediate messaging procedure to unregistered Public User Identity

5.16.1.2 Immediate messages with multiple recipients ...

5.16.2 Session-based MesSaging ........cccveverrienierniernienneeenns

5.16.2.0 GeNEral....c.ooiiercee e

516.2.1 Architectural principles

5.16.2.2 Procedures to enable Session based Messaging

5.16.2.2.0 GBINETAL....eiit ettt

5.16.2.2.1 Session based messaging procedure to registered Public User Identity

5.16.2.2.2 Session based messaging procedure using multiple UES.........cccoooeinncnnee

5.16.2.2.3 Session based messaging procedure with an intermediate node..................

5.16.2.2.4 Session based messaging release proCedure.........ccoovevevirecerenenseeseneenns

5.16.2.2.5 Session based messaging release procedure with an intermed iate node.....

5.17 REFIESNING SESSIONS ..ottt bes

5.18 VO oo

5.19 Support for Transit scenarios in IMS

519.1 GENEIAL ... e

519.2 Providing IM S application services in transit network scenarios

5.20 Procedures for Assigning, Using, and Processing GRUUs

5.20.1 UE s

5.20.1.1 Obtaining a GRUU during registration.....................

5.20.1.2 UsiNg @ GRUU ......coooveerccrrecesssss e

5.20.1.3 Using a GRUU while requesting Privacy

5.20.2 SerVING-CSCF ...

5.20.2.1 Allocating a GRUU during registration ...................

5.20.2.2 USINg @ GRUU ..o

5.20.3 Interrogating-CSCF

5.20.3a HSS e

5.20.4 Elements other than UE acting as a UA ........ccooevninnenns

5204.1 USiNg @ GRUU ......coviiicicrcnceneeeeesieenienns

5.20.4.2 ASSIgNING @ GRUU ..o

521 IMS Multimedia Priority Services Procedures....................

5.22 Support of Overload Control.........cccccoccevevvivcensvecceeieeeas

5.22.1 Next-hop monitoring of overload

5.22.2 Filter Dased OVErload CONTIOL. ..ottt ettt sttt

Anrex A (Informative): Information flow template ... 201

Annex B (Informative): VOI . 203

Anrex C: /0] o RS UPPRR 204

Anrex D: /0] o IR PP RP PRSP 205

Annex E (normative): IP-Connectivity Access Network specific conce pts when using GPRS
and/or EPS to access IMS

ELO  GBINEIAL ... .t e e

E.1  MODIlIty related CONCEPLS. ... .uuviiiiieeeei ittt e e e e e e e e e e e s e et e e e e e e e s s snranrbrrreeeens

E 1.0 GBNETAL ..ttt bbb E AR R AR R bRt

Ell Procedures for P-CSCF diSCOVEIY.....ccovvevirecereieeierenn,

E1.1.0 GENEIAL ..o

E111 GPRS/EPS procedure for P-CSCF discovery ...............

3GPP



Release 11 9 3GPP TS 23.228 V11.9.0 (2013-09)

R @ 1o S =1 =1 o o] (o= o USRS 208
E21 Application Level Signalling fOr IIMS ...t s 208
E21.0 (7T o= | OO OO PO OT TP 208
E211 QoS Requirements for Application Level Signalling ........cocccvieenicessscessee s 208
E212 Requirements for IM CN subsystemsignalling flag ................ ....209
E2.13 Application Level Signalling support for IMS services ....209
E.2.1a PDP context/EPS Bearer proCedures fOr IIMS ...ttt ssssesssssssnnnes ...210
E2la.l Establishing PDP Context/EPS bearer for IM CN Subsystem Related Signalling .........ccccocovevervneee. ...210
E.2.1a.2 Deletion of PDP Context/ EPS bearer used to transport IMS SIP signalling ........ccoecvvvveevveneennnenns 211
E22 The QoS requirements for an IIM CN SUDSYSTEM SESSION ......c.ovveriririrerreieeceissesses st sessssses 211
E.2.2.0 L T=T T T | ST 211
E221 Relation of IMS media components and PDP contexts/EPS bearers carrying IMS media ................. ..212
E.2.3 Interaction between GPRS/EPS QoS and session signalling
E.2.3.0 GENEIAL ...t
E23.1 Resource Reservation with Policy and Charging Control
E2.4 Network initiated session release - P-CSCF initiated ....................
E.2.4.0 L T=T T | TSR T
E24.1 Network initiated session release - P-CSCF initiated after loss of radio COVErage.........ccouvrivrinerirnereenens 214
E.3 Address and identity management CONCEPLS .......coouviriirieiiiieiiie e riee ettt 215
E3.1 Deriving IMS identifiers fromthe USTIM ..o 215
B VO .o e et e e e e s e bbb aa s 216
E.5 [P version interworking iN IMS ..o 216
E.6  Usage Of NAT IN GPRS/EPS ......ooo oot e et ae s 216
E.7 Retrieval of Network Provided Location Information in GPRS/EPS ............cccooiiiiiiii i 216
E.8  GeographiCal IABNTIFIET ... ... i eeee et e e e e e e e st e e e s e e e e e nees 217
Annex F (informative): Routing subsequent requests through the S-CSCF...............ccooiinnnen, 218
Annex G (Normative): Reference Architecture and procedures when the NAT is invoked
between the UE and the IMS domain.........ccccvveviiiiiiiiiiiiiie e 219
TN €= 1= - | PP PR OUPPPPPPPPPRR 219
G.11 GENETAL TEOUITBIMENTS. ... vttt ettt et bbb s e bbb bbb s e bbb s b et b s st s s st et s s s 219
G.2  RETEIBNCE MOUEIS ... et e e e et e e e rbeee e e e 219
G.21 IMS-ALG and IMS Access GateWway MOUE ] ...ttt nena 220
G.2.2 ICE and Outbound referenCe MOTEN..........c.criiniiinicirre bbb bbb 220
G.3 Network elements for employing the IMS-ALG and IMS AcCCesS GateWay ...........ceeeervereeeiiiveeeannns 221
G.31 Required fUNCLIONS 0T the P-CSCF ..o
G.3.2 Required functions of the IMS Access Gateway
G.3.3 Lo (Y L= LA ToT= o To [ SO PO R TTTPRRPTRTPN
G.4  Procedures for employing the IMS-ALG and IMS ACCESS GAtEWAY...........vvveeeiirereeiiiiireeeeiiieeeans 222
G.4.1 GBINEIAL ...ttt bbb bR b £ b £ AR R £ £ b E e AR b b e bbbt ettt b
G.4.2 NAT dELECTION IN P-CSCE ...ttt bbb bbb bbbttt
G.4.3 Session establishment procedure .
G.4.4 SESSION FEIBASE PIOCEUUIE ...ttt et b bbb bbb bt st bes s bbb s bbb s st e st s s bt
G.4.5 SESSION MOUITICALION ...ttt bbb bbb bbbt e bbb
G.4.6 Media forwarding in the IIMS ACCESS GALEBWAY ......cccceveererirircieinisisseiessesssese st sssse s sese st ssssssesesessnns 224
G.5 Network elements for employing NAT Traversal for ICE and Outhound ...........cccccoviiiveeiiiinenneens 225
G.5.1 GENETAL TEQUITEIMENTS ...ttt ettt ettt bbb s bbb s e bbb s s Rt s s bbbt s s A et b s Rt b s e st e b e b s ae b s s st nas
G.5.2 L OSSOSO
G.5.2.1 OVEBIVIBW ..ottt ettt
G.5.2.2 Required functions ofthe UE.........ccccoooviieivncccnseccce s
G.5.2.3 Required functions of the STUN relay server
G.5.2.4 Required functions of the STUN SEerver ........cccccoovvvvenvecenennn,
G.5.3 OULDOUNG. ...
G.5.3.1 OVBIVIBW <.ttt et bbb bbb s £ £ bbb bbb bbbt nnaes

3GPP



Release 11 10 3GPP TS 23.228 V11.9.0 (2013-09)

G.5.3.2 Required functions of the P-CSCF 227
G.5.3.3 Required functions of the S-CSCF 227
G.5.3.4 Required fUNCLIONS OF the UE ..ottt s e nnsenas 227
G.6  Procedures for employing ICE and OUIBOUNG ..........cooiiiiiiiiiiiie e 228
G.6.1 Flow establishment proCedures........ccooveennieesnsensessessessnns ...228
G.6.2 Session establishment ProCedUIES.......cocveerricnsvsee e ...229
G.6.3 SesSioN release ProCEAUIES. ......cveicrrrreeere et sesesens ..231
G.6.4 Session modification ProCeAUIES ........covvveerrecnrrereessesereesines ..232
G.6.5 Policy and Charging Control procedures ..232
G.6.6 Detection of NAT Traversal SUPPOI ........cccevvervrenrreeesnsesereesinnns ...233
G.6.7 Procedures at other IMS entities processing SDP 233
Annex H (Informative): Example HSS deployment...........cccoiiiiiiiiiiiiie e 234
Annex | (normative): Border Control FUNCLIONS............vvvveiieiiiiieeece e
I R 1= 0 - | TP PP PP PPT PP
1.2 OVEIall @rCNITECIUIE .....ei it e et e e e e e st e e e e e nntn e e e e naeeeas
1.3 Border Control FUNCHIONS ........cc.uuriiiiiiiie e st e et s e e e e e e e e e e st a e e e s st e e e e snnneeeaeannneeeas
1.3.1 IP VEISION INTEIWOIKING ...v.vecviieciieciisci ettt bbbt
13.1.1 Originating Session Flows towards 1Pv4 SIP network
1.3.1.2 Terminating Session Flows from IPv4 SIP network................
1.3.2 Configuration independence between operator networks..............
1.3.3 Transcoding Support for INterworking .........ccccoeeevveeennncennens
1.3.3.1 LC ot T PO
1.3.3.2 SESSION FIOWS ...t bbb bbbk bbbttt
1.3.3.2.1 Proactive transcoding support
1.3.3.2.2 ReaCtivVe tranSCOING SUPPOIT.....c.cueuiieeeeirireteie sttt ses ettt bbb et nenes
Annex J (Informative): Dynamic User Allocation to the Application Servers.......cccccceeevvivivnnnen. 245
S 1= 0= - | PP PP SUPPRP PP
J.2 REPIESENTALIVE AS.....oeei ittt ettt e et e e e e ettt e e e e a b bt e e e e nb et e e e a b et e e e ntreeeeannreeas
J2.1 Concept OF REPIESENTALIVE AS ..ottt e s bbb bbb s e bbb s bbb s st s s nn bt
J.2.2 Procedures related to Representative AS
J.3 Dynamic assignment of AS by S-CSCF CACNING.........cooiiiiiiiiiiiiieeeiiiee e 246
J3.1 Concept of Dynamic assignment of AS by S-CSCF CaChiNg ......ccocvivirincrieene s 246
J.3.2 Procedures related to Dynamic assignment of AS by S-CSCF Caching ..o, 247
Annex K (normative): Inter-IMS Network to Network Inte rface between two IM CN

SUBSYSTEM NETWOTKS ..ottt 248
N A 7T T - | PSP RPP 248
K.2  OVErall @rCNIECIUNE ... .eee ettt e e et e e e et e e e e st e e e e st e e e e e snnneeeeannneeas 248
Anrex L (normative): Aspects for use of Common IMS in 3GPP2 systems........ccccoccvvveeiiinnnn. 249
I R 7T =T - | OO 249
I I 1= 1T o] o PRSP 249
L.2.1 o 1 TSRS 249
L.3 Mobility related concepts when using 3GPP2 Packet Data SUDSYStEM .........ccvveeviiireeiiiiieece e, 249
L.3.1 LCT=T T - | TR
L.3.2 Procedures for P-CSCF discovery
L.4 QoS related concepts when using 3GPP2 Packet Data SUDSYSIEM............ccceviiiiiiiieiiiiieiiieeiieens 250
L.5 IP version support in IMS when using 3GPP2 Packet Data SUbDSYSIEM............ccceeviieiiiiiiiiiiieiiiens 250
L.6 Addressand identity management CONCEPLS ... .uvieiirrrreeiiiiiieeiitereee s st e e st e e et e e e snbn e e e e naeees 250
L6.1 DEriVING IMS G0ENTIFIETS ..ottt bbb a et s st bttt b st s s 250

3GPP



Release 11 11 3GPP TS 23.228 V11.9.0 (2013-09)

L.7 Relationship to 3GPP Generic UserProfile (GUP) .........ooiviiiiiiiiiiiccceee e 251
Annex M (Informative): IMS LOCal BreaKOUL ........ccvviiiiiieiiie e 252
M.1 P-CSCF located in VISItE NEIWOIK ..........cciiiiiiiiieiiiiie e 252

M.1.1 Description
M.1.1.0 General
M.1.1.1 Architecture

M.1.1.2 Flow for originating session

M.2.1 Description
M.2.1.0 General
M.2.1.1 Architecture

M.2.1.2 FIOW fOr OFgiNating SESSION ..ucveiiecereeri sttt b s s s e s s s snr e

M.2.2 N0 oL TSI 1Y o 17T TR
M.2.3 IPVA = TPV B INTEIWOTKING ...ttt bbbt 256
M.2.4 I I 1 = 7T | TR 256
M.3 P-CSCF located in visited network and with VPLMN loopback possibility ...........cccccooveiiiiiinnnns 256
M.3.1 LTS o ] o PR
M.3.1.1 GBINEIAL ...ttt
M.3.1.2 AATCRIEECTUIE ...ttt bbbt
M.3.1.3 Flow for originating session with VPLMN routing

M.3.1.4 Flow for originating session with Home routing .............cc......
M.3.2 Interaction With SRVCC and ICS ...ttt nes et
Anrex N (Informative): Aspects for use of Common IMS in Fixed xDSL based systems ............ 260
N.1  OrigiNation PrOCEAUIES .......vvvieeitieieeeetieee e e eteee e e s ttee e e e st e e e e asteeeaeesnsaeaeeaassaeeeeanseeeeasnssneeeesnnseeens 260
N.1.1 (FO#1) Fixed XDSL OrigiNation, NOIME ...ttt ettt 260
N.2  Termination PrOCEAUIES .........eiiiuiieiitieeiee ettt ettt ettt et et e ettt et e e e s st e e s bt e e et e e e nbb e e s anaeeenneeeea 262
N.2.1 (FT#1) Fixed XDSLermination, NOME ..ot 262
Anrex P (informative): Transcoding Support involving the MRFC/MRFP .............ccocvveiiinnen. 264
e R €T 0T - | PSPPSR
P.1.1 SCOPE .

P.1.2 Description.........coveneeennee.

P.1.3 Session flows
P.1.3.1 (70T | OO T OT T TATSTTN
P.1.3.2 Proactive transcoding INVOCALION .........cccoviiieiiicce ettt e bbb bbb ss s bt s s 265
P.1.3.3 Reactive transCodiNG INVOCALION.......cccci it s b bbb s s b b s bbb s s 266
Annex Q (normative): Optimal media FOULING..........cvveiiiiiieie e
Q.1 GBNEIAL ..o
Q.2 Procedures and FIOWS. ........cooii i a e e e e e e
Q.21 SDP BXEENSION c..vviiititteiictete ettt ettt et s s bbb s s bbb A et e s s bbb bR A e R bbb e R bR s AR b bRt b b e bt st nas
Q.22 GENETAl IIMS-ALG PIOCEAUIES .....cvvieivcteiisie ettt sttt b b bbb bbbt s s et es s bbb s bbb s st s snnnsenas
Q.23 COMMON FIOWS ...ttt bbb b a bbb bbb e s b b s s bbb s st et b st et sn s bt
Q.2.31 IMS-ALG AllOCALES @ TIGWV ..ottt bbbttt a s s

Q.2.3.2 IMS-ALG d0es NOt alloCAte @ TIGW ...ttt

Q.2.3.3 IMS-ALG bypasses its TrGW and one or more Prior TFGWS ... ssssssssesnns

Q.2.3.4 IMS-ALG bypasses its TrGW using secondary realm fromprior IMS-ALG........cccceoevvviveveneccenns

Q.2.35 IMS-ALG bypasses one or more prior TrGWs using a secondary realm.........ccccooeovevvvvennnencennnns
Q.2.3.6 IMS-ALG bypasses TrGWs performing NAT traVersal ... sssesenns
Q.25 L (0TI 4 I =V Yoo Yo 1o TR T
Q.25.1 Proactive transcoding where transcoding is required...............

Q.25.2 Proactive transcoding where transcoding not required............

Q.25.3 IMS-ALG bypasses prior unrequired proactive transcoder

Q.25.4 IMS-ALG bypasses its TrGW and prior unrequired proactive tranSCOUEr..........oevevrerirenirenireniennes
Q.255 IMS-ALG replaces prior Proactive trANSCOUB .........cvve et

3GPP



Release 11 12 3GPP TS 23.228 V11.9.0 (2013-09)

Q.2.5.6 Proactive transcoding WithOUt reSOUICE MESEIVALION.......coucuieeiiieireirieeeree e 283
Q.25.7 REACTIVE tTANSCOUING. ... cvcveviiceeieiicieieisi ettt sttt e st s s s s s s s e es s e st s s nrnnas 283
(@ 0 N O 1> o1 o SRR 283
Anrex R (Informative): Distribution of Network Provided Location Information within IMS...284
R €Ty 1T - | PSSR SPPRR 284
R.2 Session Establishment/Modification at Mabile Origination - Location Info in Request.................... 284
R.3  Session Establishment/Modification at Mobile Origination - Location Info in Response.................. 286
R.4  Session Establishment/Modification at Mobile Termination ............cccoevvveeriiiiiee e 287
R.5 Session Establishment/Modification - Location Information Distributed by IMS AS ..............c....... 288
R.B  SESSION REIBASE. ... eeeeiiiiieee ittt ettt e e e e e ettt e e ettt e e e e st e e e e e e arar e e e e e nnrraaeeanees 289
Annex S (informative): Change NISTONY......c.uiiiiii e 290

3GPP



Release 11 13 3GPP TS 23.228 V11.9.0 (2013-09)

Foreword

This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version Xx.y.z
where:
X the first digit:
1 presented to TSG for information;
2 presented to TSG for approval,
3 orgreater indicates TSGapproved document under change control.

y the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z the third digit is incremented when editorial only changes have been incorporated in the document.
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1 Scope

This document defines the stage-2 service description for the IP Multimedia Core Network Subsystem (IMS), which
includes the elements necessary to support IP Multimedia (IM) services. ITU-T Recommendation 1.130 [4] describes a
three-stage method for characterisation of telecommunication services, and ITU-T Recommendation Q.65 [3] defines
stage 2 of the method.

This document does not cover the Access Network functionality except as they relate to provision of IM services, these
aspects are covered in the normative Annex E.

This document identifies the mechanisms to enable support for IP multimedia applications. In order to align IP
mu ltimedia applications wherever possible with non-3GPP IP applications, the general approach is to adopt non-3GPP
specific IP based solutions.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

o References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

e Foraspecific reference, subsequent revisions do not apply.

o Foranon-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including
a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TS 23.002: "Network Architecture".

[2] CCITT Recommendation E.164: "Numbering plan for the ISDN era".

[3] CCITT Recommendation Q.65: "Methodology — Stage 2 of the method for the characterisation of
services supported by an ISDN".

[4] ITU Recommendation 1.130: "Method for the characterization of telecommunication services
supported by an ISDN and network capabilities of an ISDN".

[5] Void.

[6] Void.

[7] 3GPP TS 23.221: "Architectural Requirements".

[8] 3GPP TS 22.228: "Service requirements for the IP multimedia core network subsystem".

[9] 3GPP TS 23.207: "End-to-end QoS concept and architecture™.

[10] Void.

[10a] 3GPP TS 24.229: "IP Multimedia Call Control based on SIP and SDP; Stage 3".

[11] Void.

[11a] 3GPP TS 29.207: "Policy control over Go interface".

[12] IETF RFC 3261: "SIP: Session Initiation Protocol".

[13] IETF RFC 3986: "Uniform Resource Identifiers (URI): Generic Syntax.

[14] IETF RFC 4282: "The Network Access Identifier".
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3 Definitions, symbols and abbreviations

3.1 Definitions

Referto TS 23.002 [1] for the definitions of some terms used in this document.

For the purposes of the present document the terms and definitions given in TR 21.905 [68] and the following apply. A
term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [68].

For the purposes of the present document, the following terms and definitions given in TS 23.003 [24] apply:

Distinct Public Service Identity
Public User ldentity

Wildcarded Public User Identity
Wildcarded Service User Identity

Alias Public User Identities: A set of Public User Identities that belong to the same alias group as specified in
TS 29.228[30].

ALG: Application Level Gateway (ALG) is an application specific functional entity that allows communication
between disparate address realmor IP versions, e.g. an IPv6 node to communicate with an IPv4 node and vice versa,
when certain applications carry network addresses in the payloads like SIP/SDP. NA(P)T-PT or NA(P)T is application
unaware whereas ALGs are application specific translation entities that allow a host running an application to
communicate transparently with another host running the same application but in a different IP version or IP address
realm. See |IETF RFC 2663 [34] for more details.

For IMS, an IMS ALG provides the necessary application function for SIP/SDP protocols in order to
communicate between different address realms or IP versions, e.g. IPv6 and IPv4 SIP applications.

Distinct Public User Identity: used in relation to wildcarded Public User/Service Identities to denote an explicitly
provisioned Public User/Service Identity. See more details in TS 23.003 [24].

Entry point: In the case that border control concepts are to be applied in an IM CN subsystem, then these are to be
provided by capabilities within the IBCF, and the IBCF acts as an entry point for this network (instead of the I-CSCF).
In this case the IBCF and the I-CSCF can be co-located as a single physical node. If border control concepts are not
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applied, then the I-CSCF is considered as an entry point of a network. If the P-CSCF is in the home network, then the
I-CSCF is considered as an entry point for this document.

Exit point: If operator preference requires the application of border control concepts then these are to be provided by
capabilities within the IBCF, and requests sent towards another network are routed via a local network exit point
(IBCF), which will then forward the request to the other network (discovering the entry point if necessary).

IP-Connectivity Access Network: refers to the collection of network entities and interfaces that provides the
underlying IP transport connectivity between the UE and the IMS entities. An example of an "IP-Connectivity Access
Network™ is GPRS.

Subscriber: A Subscriber is an entity (comprising one or more users) that is engaged in a Subscription with a service
provider. The subscriber is allowed to subscribe and unsubscribe services, to register a user or a list of user authorized
to enjoy these services, and also to set the limits relative to the use that users make of these services.

Inter-IMS Network to Network Interface: The interface which is used to interconnect two IM CN subsystem
networks. This interface is not constrained to a single protocol.

Network Address Translation (NA(P)T): method by which IP addresses are mapped from one group to another,
transparently to end users. Network Address Port Translation, or NA(P)T is a method by which many network
addresses and their TCP/UDP (Transmission Control Protocol/User Datagram Protocol) ports are translated into a
single network address and its TCP/UDP ports. See RFC 3022 [65] for further details.

NAT-PT/NAPT-PT: NAT-PT uses a pool of globally unique IPv4 addresses for assignment to IPv6 nodes on a
dynamic basis as sessions are initiated across the IP version boundaries. NAT-PT binds addresses in IPv6 network with
addresses in IPv4 network and vice versa to provide transparent routing between the two IP domains without requiring
any changes to end points, like the UE. NAT-PT needs to track the sessions it supports and mandates that inbound and
outbound data for a specific session traverse the same NAT-PT router.

NAPT-PT provides additional translation of transport identifier (e.g., TCP and UDP port numbers, ICMP query
identifiers). This allows the transport identifiers of a number of IPv6 hosts to be multiplexed into the transport
identifiers of a single assigned IPv4 address. See IETF RFC 2766 [33] for more details.

Transport address: A unique identifier of transport-layer address, i.e. a combination of a network address, protocol
identifier and port number. Forexample an IP address and a UDP port.

IMS application: An IMS application is an application that uses an IMS communication service(s) in order to provide
a specific service to the end-user. An IMS application utilises the IMS communication service(s) as they are specified
without extending the definition of the IMS communication service(s).

IMS application reference: An IMS application reference is the means by which an IMS communication service
identifies an IMS application.

IMS communication service: An IMS communication service is a type of communication defined by a service
definition that specifies the rules and procedures and allowed medias for a specific type of communication and that
utilises the IMS enablers.

IMS communication service identifier: An IMS communication service identifier uniquely identifies the IMS
communication service associated with the particular IMS request.

IMC: IMS Credentials as defined in TR 21.905 [68].

IMS enabler: An IMS enabler is a set of IMS procedures that fulfils specific function. An IMS enabler may be used in
conjunction with other IMS enablers in order to provide an IMS communication service.

Instance identifier: An identifier, that uniquely identifies a specific UE amongst all other UEs registered with the same
Public User Identity.

Local Service Number: A local service number is a telephone number in non international format. A local service
number is used to access a service that may be located in the home network of the user (home local service number) or
the roamed network of the user (geo-local service number).

Geo-local service number: A local service number that is used to access aservice in the roamed network (a local
service where the subscriber is located).
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Home local service number: A local service number is used to access a service that is located in the home network of
the user.
IP Flow: Unidirectional flow of IP packets with the following properties:

- same source IP address and port number;

- same destination IP address and port number;

- same transport protocol (port numbers are only applicable if used by the transport protocol).

Media Flow: One or more IP flows carrying a single media instance, e.g., an audio stream or a video stream. In the
context of this specification the term Media Flow is used instead of IP Flow regardless of whether the actual IP packet
corresponds to media plane information (e.g. audio RTP flow) or control signalling (e.g. RTCP or SIP Signalling).

MPS: Based on TS 22.153 [77]. Multimedia Priority Service allows authorized users to obtain and maintain radio and
network resources with priority, also during national security or emergency situations when PLMN congestion may
occur.

MPS session: A session (e.g., voice, video, data session) for which priority treatment is applied for allocating and
maintaining radio and network resources.

MPS-subscribed UE: A UE having a USIM with MPS subscription.
Service User: According to TS 22.153 [77].

STUN: Simple Traversal of UDP Through NAT (STUN), provides a toolkit of functions. These functions allow entities
behind a NAT to learn the address bindings allocated by the NAT, to keep those bindings open, and communicate with
other STUN-aware devices to validate connectivity. See RFC 5389 [47] for further details.

STUN Relay: Is a usage of STUN, that allows a client to request an address on the STUN server itself, so that the
STUN server acts as a relay. See IETF RFC 5766 [46] for further details.

STUN Keep-aliwe: Is a usage of STUN, to keep NAT bindings open.

Outbound: Managing Client Initiated Connections in the Session Initiation Protocol (Outbound) defines behaviours for
User Agents, registrars and proxy servers that allow requests to be delivered on existing connections established by the
User Agent. See RFC 5626 [48] for further details.

Preferred Circuit Carrier Selection: An IMS service that allows the subscriber to select a long distance circuit carrier
per call when dialling a call origination.

Preferred Circuit Carrier Access: An IMS service that allows a specific long distance circuit carrier to be selected for
a long distance call.

IP-SM-GW (IP short message gateway): An IP-SM-GW is an AS providing the support of Short Message Service of
the IMS domain. See more details in TS 23.204 [56].

Geographical Identifier: A Geographical Identifier identifies a geographical area within a country or territory. See
more details in clause E.8.

3.2 Symbols

For the purposes of the present document the following symbols apply:

Cr Reference Point between an AS and an MRFC for media control.

Cx Reference Point between a CSCF and an HSS.

Dx Reference Point between an I-CSCF and an SLF.

Gi Reference point between GPRS and an external packet data network.

Gm Reference Point between a UE and a P-CSCF.

ISC Reference Point between a CSCF and an Application Server and between a CSCF and an MRB.

lu Interface between the RNS and the core network. It is also considered as a reference point.

Ix Reference Point between IBCF and TrGW.

Ici Reference Point between an IBCF and another IBCF belonging to a different IM CN subsystem
network.
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Reference Point between a TrGW and another TrGW belonging to a different IM CN subsystem

network.

Reference Point between an ASand a GMLC.
Reference Point between an AS and an I-CSCF.

Reference Point to IP network services.

Reference Point between a transit function and AS.
Reference Point between an M GCF and a CSCF.
Reference Point between a CSCF and a BGCF.
Reference Point between a BGCF and an M GCF.

Reference Point between a BGCF/IMS ALG and another BGCF.
Reference Point between a IBCF/CSCF/BGCF/IMS ALG and an IP multimedia network.

Reference Point between an CSCF and an MRFC.

Reference Point between an AS and an MRFC for session control.

Reference Point between a CSCF and another CSCF.
Reference Point between a CSCF/BGCF and IBCF.
Reference Point between an AS and an MRB.

Reference Point between an AS (SIP-AS or OSA-CSCF) and an HSS.

Reference Point between an IM-SSF and an HSS.
Reference Point between UE and an Application Server.

Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [68] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in

TR 21.905 [68].

API
AS
BCSM
BG
BGCF
BS
CAMEL
CAP
CDR
CN
CS
CSCF
CSE
DHCP
DNS
ECN
ENUM
GGSN
GLMS
GMLC
GRUU
GUP
HSS
IBCF
I-CSCF
IETF
M
IMC
IMS
IMSALG
IMSI
IN

IP
IPv4
IPv6

Application Program Interface
Application Server

Basic Call State Model

Border Gateway

Breakout Gateway Control Function
Bearer Service

Customised Application Mobile Enhanced Logic

Camel Application Part

Charging Data Record

Core Network

Circuit Switched

Call Session Control Function

CAMEL Service Environment

Dynamic Host Configuration Protocol
Domain Name System

Exp licit Congestion Notification

E.164 Number Mapping

Gateway GPRS Support Node

Group and List Management Server
Gateway Mobile Location Centre
Globally Routable User Agent URI
Generic User Profile

Home Subscriber Server
Interconnection Border Control Function
Interrogating-CSCF

Internet Engineering Task Force

IP Multimedia

IMS Credentials

IP Multimedia Core Network Subsystem
IMS Application Level Gateway
International Mobile Subscriber Identifier
Intelligent Network

Internet Protocol

Internet Protocol version 4

Internet Protocol version 6
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IP-CAN IP-Connectivity Access Network
IP-SM-GW IP Short Message Gateway
ISDN Integrated Services Digital Network
ISIM IMS SIM
ISP Internet Service Provider
ISUP ISDN User Part
IWF Interworking Function
NP Number portability
MAP Mobile Application Part
MGCF Media Gateway Control Function
MGF Media Gateway Function
MRB Media Resource Broker
MRFC Multimedia Resource Function Controller
MRFP Multimedia Resource Function Processor
NAI Network Access ldentifier
NAPT Network Address Port Translation
NAT Network Address Translation
NAP)T-PT Network Address (Port-Multiplexing) Translation-Protocol Translation
I1I-NNI Inter-IMS Network to Network Interface
OSA Open Services Architecture
P-CSCF Proxy-CSCF
PCC Policy and Charging Control
PCEF Policy and Charging Enforcement Function
PCRF Policy and Charging Rules Function
PDN Packet Data Network
PDP Packet Data Protocole.g., IP
P-GRUU Public Globally Routable User Agent URI
PLMN Public Land Mobile Network
PSI Public Service Identity
PSTN Public Switched Telephone Network
QoS Quality of Service
RAB Radio Access Bearer
RFC Request for Comments
SCS Service Capability Server
S-CSCF Serving-CSCF
SDP Session Description Protocol
SGSN Serving GPRS Support Node
SLF Subscription Locator Function
SSF Service Switching Function
SS7 Signalling System7
SIM Subscriber Identity Module
SIP Session Initiation Protocol
S-GW Signalling Gateway
TAS Telephony Application Server
T-GRUU Temporary Globally Routable User Agent URI
THIG Topology Hiding Inter-network Gateway
TrGW Transition Gateway
UE User Equip ment
UMTS Universal Mobile Telecommunications System
URL Universal Resource Locator
USIM UMTS SIM

4 IP multimedia subsystem concepts

4.0 General

The IP Multimedia CN subsystemcomprises all CN elements for provision of multimedia services. This includes the
collection of signalling and bearer related network elements as defined in TS 23.002 [1]. IP multimedia services are
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based on an IETF defined session control capability which, along with multimedia bearers, utilises the IP-Connectivity
Access Network (this may include an equivalent set of services to the relevant subset of CS Services).

In order to achieve access independence and to maintain a s mooth interoperation with wireline terminals across the
Internet, the IP multimedia subsystem attempts to be conformant to IETF "Internet standards". Therefore, the interfaces
specified conformas far as possible to IETF "Internet standards™ for the cases where an IETF protocol has been
selected, e.g. SIP.

The IP multimedia core network (IM CN) subsystemenables PLMN operators to offer their subscribers multimedia
services based on and built upon Internet applications, services and protocols. There is no intention here to standardise
such services within the IM CN subsystem, the intention is that such services will be developed by PLM N operators and
other third party suppliers including those in the Internet space using the mechanisms provided by the Internet and the
IM CN subsystem. The IM CN subsystemshould enable the convergence of, and access to, voice, video, messaging,
data and web-based technologies for the wireless user, and combine the growth of the Internet with the growth in
telecommunications.

The complete solution for the support of IP multimedia applications consists of terminals, IP -Connectivity Access
Networks (IP-CAN), and the specific functional elements of the IM CN subsystem described in this technical
specification. An example of IP-Connectivity Access Network is the GPRS core network with GERAN and/or UTRAN
radio access networks.

Figure 4.0 below represents the IMS reference architecture including interfaces towards legacy networks and other IP
based multimedia systems. Details of the roles of these nodes are described in clauses 4.6, 4.7 and 4.7a.

NOTE 1: Some entities defined as part of the IMS Subsystem can also be used by other subsystems.

NOTE 2: The Iciand lzi reference points are only applicable for IP Multimed ia Networks that are IMS subsystems.
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Figure 4.0: Reference Architecture of the IP Multimedia Core Network Subsystem

3GPP



Release 11 23 3GPP TS 23.228 V11.9.0 (2013-09)

A description of the functional entities can be found in TS 23.002 [1].

4.1 Relationship to CS domain and the IP-Connectivity Access
Network

The IP multimedia subsystem utilizes the IP-CAN to transport multimedia signalling and bearer traffic. IP-CANs that
maintain the service while the terminal moves, hide these moves fromthe IP multimedia subsystem.

The IP multimedia subsystemis independent of the CS domain although some network elements may be common with
the CS domain. This means that it is not necessary to deploy a CS domain in order to support an IP multimedia
subsystem based network.

4.2 IMS services concepts

4.2.1 Home-network based services

4211 Support of CAMEL or IN

It shall be possible for an operator to offer access to services based on the CSE or IN Service Environment for its IM
CN subsystemsubscribers. It should be noted that there is no requirement for any operator to support CAMEL or IN
services for their IM CN subsystem subscribers or for inbound roamers.

For more information refer to clause 4.2.4.

42.1.2 Support of OSA

It shall be possible for an operator to offer access to services based on OSA for its IM CN subsystemsubscribers. This
shall be supported by an OSA API between the Application Server (AS) and the network.

For more information refer to clause 4.2.4.

42.1.3 Dynamic services interactions handling

42131 Service information exchanged between Application Servers

To avoid conflicting interactions between services they execute, different ASs involved in the same IMS session (within
an operator network or across networks) shall be able to exchange the following service interaction information:

- indication of services that have been performed, and

- optionally, additional indication of services that should be further avoided.

42132 Handling by the Application Server

If an AS provides one or more services, the AS may include service interaction information in SIP signalling,
identifying the service that it has executed.

If an AS provides one or more services which are known to be negatively impacted by the subsequent execution of a
service by another AS, the AS may include, in addition to the an indication of the services executed, service interaction
information in SIP signalling, indicating the services that should be avoided.

An AS receiving a SIP message containing an indication
- that aservice has been executed previously, and/or

- that aservice should be avoided,
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may, depending on local policy, take this information into account. The service interaction information shall be such
that an AS receiving this information should not be able to misinterpret the information and shall ignore such
information that it does not recognize.

Service interaction information for standardized services shall be standardized but there shall also be the ability to
exchange globally unique service information for non-standardized services.

42133 Deletion of services interaction information

The service interaction information shall be removed when it is sent to the UE via P-CSCF or to an entity outside the
trust domain or when it is not in compliance with service level agreements with other domains.

4.2.2  Support of numbers in non-international format in the IMS

Phone or telephone numbers which are not in the international format can allow the access of the visited services (local
service numbers) and the access of numbers in a local addressing plan. Since numbers in non-international format are
widely used in legacy fixed and mobile CS networks the seamless co-operation with these networks require the support
of numbers in non-international format (including local service numbers) in the IMS. It is up to the operator's policy
when and which type of numbers in non-international format can be used. In the rest of this clause the term ‘visited
access network' is used to indicate the network in which the user is physically located. In case of GPRS access this is
the VPLMN. In case of other access types this is most probably the IP-CAN provider.

The use of numbers in non-international format including local service numbers shall be provided in the following
manner:

1. Itshall be possible for the HPLMN to determine whether a user is using a number in non-international format
according to an addressing plan used in the visited network or a geo-local service number. This shall be based
upon an indication received fromthe UE. The same indication shall be used to access local services as well as to
use a local addressing plan. This indication shall be included in the Request URI of the SIP request. If a user
intends to use a number according to an addressing plan used at his/her current physical location or a local
service number at his/her current physical location, then there shall be information about the visited access
network independently fromthe location of the P-CSCF included in the Request-URI of the SIP request.

2. The P-CSCF shall route the session towards the S-CSCF as per the session origination procedures.

Processing the Request URI (e.g. address analysis and potential modification such as translation into globally
routable format, e.g. a globally routable PSI) shall be performed by an Application Server in the subscriber's
Home Network. The S-CSCF routes the SIP request towards this Home Network Application Server based upon
filter criteria which are triggered by the information in the 'local indication' received fromthe UE. The AS may
need to identify the visited access network, e.g. from information in SIP signalling or via the Sh interface.

When clause 4.15a (Roaming Architecture for Voice over IMS with Local Breakout) is in use, and the Home
Network decides to loop-back the call to the visited network, and when the indication is received that the number
is in accordance with the visited network numbering plan the Home network can choose to not translate numbers
in non-international format, and pass on the non-international number as received, to the VPLMN.

3. Then the AS passes the session request back to the S-CSCF with Request URI that contains either a globally
routable SIP URI ora Tel URI with number in international format. The SIP request shall contain enough
information to route to the network hosting the service or using the addressing plan and allow the terminating
network to identify the intended end point (e.g. service).

4. The S-CSCF routes the SIP request, via normal IMS routing principles, towards its destination (e.g. a server in
the visited access network identified by a PSI) using the Mw or Mm interfaces.

NOTE: Forusers who have roamed, services relevant to the locality of the user may also be provided by the home
network.

4.2.3  Support of roaming users

The architecture shall be based on the principle that the service control for Home subscribed services for a roaming
subscriber is in the Home network, e.g., the Serving-CSCF is located in the Home network.
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Figure 4.1: Service Platform in Home Network
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Figure 4.2: External Service Platform

There are two possible scenarios to provide services:
- viathe service platform in the Home Network
- viaan external service platform (e.g. third party or visited network)

The external service p latform entity could be located in either the visited network or in the 3™ party platform. The
standardised way for secure 3rd party access to IMS services is via the OSA framework, see clause 4.2.4.

The roles that the CSCF plays are described below.
- The Proxy-CSCF shall enable the session control to be passed to the Serving-CSCF.
- The Serving-CSCF is located in the home network. The Serving-CSCF shall invoke service logic.

A Proxy-CSCF shall be supported in both roaming and non-roaming case, even when the Serving-CSCF is located in
the same IM CN Subsystem.

Reassigning the Proxy-CSCF assigned during CSCF discovery is not a requirement in this release. Procedures to allow
registration time Proxy-CSCF reassighment may be considered in future releases.

Procedures shall be supported to allow assigning different Proxy-CSCFs when a user registers from mu ltiple UE(S)
simu ltaneously.

Network initiated Proxy-CSCF reassignment is not a require ment.
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The use of additional elements to be included in the SIP signalling path is optional. Such additional elements may
provide functions as described in clause 4.14 and Annex I.

4.2.4 IP multimedia Subsystem Service Control Interface (ISC)
The ISC interface is between the Serving CSCF and the service platform(s).

An Application Server (AS) offering value added IM services resides either in the user's home network or in a third
party location. The third party could be a network or simply a stand-alone AS.

The Serving-CSCF to AS interface is used to provide services residing in an AS. Two cases were identified:
- Serving-CSCFto an AS in Home Network.
- Serving-CSCFto an AS in External Network (e.g., Third Party or Visited)

The SIP Application Server may host and execute services. The SIP Application Server can influence and impact the
SIP session on behalf of the services and it uses the ISC interface to communicate with the S-CSCF. The S-CSCF shall
be able to supply the AS with information to allow it to execute multiple services in order within a single S IP
transaction.

The ISC interface shall be able support subscription to event notifications between the Application Serverand S-CSCF
to allow the Application Server to be notified of the implicit registered Public User Identities, registration state and U E
capabilities and characteristics in terms of SIP User Agent capabilities and characteristics.

The S-CSCF shall decide whether an Application Server is required to receive information related to an incoming initial
SIP request to ensure appropriate service handling. The decision at the S-CSCF is based on (filter) information received
fromthe HSS. This filter information is stored and conveyed on a per Application Server basis for each user. It shall be
possible to include a service indication in the filter information, which is used to identify services and the order that
they are executed on an Application Server within a single SIP transaction. The name(s)/address(es) information of the
Application Server (s) are received fromthe HSS.

For an incoming SIP request, the S-CSCF shall perform any filtering for ISC interaction before performing other
routing procedures towards the terminating user, e.g. forking, caller preferences etc.

The S-CSCF does not handle service interaction issues.

Once the IM SSF, OSA SCS or SIP Application Server has been informed of a SIP session request by the S-CSCF, the
IM SSF, OSA SCS or SIP Application Server shall ensure that the S-CSCF is made aware of any resulting activity by
sending messages to the S-CSCF.

Fromthe perspective of the S-CSCF, the "SIP Application server", "OSA service capability server" and "IM-SSF" shall
exhibit the same interface behaviour.

When the name/address of more than one Application Server is transferred fromthe HSS, the S-CSCF shall contact the
Application Servers in the order supplied by the HSS. The response from the first Application Server shall be used as
the input to the second Application Server. Note that these multiple Application Servers may be any combination of the
SIP Application server, OSA service capability server, or IM-SSF types.

The S-CSCF does not provide authentication and security functionality for secure direct third party access to the IM
subsystem. The OSA framework provides a standardized way for third party secure access to the IM subsystem.

If a S-CSCF receives a SIP request on the ISC interface that was originated by an Application Server destined to a user
served by that S-CSCF, then the S-CSCF shall treat the request as a terminating request to that user and provide the
terminating request functionality as described above. Both registered and unregistered terminating requests shall be
supported.

It shall be possible for an Application Server to generate SIP requests and dialogs on behalf of users. Requests
originating sessions on behalf of a user are forwarded to the S-CSCF serving the user, if the AS has knowledge of the
S-CSCF assigned to that user and the S-CSCF shall perform regular originating procedures for these requests.

Originating requests on behalf of registered and unregistered users shall be supported.

More specifically the following requirements apply to the IMS Service control interface:
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1. The ISC interface shall be able to convey charging information as per TS 32.240 [25] and TS 32.260 [26].

2. The protocol on the ISC interface shall allow the S-CSCF to differentiate between SIP requests on Mw, Mmand
Mg interfaces and SIP Requests on the ISC interface.

Figure 4.3: Void

Besides the Cx interface the S-CSCF supports only one standardised protocol for service control, which delegates
service execution to an Application Server. The protocol to be used on the ISC interface shall be SIP (as defined by
IETF RFC 3261[12], other relevant IETF RFC's, and additional enhancements introduced to support 3GPP’s needs on
the Mw, Mm, Mg interfaces).

The notion of a "SIP leg" used throughout this specification is identical to the notion of a call leg which is the same as a
SIP dialog defined by IETF RFC 3261 [12]. The same SIP leg that is received by the S-CSCF on the Mw, Mm and Mg
interfaces is sent on the ISC interface. The same SIP leg that is received by the S-CSCF on the ISC interface is sent on

the Mw, Mmand Mg interfaces.

Concerning the relationship between the SIP legs of the ISC interface and the SIP legs of the Mw, Mm, and Mg
interfaces the S-CSCF acts as a SIP proxy, as shown in Figures 4.3a — 4.3e below.

Figures 4.3a-4.3e below depict the possible high-level interactions envisioned between the S-CSCF and the Application
Server.

Application
Server

SIP leg #1

SIP leg #1

From: X
To:Y
Call-ID: Z

Figure 4.3a: Application Server acting as terminating UA, or redirect server

Application
Server

SIPleg #1 |00 %

Call-ID: Z

SIP leg #1

From: X
To: Y
Call-ID: Z

Figure 4.3b: Application Server acting as originating UA
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Figure 4.3c: Application Server acting as a SIP proxy

Application
Server
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To: Y To: Q
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Figure 4.3d: Application Server performing 3" party call control

SIP leg #1 SIP leg #1

From: X From: X
To: Y To: Y
Call-ID: Z Call-ID: Z

Figure 4.3e: A SIP leg is passed through the S-CSCF without Application Server involvement

4.2.4a HSS to service platform Interface

The Application Server (SIP Application Server and/or the OSA service capability server and/or IM-SSF) may
communicate to the HSS. The Sh and Si interfaces are used for this purpose.

For the Sh interface, the following shall apply:

1. The Sh interface is an intra-operator interface.
2. The Sh interface is between the HSS and the "SIP Application Server" and between the HSS and the "OSA

service capability server". The HSS is responsible for policing what information will be provided to each
individual Application Server.
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3. The Sh interface transports transparent data for e.g. service related data, user related information, etc.
In this case, the term transparent implies that the exact representation of the information is not understood by the
HSS or the protocol.

4. The Sh interface also supports mechanisms for transfer of user related data stored in the HSS (e.g. user service
related data, MSISDN, visited network capabilities, UE Time Zone and user location information (e.g. cell
global ID/Service Area ID or the address of the serving network element, VPLMN 1D, etc.)).

NOTE: before providing information relating to the location of the user to a SIP Application Server, detailed
privacy checks frequently need to be performed in order to meet the requirements in TS 22.071 [27]. The
SIP Application Server can ensure that these privacy requirements are met by using the Le interface to the
GMLC (see TS 23.271 [28]) instead of using the Sh interface.

5. The Sh interface also supports mechanisms for transfer of standardised data, e.g. for group lists, which can be
accessed by different Application Servers. Those Application Servers sharing the datashall understand the data
format. This enables sharing of common information between Application Servers, e.g. data managed via the Ut
reference point.

6. The Sh interface also supports mechanisms that allow Application Servers to activate/deactivate their own
existing initial filter criteria stored in the HSS on a per subscriber basis.

The Si interface is between the HSS and the IM-SSF. It transports CAMEL subscription information including triggers
foruse by CAMEL based application services.

4.2.4b S-CSCF Service Control Model

Application Server

AS-ILCM AS-OLCM

ISC

Incoming Leg Outgoing Leg

&
<

Figure 4.3f: Service Control Model with Incoming Leg Control and Outgoing Leg Control
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Figure 4.3f illustrates the relationship between the S-CSCF and AS. It includes a first-level of modelling inside the
S-CSCF and inside the AS. To keep the model simple only one incoming leg and one outgoing leg are shown. In
practice a session may consist of more than one incoming leg and/or more than one outgoing leg(s), when using User
Agents. An AS may create one or more outgoing legs independent of incoming legs. An AS may create one or more
outgoing legs even when there are no incoming legs.

While the above figures show session related flows, the service control model can be applied to other SIP transactions
such as registration. Incoming or outgoing leg information e.g. state information, may be passed between the S-CSCF
and AS implicitly or explicitly. Implicitly means that SIP information in transit carries information about the state of the
session (e.g. an INVITE message received at the S-CSCF on an incoming leg may be sent to the AS with no changes or
with some additional information). Explicitly means that SIP information is generated, e.g. to transfer state change
information from an S-CSCF to an AS in circumstances where there is no ongoing SIP transaction that can be used. It is
a matter for Stage 3 design to determine when to use implicit or explicit mechanisms and to determine what extensions
to SIP are necessary.

The internal model of the S-CSCF (shown in Figure 4.3f) may sometimes exhibit proxy server like behaviour either by
passing the requests to the Application Server or by passing the requests out of the system. A Proxy server may
maintain session state or not. The S-CSCF may sometimes exhibit User Agent like behaviour. Some Applications
require state to be maintained in the S-CSCF. Their exact behaviour depends on the SIP messages being handled, on
their context, and on S-CSCF capabilities needed to support the services. It is a matter for Stage 3 design to determine
the more detailed modelling in the S-CSCF.

The internal model of the AS (shown in Figure 4.3f) may exhibit User Agent like behaviour. The exact behaviour
depends on the SIP messages being handled and on their context. Detailed Stage 3 modelling for the AS is not required.

The definitions used in the model are:

Combined ILSMOLSM - Incoming/outgoing Leg State Model: Models the behaviour of an S-CSCF for handling
SIP messages on incoming and outgoing session legs. The Combined I/OLSM shall be able to store session state
information. It may act on each leg independently, acting as a SIP Proxy, Redirect Server or User Agent dependant on
the information received in the SIP request, the filter conditions specified or the state of the session.

It shall be possible to split the application handling on each leg and treat each endpoint differently.

ILCM - Incoming Leg Control Model: Models the behaviour of an S-CSCF for handling SIP information sent to and
received from an AS for an incoming session leg. The ILCM shall store transaction state information.

OLCM - Outgoing Leg Control Model: Models the behaviour of an S-CSCF for handling SIP information received
fromand sent to an AS for an outgoing session leg. The OLCM shall store transaction state information.

AS-ILCM - Application Server Incoming Leg Control Model: Models AS behaviour for handling SIP information
for an incoming leg. The AS-1LCM shall store Transaction State, and may optionally store Session State depending on
the specific service being executed.

AS-OLCM - Application Server Outgoing Leg Control Model: Models AS behaviour for handling SIP information
for an outgoing leg. The AS-OLCM shall store Transaction State, and may optionally store Session State depending on
the specific service being executed.

4.2.4c |-CSCF to AS reference point (Ma)

The Ma reference point is between the Interrogating CSCF and the service platform(s).
The Interrogating-CSCF to AS reference point is used to:

- forward SIP requests destined to a Public Service Identity hosted by an Application Server directly to the
Application Server;

- originate a session on behalf of a user or Public Service Identity, if the AS has no knowledge ofa S CSCF
assigned to that user or Public Service Identity.

It shall be possible for an Application Server to originate a session on behalf of users or Public Service Identities. If the
AS has no knowledge of the serving S-CSCF for that user or Public Service Identity, such requests are forwarded to an
I-CSCF, and the | CSCF shall perform regular originating procedures for these requests.

3GPP



Release 11 31 3GPP TS 23.228 V11.9.0 (2013-09)

Session origination requests on behalf of registered and unregistered users shall be supported.
The Ma reference point shall be able to convey charging information according to TS 32.240 [25] and TS 32.260 [26].

The protocol to be used on the Ma reference point shall be SIP (as defined by RFC 3261 [12], other relevant
IETF RFCs, and additional enhancements introduced to support 3GPP’s needs on the Mw, Mm, Mg reference points).

Concerning the relationship between the SIP legs of the Ma reference point and the SIP legs of the Mw, Mm, and Mg
reference points the I-CSCF acts as a SIP proxy, as shown in Figures 4.3f and 4.3g below.

Figures 4.3f and 4.3g below depict the possible high-level interactions envisioned between the I-CSCF and the
Application Server.

Application
Server

SIP leg #1

From: X
To: Y
Call-ID: Z

SIP leg #1

From: X
To:Y
Call-ID: Z

Figure 4.3f: I-CSCF forwarding a SIP request destined to a Public Service Identity to an Application
Server hosting this Public Service ldentity

Application
Server

SIP leg #1 ?L‘?T{: X

Call-ID: Z

SIP leg #1

From: X
To:Y
Call-ID: Z

Figure 4.3g: Application Server originating a session on behalf of a user or a Public Service Identity,
having no knowledge of the S-CSCF to use

4.2.5  The QoS requirements for an IM CN subsystem session

The selection, deployment, initiation and termination of QoS signalling and resource allocation shall consider the
following requirements so as to guarantee the QoS requirement associated with an IM CN subsystemsession.

1. Independence between QoS signalling and Session Control

The selection of QoS signalling and resource allocation schemes should be independent of the selected
session control protocols. This allows for independent evolution of QoS control and the session control in the
IM CN subsystem.

2. Necessity for End-to-End QoS Signalling and Resource -Allocation
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3. Voi

4, Res

5. Res

6. Co-

End-to-end QoS indication, negotiation and resource allocation during the session set-up in the IM CN
subsystemshould be enforced for those services and applications that require QoS better than best-effort.

d.
tricted Resource Access at the IP BS Level

Access to the resources and provisioning of QoS at IP BS Level should be authenticated and authorized by
applying appropriate QoS policies via the IP Policy Control element

tricted Resource Access at the IP-Connectivity Access Network (i.e. layer-2) Level

Access to the resources and provisioning of QoS at the IP-Connectivity Access Network Level should be
authenticated and authorized by using existing registration/security/QoS policy control mechanisms of the
IP-CAN.

ordination between Session Control and QoS Signalling/Resource Allocation

In establishing an IMS session, it shall be possible for an application to request that the resources needed for
bearer establishment be successfully allocated before the destination user is alerted.

In establishing an IMS session, it shall be possible, dependent on the application being offered, to prevent the
use of the bearer until the session establishment is completed.

In establishing an IMS session, it shall be possible for a terminating application to allow the destination user
to participate in determining which bearers shall be established.

Successful bearer establishment shall include the completion of any required end-to-end QoS signalling,
negotiation and resource allocation.

In establishing an IMS session, it shall be possible to use already allocated bearer resources, if these
resources fulfil the needs of the session. However, note that QoS policy control mechanisms of the IP-CAN
may not allow to use already allocated bearer resources.

The initiation of any required end-to-end QoS signalling, negotiation and resource allocation processes at
different network segments shall take p lace after the initiation and delivery of a session set-up request.

7. The Efficiency of QoS Signalling and Resource Allocation

The sequence of end-to-end QoS signalling, negotiation and resource allocation processes at different
network segments should primarily consider the delay in negotiating end-to-end QoS and reserving resources
that contributes to the session set-up delay. Parallel or overlapping QoS negotiation and resource reservation
shall be allowed where possible.

8. Dynamic QoS Negotiation and Resource Allocation

Changes (upgrading or downgrading) of QoS provided to an active IMS session shall be supported based on
either the request fromthe IM application or the current network loads or link quality (e.g. radio link quality).

It shall be possible to maintain a resource allocation in excess of the resources needed for current media
flows (but within the restrictions imposed by points #4 and #5 above), in order to e.g. switch to different
med ia flow characteristics without risk of ad mission control failure.

9. Prevention of Theft of Service

The possibility for theft of service in the IM CN subsystemshall be no higher than that for the corresponding
packet data and circuit switched services.

10. Prevention of Denial of Service

The system unavailability due to denial of service attacks in the IM CN subsystem shall be no greater than
that for the corresponding packet data and circuit switched services.
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4.2.6 QoS Requirements for IM CN subsystem signalling

Depending on the bearer establishment mode, the UE or the IP-CAN shall be able to establish a dedicated signalling
IP-CAN bearer for IM Subsystem related signalling or utilize a general-purpose IP-CAN bearer for IM subsystem
signalling traffic.

The use of a dedicated signalling IP-CAN bearer for IM Subsystemrelated signalling may provide enhanced QoS for
signalling traffic.

If a dedicated signalling IP-CAN bearer is to be used for IM Subsystemrelated signalling, rules and restrictions may
apply to the bearer according to operator imp lementation. A set of capabilities shall be standardised to provide user
experience consistency and satisfy user e xpectation. The rules and restrictions on other capabilities beyond the
standardised set are configured by the operator in the IP-CAN.

To enable the described mechanismto work without requiring end-user interaction and under roaming circu mstances, it
is a requirement for the UE to be made aware of the rules and restrictions applied by the visited network operator. If
there is no mechanis mavailable for providing the information about the restrictions back to the UE, the available set of
rules and restrictions in this Release is the set of capabilities as defined below.

The dedicated signalling IP-CAN bearer is subject to restrictions, the capabilities to be applied are defined as follows:
all messages from the UE that use a dedicated signalling IP-CAN bearer shall have their destination restricted to:

- the P-CSCF assigned for this UE, or to any one of the set of possible P-CSCFs that may be assigned to this UE.
- and towards DHCP and DNS servers within the IM S operator's domain where the P-CSCF is located.

The UE is not trusted to implement these restrictions, therefore the restrictions are enforced in the IP-CAN by the
operator.

The IP-CAN shall be able to apply rules and restrictions for the IM CN subsystem traffic. In particular, the IP-CAN
shall be able to identify IM CN subsystemsignalling traffic in order for the operator to decide on what particular rating
to apply to the IM CN subsystemsignalling traffic. This includes the ability to apply a special rating to at least SIP,
DHCP, DNS and HTTP traffic for IMS.

4.2.7  Support of SIP forking

42.7.1 SIP Forking

SIP forking is the ability of a SIP proxy server to fork SIP request messages to multiple destinations according to
IETF RFC 3261[12].

4.2.7.2 Forking within and outside the IM CN Subsystem

The IM CN subsystemshall have the capability to fork requests to multip le destinations; this capability is subject to
rules for forking proxies defined in IETF RFC 3261 [12].

- The S-CSCF shall support the ability for a Public User Identity to be registered from multiple contact add resses,
as defined in IETF RFC 3261 [12]. The S-CSCF shall support forking so that an incoming SIP request addressed
to a Public User Identity is proxied to multiple registered contact addresses. This allows forking across multiple
contact addresses of the same Public User Identity.

- When multip le contact addresses have been registered, then the S-CSCF shall exhibit the following behaviour
with regards to forking the incoming SIP request:

1. Ifthe UE has indicated capability information upon IMS registration in terms of SIP User Agent capabilities
and characteristics described in IETF RFC 3840 [38], then the S-CSCF shall use it to generate a target
contact set using the matching mechanismdescribed in IETF RFC 3841 [42]. If the UE has not indicated any
capabilities for the contact addresses upon registration, then the S-CSCF may still use the preference
information, if indicated for the contact addresses upon registration, as described in the following bullet point
below.

2. Ifthe UE has indicated preference information for contact addresses upon registration, then the S-CSCF shall
use it to decide if parallel or sequential forking is used across the contact addresses that have matching callee
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capabilities, as described in IETF RFC 3261 [12]. If the UE has not indicated any preference for the matching
contact addresses upon registration, or if the preferences for the matching contact addresses have equal value,
then it is up to the configuration of the S-CSCF if parallel or sequential forking is to be performed across the

contact addresses that have matching callee capabilities.

- Application Servers in the IM S shall not act as a forking proxy towards the S-CSCF in the sense of
IETF RFC 3261 [12].

NOTE 1: The AS may subscribe to the registration event package to retrieve the contact address(es) of the UE.
Based on this information the AS may act as a forking proxy in the sense of IETF RFC 3261 [12] towards
other nodes than the S-CSCF.

NOTE 2: The AS may initiate multip le requests towards the registered Public User Identities of a user, however,
this is not considered as forking in the sense of IETF RFC 3261 [12].

Additionally, other networks outside the IM CN Subsystem are able to perform SIP forking.

42.7.3 Support for forked requests

UE and M GCF shall be ready to receive responses generated due to a forked request and behave according to the
procedures specified in IETF RFC 3261 [12] and in this clause.

The UEand M GCF may accept or reject early dialogues from different terminations as described in
IETF RFC 3261 [12], forexample if the UE is only capable of supporting a limited number of simultaneous dialogs.

Upon the reception of a first final 200 OK (for INVITE), the UE or M GCF shall acknowledge the 200 OK. In addition
the UE or MGCF may require updating the allocated resources according to the resources needed. In case the UEor
MGCEF receives a subsequent 200 OK, the UE or M GCF shall acknowledge the dialogue and immediately send a BYE
to drop the dialog.

NOTE: Upon the reception of a first final 200 OK (for INVITE), the UE or MGCF may terminate the early
dialogue, as specified in IETF RFC 3261 [12].

The UEand MGCF may include preferences according to IETF RFC 3841 [42], in INVITE's, indicating that proxies
should not fork the INVITE request. The S-CSCF and AS should follow the preferences, if included in the INVITE
request. On the terminating side, UE and M GCF shall be able to receive, as specified in IETF RFC 3261 [12], several
requests for the same dialog that were forked by a previous SIP entity.

Application Servers and MRFCs shall be capable to handle forked requests according to the procedures specified in
IETF RFC 3261[12].

4.3 Naming and addressing concepts

4.3.1 Address management

The mechanis ms for addressing and routing for access to IM CN subsystem services and issues of general IP address
manage ment are discussed in TS 23.221 [7].

When a UE is assigned an IPv6 prefix, it can change the global IPv6 address it is currently using via the mechanism
defined in IETF RFC 4941 [16a], or similar means. When a UE is registered in the IM CN Subsystem with an IP
address, any change to this IP address that is used to access the IM CN subsystemwill result in dropping the active SIP
dialogs, and shall trigger automatic registration. This automatic registration updates the UE's IP address and security
association. To avoid disruption of ongoing IM CN subsystemservices, the UE should not change the IP address that it
uses to access the IM CN subsystemwhile engaged in active SIP dialogs (e.g. INVITEor SUBSCRIBE-NOTIFY
dialogs).

43.2 Void

Figure 4.4: Void
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4.3.3 Identification of users

4.3.3.0 General

There are various identities that may be associated with a user of IP mu ltimedia services. This clause describes these
identities and their use.

43.3.1 Private User Identities

Every IM CN subsystem user shall have one or more Private User Identities. The private identity is assigned by the
home network operator, and used, for example, for Registration, Authorization, Administration, and Accounting
purposes. This identity shall take the formof a Network Access Identifier (NAI) as defined in IETF RFC 4282 [14]. It is
possible for a representation of the IMSI to be contained within the NAI for the private identity.

- The Private User Identity is not used for routing of SIP messages.

- The Private User Identity shall be contained in all Registration requests, (including Re-registration and De-
registration requests) passed from the UE to the home network.

- An ISIM application shall securely store one Private User Identity. For UEs supporting only non-3GPP accesses,
if neither ISIM nor USIM s present, but IMC is present, the Private User Identity shall be stored in IMC. It shall
not be possible for the UE to modify the Private User Identity information stored on the ISIM ap plication or
IMC.

- The Private User Identity is a unique global identity defined by the Home Network Operator, which may be used
within the home network to identify the user's subscription (e.g. IM service capability) froma network
perspective. The Private User Identity identifies the subscription, not the user.

- The Private User Identity shall be permanently allocated to a user's subscription (it is not a dynamic identity),
and is valid for the duration of the user's subscription with the home network.

- The Private User Identity is used to identify the user's information (for examp le authentication information)
stored within the HSS (for use for example during Registration).

- The Private User Identity may be present in charging records based on operator policies.

- The Private User Identity is authenticated only during registration of the user, (including re-registration and de-
registration).

- The HSS needs to store the Private User Identity.
- The S-CSCF needs to obtain and store the Private User Identity upon registration and unregistered termination.
- If mobile terminated short message service without MSISDN as defined in TS 23.204 [56] is required then the
Private User Identity shall be based on the IMSI according to TS 23.003 [24], clause 13.3.
43.3.2 Public User Identities

Every IM CN subsystemuser shall have one or more Public User Identities (see TS 22.228 [8]), including at least one
taking the form of a SIP URI (see IETF RFC 3261 [12]). The Public User Identity is used by any user for requesting
communications to other users. For example, this might be included on a business card.

- Both telecom numbering and Internet naming schemes can be used to address users depending on the Public
User identities that the users have.

- The Public User Identity shall take the form as defined in TS 23.003 [24].

- An ISIM application shall securely store at least one Public User Identity. For UEs supporting only non-3GPP
accesses, if neither ISIM nor USIM is present, but IMC is present, the Public User Identity shall be stored in
IMC. It shall not be possible for the UE to modify the Public User Identity, but it is not required that all
additional Public User Identities be stored on the ISIM application or IMC.

- A Public User Identity shall be registered either explicitly or implicitly before originating IMS sessions and
originating IM S session unrelated procedures can be established by a UE using the Public User Identity.
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Subscriber-specific services for unregistered users may nevertheless be executed as described in clause 5.6.5.
Each implicit registration set shall contain at least one Public User Identity taking the form of a SIP URI.

NOTE: Animplicit registration set can contain Public User Identities of more than one service profile. When
sending a third party registration request (for details see clause 5.4.1.7 in TS 24.229 [10a]) to an AS based
on an initial filter criteria in a service profile, the third party registration request will include a Public User
Identity taking the formofa SIP URI fromthat service profile within the implicit registration set.

- It shall be possible to identify Alias Public User Identities. For such a group of Public User Identities, operations
that enable changes to the service profile and the service data configured shall apply to all the Public User
Identities within the group. This grouping information shall be stored in the HSS. It shall be possible to make
this grouping information availab le to the AS via the Sh interface, and Sh operations are applicable to all of the
IMPUs within the same Alias Public User Identity group. It shall be possible to make this information available
to the S-CSCF via the Cx interface. It shall be possible to make this information available to the UE via the Gm
interface.

- A Public User Identity shall be registered either explicitly or implicitly before terminating IMS sessions and
terminating IM S session unrelated procedures can be delivered to the UE of the user that the Public User Identity
belongs to. Subscriber-specific services for unregistered users may nevertheless be executed as described in
chapter 5.12.

- It shall be possible to register globally (i.e. through one single UE request) a user that has more than one public
identity via a mechanis m within the IP multimedia CN subsystem (e.g. by using an Implicit Registration Set).
This shall not preclude the user from registering individually some of his/her public identities if needed.

- Public User Identities are not authenticated by the network during registration.

- Public User Identities may be used to identify the user's information within the HSS (for example during mobile
terminated session set-up).

4.3.3.2a Globally Routable User Agent URI (GRUU)

A Globally Routable User Agent URI (GRUU) is an identity that identifies a unique combination of Public User
Identity and UE instance that allows a UE to address a SIP request to a specific Public User Identity UE combination
instance, as opposed to a Public User Identity, in order to ensure that the SIP request is not forked to another registered
UE of the same Public User Identity. There are two types of GRUUs; Public GRUUs (P-GRUUs) and Temporary
GRUUs (T-GRUUs). P-GRUUs are GRUUSs that reveal the Public User Identity of the user and are very long lived.
T-GRUUs are GRUUs that contain a URI that do not reveal the Public User Identity of the user and are valid until the
contact is explicitly de-registered or the current registration expires. The IM CN subsystemshall support the capability
for IMS UEs to obtain both T-GRUUs and P-GRUUs when performing IMS registration, exchange GRUUs using SIP
requests and responses and use GRUUs to address SIP requests to specific UEs according to RFC 5627 [49].

4.3.3.2a.1 Architecture Requirements
The following architectural requirements shall apply to support of GRUU in the IMS:

0. Ifa UE could become engaged in a service (e.g. telephony supplementary service) that potentially requires the
ability to identify and interact with a specific UE even when multiple UEs share the same single Public User
Identity then the UE should support GRUU.

1. A GRUU shall be registered in the IM S network with a unique combination of specific Public User Identity and
UE.

2. Ifa UE supports GRUU, it shall indicate support fora GRUU that is associated with a specific Public User
Identity at the time of registration of the Public User Identity. The UE shall use the same instance ID for all
registration requests regardless of the access network used for registration. A function that registers on behalf of
a UE shall use the same Instance ID as if that UE had performed the registration itself.

NOTE 1: Ifthe UICC is replaced the UE is still considered to be same UE instance and so the UE instance ID is not
changed by using a different UICC.

3. The IMS network shall be able to receive an indication of support for GRUU for a specific Public User Identity
at a specific UE instance and be able to generate both P-GRUU's and T-GRUU's and return them back to the UE
that indicated support for GRUU.
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NOTE 2: The UE may have a registration request that indicates GRUU support, but the GRUU will not be returned

10.

11.

12.

13.
14.
15.
16.
17.
18.

19.

if IMS network does not support generation of GRUUSs.

When the IMS network receives indication of GRUU support for a specific Public User Identity from the UE
during a registration request, the IMS network shall also generate P-GRUU's and T-GRUUF's for all implicitly
registered Public User Identities belonging to the same implicit registration set. The IMS network shall
communicate all these other GRUUs to the UE.

Registrations of all GRUUs associated with a specific Public User Identity shall also be directed to the same
S-CSCF.

The IMS network will be able to generate GRUU's for any UE registered with a valid SIP URI.

The IMS network shall generate the same P-GRUU for a given Public User Identity and Instance Identifier
combination.

The IMS network shall generate a different T-GRUU for a given Public User Identity and Instance Identifier
combination for each registration and re-registration.

The IMS network shall be able to derive the Public User Identity directly fromthe P-GRUU. The Public User
Identity derived fromthe P-GRUU used to identify the contact address of the sender shall be same as the Public
User Identity used to identify the initiator or an associated Public User Identity. If the URI in the SIP Contact
header of the sender carries a parameter indicating that it is a GRUU but does not comply with the stated
requirement or if there is no registration corresponding to the GRUU, then the IMS network should reject the
request.

The IMS network shall be able to route requests destined to a GRUU to the UE instance registered with that
GRUU.

The IMS network shall not fork SIP requests addressed to a GRUU to separate UEs.

A UEthat is capable of supporting GRUUSs shall be able to differentiate between a GRUU and a Public User
Identity.

The IMS network shall support establishment of session or non-session related communication using a GRUU.
A UE supporting GRUUSs shall be able to inter-work with an IMS network not supporting GRUUs.

A UE supporting GRUUs shall be able to inter-work with a UE not supporting GRUUs per RFC 5627 [49].

A UE or network that supports GRUUs shall not negatively affect networks or UEs that do not support GRUUSs.
It shall be possible to define iFCs that match the Public User Identity part of a GRUU.

It shall be possible for iFCs to determine whether the Request URI of a message contains a GRUU, and then
trigger to Application Servers that are only applicable for GRUUs.

It shall be possible to provide terminating services to a GRUU associated with a currently unregistered
subscriber.

NOTE 3: The network may not be able to validate the unregistered GRUU of a currently unregistered or registered

20.

subscriber, such that operator policy might restrict the services available to the GRUU under these
conditions.

It shall be possible to apply same level of privacy irrespective whether GRUU is used or not.

4.3.3.2b Wildcarded Public User Identity

It shall be possible to support a wildcarded Public User Identity. A wildcarded Public User Identity expresses a set of
Public User Identities grouped together. It shall be possible to include and express the wildcarded Public User Identity
in the implicit registration set according to clause 5.2.1a.

Only distinct Public User Identities shall be used for explicit registration. The implicit registration of a wildcarded
Public User Identity shall be handled in the same manner as the implicit registration of a distinct Public User Identity
froma network perspective, with only one service profile associated to the wildcarded Public User Identity.
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It shall be possible for a user to have a distinct Public User Identity even if it matches a wildcarded Public User Identity.
Such a distinct Public User Identity may have a different service profile than the wildcarded Public User Identity.

Editor's Note: It is to TBD if a distinct Public User Identity shall be included in the same implicit registration or not.
If stage 3 protocol solution found for this issue, then they can be in separate implicit registration set.

The matching of a distinct Public User Identity shall take precedence over matching of wildcarded Public User Identity.
When the value of a Public User Identity matches what is expressed as an implicitly registered wildcarded Public User
Identity and there is no better match, then the procedures are the same as in the case that the identifier matches an
implicitly registered distinct Public User Identity.

43.3.3 Routing of SIP signalling within the IP multimedia subsystem

Routing of SIP signalling within the IMS shall use SIP URIs or other (non SIP) AbsoluteURIs. AbsoluteURIs are
defined in IETF RFC 3986 [13]. Routing of SIP signalling within the IMS using AbsoluteURI (non SIP) shall only be
supported for IMS signalling from IMS user to external networks. E.164 [2] format Public User Identities shall not be
used for routing within the IMS, and session requests based upon E.164 format Public User Identities will require
conversion into SIP URI format for internal IMS usage.

4.3.3.3a Handling of dialled number formats

When using a phone number as the dialled address, the UE can provide this number in the form of a SIP URI ora TEL
URI. This phone number can be in the form of E.164 format (prefixed with a '+ sign), or a local format using local
dialling plan and prefix. The IMS will interpret the phone number with a leading '+'to be a fully defined international
number.

4.3.3.3b Termination of session with the TEL URI format Public User Identity

If a terminating session with a TEL URI is used, the HSS and the SLF (in the case that more than one independently
addressable HSS is utilized by a network operator) shall support the TEL URI format Public User Identity.

4334 Relationship of Private and Public User Identities

The home network operator is responsible for the assignment of the Private User Identities, and Public User Identities;
other identities that are not defined by the operator may also exist.

Public

User Identity
Service
Profile
IMS Private Public

Subscription User Identity User Identity
Public Service
User Identity Profile

Figure 4.5: Relationship of the Private User Identity and Public User Identities

The IMS Service Profile is a collection of service and user related data as defined in TS 29.228 [30]. The Service

Profile is independent from the Implicit Registration Set, e.g. Public User Identities with different Service Profiles may
belong to the same Implicit Registration Set. Initial filter criteria in the service profile provide a simple service logic
comprising of user/ operator preferences that are of static nature i.e. they do not get changed on a frequent basis. It shall
be possible to identify Alias Public User Identities. See clause 4.3.3.2 for more details.

Application servers will provide more complex and dynamic service logic that can potentially make use of additional
information not available directly via SIP messages (e.g. location, time, day etc.).

The IMS service profile is defined and maintained in the HSS and its scope is limited to IM CN Subsystem. A Public
User Identity shall be registered at a single S-CSCF at one time. All Public User Identities of an IMS subscription shall
be registered at the same S-CSCF. The service profile is downloaded fromthe HSS to the S-CSCF. Only one service
profile shall be associated with a Public User Identity at the S-CSCF at a given time. Multiple service profiles may be
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defined in the HSS for a subscription. Each Public User Identity is associated with one and only one service profile.
Each service profile is associated with one or more Public User Identities.

An ISIM application shall securely store the home domain name of the subscriber. For UEs supporting only non-3GPP
accesses, if neither ISIM nor USIM is present, but IMC is present, the home domain name shall be stored in IMC. It
shall not be possible for the UE to modify the information from which the home domain name is derived.

It is not a requirement for a user to be able to register on behalf of another user which is third party registration
specified in IETF RFC 3261 [12] or for a device to be able to register on behalf of another device or for combinations of
the above for the IM CN subsystem for this release.

Public User Identities may be shared across multiple Private User Identities within the same IMS subscription. Hence, a
particular Public User Identity may be simultaneously registered from multiple UEs that use different Private User
Identities and different contact addresses. If a Public User Identity is shared among the Private User Identities of a
subscription, then it is assumed that all Private User Identities in the IMS subscription share the Public User Identity.

The relationship for a shared Public User Identity with Private User Identities, and the resulting relationship with
service profiles and IMS subscription, is depicted in Figure 4.6.

An IMS subscription may support multiple IMS users.

NOTE 1: The Public User Identity sharing mechanism described above is not intended to support sharing of
identities across large numbers of Private User Identities, since this would result in all these users being
forced to be associated with the same IMS subscription and hence the same S-CSCF.

NOTE 2: Subscription data is assumed to indicate which Public User Identities within a subscription are shared and
which are not.

Public User Service
Identity-1 Profile-1

Private User

IMS
Subscription

Service
Profile-2

Identity-2 —I_
_L Private User

Identity-2
Y Public User J
Identity-3

Identity-1 —\—
Public User

Figure 4.6: The relation of a shared Public User Identity (Public-ID-2) and Private User ldentities

All Service Profiles of a user shall be stored in the same HSS, even if the user has one or more shared Public User
Identities.

4.3.35 Relationship of Public User Identities, GRUUs, and UEs

Each Public User Identity may have one or more Globally Routable User Agent URIs (GRUUs). There are two types of
GRUU, P-GRUUs and T-GRUUs which are associated with Public User Identities and are generated and assigned to
the UE together during registrations and re-registration in a pair of one P-GRUU and one T-GRUU. Each pair of a
P-GRUU and a T-GRUU is associated with one Public User Identity and one UE. During subsequent re-registrations
the same P-GRUU will be assigned to the UE but a new and different T-GRUU will be generated and assigned. After a
re-registration all the previous T-GRUUs generated during the period of this registration are all still valid. A UE may
retain some or all of the previous T-GRUUs obtained during the initial registration or previous re-registrations along
with the new T-GRUU or the UE may replace some or all of the previous T-GRUUs with the new T-GRUU. The
current set of the P-GRUU and all T-GRUUs which are currently valid during this registration period is referred to here
as the GRUU set. This relationship is depicted in figure 4.6a. Ifa UE registers (explicitly or implicitly) with multiple
Public User Identities, a separate GRUU set is associated with each. If different UEs register with the same Public User
Identity, a different GRUU set is associated with each.

NOTE: Ifthe UICC is replaced the UE is still considered to be same UE instance and if that UE instance with a
different UICC registers the same Public User Identity as was registered with the previous UICC the same
P-GRUU will be assigned for that Public User Identity UE instance combination.
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Public User
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Figure 4.6a: The relationship of Public User ldentities, GRUUs, and UEs

4.3.4 Identification of network nodes

The CSCF, BGCF and M GCF nodes shall be identifiable using a valid SIP URI (Host Domain Name or Network
Address) on those interfaces supporting the SIP protocol, (e.g. Gm, Mw, Mm, and Mg). These SIP URIs would be used
when identifying these nodes in header fields of SIP messages. However this does not require that these URIs will be
globally published in DNS.

4.3.5 E.164 address to SIP URI resolution in an IM CN subsystem

4351 ENUM/DNS translation mechanism

The ENUM/DNS translation mechanism as specified in IETF RFC 3761 [16] can be used by all IM S nodes that require
E.164 address to SIP URI resolution. The actual ENUM/DNS database(s) used to performaddress translations are
outside the scope of 3GPP and are therefore a matter for the network operator. There is no requirement that the
universal ENUM service on the Internet be used. As such, it is possible that the ENUM/DNS mechanism uses a
different top level domain to that of "el64.arpa.” (as mandated in IETF RFC 3761 [16], clause 1.2), therefore, the top
level domain to be used for ENUM domain names shall be a network operator configurable option in all IMS nodes that
can perform ENUM/DNS resolution.

In some scenarios, owners of ENUM servers may require information on who is the querying IMS operator, to
determine an appropriate response (including whether to respond at all). This capability is required on the egress of the
IMS network, particularly in the presence of shared network elements and intermediary IMS network(s) between the
originating IM S operator and target ENUM/DNS server(s).

This is discussed further in draft-kap lan-enum-sip-routing-01 [78].

ENUM databases may contain Number Portability information. Number Portability is further described in clause 4.18.1.

435.2 Handling of Tel URIs

The S-CSCF shall support the ability to translate the E.164 address contained in a Request-URI in the Tel: URI format
(as specified in IETF RFC 3966 [15]) to a SIP routable SIP URI using the ENUM/DNS translation mechanismas
specified in clause 4.3.5.1. If this translation succeeds, then the session shall be routed according to the returned SIP
URI. If this translation fails, then the session may be forwarded to a BGCF for further routing (e.g. to the PSTN) as
described in clause 5.19 or appropriate notification shall be sent to the originating session endpoint, depending on
network operator configuration.

When clause 4.15a (Roaming Architecture for Voice over IMS with Local Breakout) is in use, and the Home Network
decides to loop-back the call to the visited network, the Home network can choose not to translate the E.164 address in
the Request URI to a globally routable SIP URI, and leave it to the visited network.
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435.3 Handling of SIP URIs representing a telephone number

Per network operator policy, the network may attempt to resolve and route a SIP URI representing a telephone number
and a domain that does not own the target user using the ENUM/DNS translation mechanism specified in clause 4.3.5.1.
The need for address resolution may be triggered by the S-CSCF, and the I1-CSCF or transit function, as determined by
network operator configuration. Procedures applied to the S-CSCF, I-CSCF and transit functions are outlined below.

When an originating S-CSCF receives an originating request with a Request-URI containing the SIP representation of
an E.164 number, network operator policy shall d ictate whether the procedure shall be carried out for all the domains of
the SIP URI where those domains belong to the home network, or not at all. If operator policy indicates that the
procedure is to be performed, then the S-CSCF shall reuse the procedure specified in clause 4.3.5.for handling of Tel
URIs.

If the operator policy at the originating S-CSCF dictates that the procedure shall not be performed or the SIP URI
containing the representation of an E.164 number contains a domain that does not belong to the home network, then the
S-CSCF shall handle and route the request in the same manner as a SIP URI.

Prior to an HSS Location Query, the I-CSCF shall translate a SIP URI representing a telephone number contained in a
Request-URI into the Tel: URI format specified in IETF RFC 3966 [15]. The resultant Tel URI shall then be used for
performing the HSS Location Query.

If the HSS Location Query response indicates that the user does not exist, and if configured by operator policy, the
I-CSCF shall invoke the portion of transit functionality that translates the E.164 address contained in the Tel URI in the
Request-URI into a routable SIP URI, reusing the procedure specified in 4.3.5.2 for handling of Tel URIs.

NOTE: The entire transit functionality is not required for this purpose.

4.3.6 Public Service Identities

With the introduction of standardized presence, messaging, conferencing, and group service capabilities in IM CN
subsystem, there is a need for Public Service Identities (PSIs). These identities are different fromthe Public User
Identities in the respect that they identify services, which are hosted by Application Servers. In particular, Public
Service Identities are used to identify groups, see clause 4.10. For example a chat-type service may use a Public Service
Identity (e.g. sip:chatlist_X@examp le.com) to which the users establish a session to be able to send and receive
messages fromother session participants. As another example, local service may be identified by a globally routable
Public Service Identity.

Public Service Identities shall take the form as defined in TS 23.003 [24].

The IM CN subsystemshall provide the capability for users to create, manage, and use Public Service Identities under
control of AS. It shall be possible to create statically and dynamically a Public Service Identity.

Each Public Service Identity is hosted by an Application Server, which executes the service specific logic as identified
by the Public Service Identity.

The IM CN Subsystemshall provide capability of routing IMS messages using Public Service Identity.

4.4 Signalling concepts
A Single session control between the UE and CSCF:

- For Multi-Media type services delivered via the IP-CAN within this architecture, a single session control
protocol shall be used between the user equipment UE and the CSCF (over the Gm reference point).

Protocols over the Gm reference point :

- The single protocol applied between the UE and CSCF (over the Gm reference point) within this architecture
will be based on SIP (as defined by IETF RFC 3261 [12], other relevant IETF RFC's, and additional
enhancements required to support 3GPP's needs).

A Single session control on the Mw, Mm, Mg, Mi, Mj, Mk, Mx:

- Assingle session control protocol shall be used on the session control interfaces between:
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- MGCFand CSCF (Mg),
- between CSCFs (Mw),
- between a CSCF/IMS ALG and external IP networks (M m),
- between CSCF and BGCF (M),
- between BGCF and M GCF (M),
- between BGCF/IMS ALG and BGCF (Mk), and
- between BGCF/CSCF and IBCF (MX).
Protocols for the Mw, Mm, Mg, Mi, Mj, Mk, Mx:

- The single session control protocol applied to these interfaces will be based on SIP (as defined by
IETF RFC 3261 [12], other relevant IETF RFC's, and additional enhancements required to support 3GPP’s

needs).
UNI vs. NNI session control :

- The SIP based signalling interactions between CN elements may be different than SIP based signalling between
the UE and the CSCF.

Based on operator preference, border control functions may be applied between two IM CN subsystem networks or
between an IM CN subsystem network and other SIP based multimedia network, see clause 4.14 and Annex | for
details.

Restrict access from external networks :
- The signalling solution shall allow the operator to restrict access fromexternal networks (application level).
Access to HSS :

- A network operator can control access to the HSS.

4.5 Mobility related concepts

The following procedures are supported by an UE when accessing IMS:

- Connect to the IP-CAN and acquire the necessary IP address, which includes, or is followed by, the P-CSCF
discovery procedure. The mobility related procedures and IP address management principles for the IP-CAN are
described in the relevant IP-CA N specifications;

- Registerto the IM subsystemas defined by the IMS registration procedures;

- Ifan UEexplicitly deactivates the IP-CAN bearer that is being used for IMS signalling, it shall first de-register
fromthe IMS (while there is no IMS session in progress);

- Ifan UEexplicitly deactivates the IP-CAN bearer that is being used for IMS signalling while an IM S session is
in progress, the UE must first release the session and de-register from the IMS and then deactivate the IP-CAN
bearers;

- Ifan UEchanges its IP address according to IP-CAN procedures (e.g. TS 23.221 [7]), the UE shall re- register in
the IMS by executing the IMS registration;

- Ifan UEacquires an additional IP address due to establishing an additional IP-CA N bearer through a different
access network, the UE may perform an IMS registration using this IP address as the contact address. If IMS
registration is performed, this IMS registration may co-exist with the previous IMS registration from this UE and
the UE shall be notified that this IMS registration results in multip le simultaneous registrations.

- Inorder to be able to deliver an incoming IMS session, the IP-CAN bearer that is being used for IMS signalling
need to remain active as long as the UE is registered in the IM CN subsystem;
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4.6 Roles of Session Control Functions

4.6.0 General

The CSCF may take on various roles as used in the IP multimedia subsystem. The following clauses describe these
various roles.

4.6.1 Proxy-CSCF

The Proxy-CSCF (P-CSCF) is the first contact point within the IM CN subsystem. Its address is discovered by UEs
using the mechanismdescribed in the clause "Procedures related to Local CSCF Discovery". The P-CSCF behaves like
a Proxy (as defined in IETF RFC 3261 [12] or subsequent versions), i.e. it accepts requests and services theminternally
or forwards themon. The P-CSCF shall not modify the Request URI in the SIP INVITE message. The P-CSCF may
behave as a User Agent (as defined in the IETF RFC 3261 [12] or subsequent versions), i.e. in abnormal conditions it
may terminate and independently generate SIP transactions.

NOTE 1: When requests are sent towards another domain they may, if required, be routed via a local network e xit
point (IBCF), which will then forward the request to the entry point of the other domain. More details on
this can be found in clause 4.14 and Annex .

The interface between the Policy and Charging Rules Function (PCRF) and the P-CSCF is the Rx interface standardised
in TS 23.203 [54].

The functions performed by the P-CSCF are:

- Forward the SIP register request received from the UE to an entry point determined using the home domain
name, as provided by the UE.

- Forward SIP messages received from the UE to the SIP server (e.g. S-CSCF) whose name the P-CSCF has
received as a result of the registration procedure.

- Ensure that the SIP messages received fromthe UEto the SIP server (e.g. S-CSCF) contain the correct or up to
date information about the access network type currently used by the UE, when the information is available from
the access network. Depending on operator policies, the P-CSCF may insert in any SIP message (request or
response) the access network type currently used by the UE, when the information is available fromthe access
network.

NOTE 2: Forthe 3GPP access network, the P-CSCF can derive information about the access network type
currently used by the UE using PCC mechanisms as specified in TS 23.203 [54]and in TS 29.214 [12].

NOTE 3: IMS entities other than P-CSCF will not be informed by this mechanism of the change in the access
network unless SIP messages are exchanged.

- Based on operator policies, and the availability of the user location information and/or UE Time Zone fromthe
access network, ensure that relevant SIP messages contain the correct or up to date information about the user
location information, and/or UE Time Zone provided by the access network currently used by the UE.

NOTE 4: Forthe 3GPP access networks, the P-CSCF can retrieve user location information and/or UE Time Zone
related to the access network currently used by the UE using PCC mechanis ms, as specified in
TS 23.203[54] and in TS 29.214 [12].

- Forward the SIP request or response to the UE.
Detect and handle an emergency session establishment request.
- Generation of CDRs.
- Maintain a Security Association between itself and each UE, as defined in TS 33.203 [19].
- Should perform SIP message compression/decompression.

- Authorization of bearer resources and QoS management. For details see TS 23.203 [54].
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- Detection and handling of an originating or terminating IMS MPS session establishment request (see als 0
clause 5.21).

4.6.2 Interrogating-CSCF

46.2.0 General

Interrogating-CSCF (I-CSCF) is the contact point within an operator's network for all connections destined to a user of
that network operator, or a roaming user currently located within that network operator's service area.

NOTE- 1: In case border control concepts are applied, the contact point within an operator's network may be
different, see clause 4.14 and Annex | for details.

NOTE 2: When requests are sent towards another domain they may, if required, be routed via a local network exit
point (IBCF), which will then forward the request to the entry point of the other domain. More details on
this can be found in clause 4.14 and Annex 1.

There may be multiple I-CSCFs within an operator's network. The functions performed by the I-CSCF are:

Registration

- Assigning a S-CSCF to a user performing SIP registration (see the clause on Procedures related to
Serving-CSCF assignment)

Session-related and session-unrelated flows
- Route a SIP request received from another network towards the S-CSCF.

- Translate the E.164 address contained in all Request-URIs having the SIP URI with user=phone parameter
format into the Tel: URI format of IETF RFC 3966 [15] before performing the HSS Location Query. In the event
the user does not exist, and if configured by operator policy, the I-CSCF may invoke the portion of the transit
functionality that translates the E.164 address contained in the Request-URI of the Tel: URI format to a routable

SIP URIL.
- Obtain from HSS the Address of the S-CSCF.
- Forward the SIP request or response to the S-CSCF determined by the step above

Based on local configuration, the I-CSCF may performtransit routing functions (see clause 5.19). If the I-CSCF
determines, based on an HSS query, that the destination of the session is not within the IMS, it may forward the request
or it may return with a failure response toward the originating endpoint.

Charging and resource utilisation:

- Generation of CDRs.

46.2.1 Void

4.6.3  Serving-CSCF

The Serving-CSCF (S-CSCF) performs the session control services for the UE. It maintains a session state as needed by
the network operator for support of the services. Within an operator's network, different S-CSCFs may have different
functionalities. The functions performed by the S-CSCF during a session are:

For Registration:

- May behave as a Registrar as defined in IETF RFC 3261 [12] or subsequent versions, i.e. it accepts registration
requests and makes its information availab le through the location server (e.g. HSS).
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- When a registration request includes an Instance 1D with the contact being registered and indicates support for
GRUU, the S-CSCF shall assign a unique P-GRUU and a new and unique T-GRUU to the combination of Public
User Identity and Instance ID.

- Ifaregistration request indicates support for GRUU, the S-CSCF shall return the GRUU set assigned to each
currently registered Instance ID.

- The S-CSCF shall notify subscribers about registration changes, including the GRUU sets assigned to registered
instances.

- During registration process, the S-CSCF shall provide policy information, if available, for a Public User Identity
fromthe HSS to the P-CSCF and/or UE.

NOTE 1: Forexample, the policy information includes MPS IMS Subscription status and policy ap plicable to
enterprise network subscribers.

For Session-related and session-unrelated flows:

- Session control for the registered endpoint's sessions. It shall reject IMS co mmunication to/from Public User
Identity(s) that are barred for IMS communications after comp letion of registration, as described in clause 5.2.1.

- May behave as a Proxy Server as defined in IETF RFC 3261 [12] or subsequent versions, i.e. it accepts requests
and services them internally or forwards them on, possibly after translation.

- May behave as a User Agent as defined in IETF RFC 3261 [12] or subsequent versions, i.e. it may terminate and
independently generate SIP transactions.

- Based on the determined served user, handle interaction with Services Platforms for the support of Services

- Provide endpoints with service event related information (e.g. notification of tones/announcement together with
location of additional media resources, billing notification)

- Foran originating endpoint (i.e. the originating user/UE, or originating AS)

- Obtain froma database the Address of the entry point for the network operator serving the destination user
fromthe destination name (e.g. dialled phone number or SIP URI), when the destination user is a customer of
a different network operator, and forward the SIP request or response to that entry point.

Ifa GRUU is received as the contact, ensures that the Public User Identity of the served user in the request
and the Public User Identity encapsulated in the P-GRUU or associated with the T-GRUU belongs to the
same service profile.

- When the destination name of the destination user (e.g. dialled phone number or SIP URI), and the
originating user is a customer of the same network operator, forward the SIP request or response to an
I-CSCF within the operator's network.

- Depending on operator policy, forward the SIP request or response to another SIP server located within an
ISP domain outside of the IM CN subsystem.

- Forward the SIP request or response to a BGCF for call routing to the PSTN or CS Domain.
- Ensure the originating end point is subscribed to the determined IMS co mmunication service.

- Ensure that the content of the SIP request or response (e.g. value included in Content-Type SIP header, media
lines included in SDP) sent or received by the originating endpoint matches the determined IMS
communication service definition, based on originating user's subscription.

- When the INVITE message includes an MPS code or an MPS input string, forward the INVITE, including
the Service User's priority level if available.

- When an MPS user is authorized by an AS for priority service, include the Service User's priority level
received from the AS in the INVITE and forward the INVITE.

NOTE 2: The mechanism to provide authorisation by an AS for priority service is out of scope of this specification.

- Ifthe request is an originating request froman Application Server:
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- Verify that the request coming from the AS is an originating request, determine the served user and apply
procedures accordingly (e.g. invoke interaction with Service Platforms for originating services, etc.).

- Process and proceed with the request even if the served user on whose behalf the AS had generated the
request is unregistered. If the served user is unregistered, the S-CSCF shall execute any unregistered
origination service logic on behalf of the served user before forwarding requests froman AS.

- Process and proceed with other requests to and from the served user on whose behalf the AS had
generated the request.

- Reflect in the charging information that an AS has initiated the session on behalf of a served user.
- Foradestination endpoint (i.e. the terminating user/UE)
- Forward the SIP request or response to a P-CSCF.

- Modify the SIP request for routing an incoming session to CS domain according to HSS and service control
interactions, if the user is to receive the incoming session via the CS domain.

- Forward the SIP request or response to a BGCF for call routing to the PSTN or the CS domain.
- Ensure the terminating end point is subscribed to the determined IMS communication service.

- Ensure that the content of SIP request or response (e.g. value included in Content-Type SIP header, media
lines included in SDP) sent or received by the destination end point matches the determined IMS
communication service definition, based on terminating user's subscription.

- Ifthe SIP request contains preferences for characteristics of the destination endpoint, perform preference and
capability matching as specified in IETF RFC 3312 [41].

- Foran originating request with a Request URI containing the SIP representation of an E.164 number, and
configured per operator policy:

- the S-CSCF attempts translation of the E.164 address in the SIP URI to a globally routable SIP URI using the
procedures specified in clause 4.3.5. As stated in clause 4.3.5, if the E. 164 address translation fails, the
request may be forwarded to a BGCF to allow routing to the PSTN and if the translation succeeds, the
Request URI is updated and the request is routed based on the SIP URI that was obtained.

NOTE 3: When requests are sent towards another domain they may, if required, be routed via a local network e xit
point (IBCF), which will then forward the request to the entry point of the other domain. More details on
this can be found in clause 4.14 and Annex 1.

Based on local configuration, the S-CSCF may be provisioned as the contact point within an operator's network for
transit IMS scenarios and may perform transit routing functions (see clause 5.19).

Charging and resource utilisation:

- Generation of CDRs

4.6.4 Breakout Gateway Control Function

Based on local configuration, the Breakout Gateway Control Function (BGCF) may be provisioned as the contact point
within an operator's network for transit IMS scenarios as described in clause 5.19. Otherwise the BGCF processes
requests for routing froman S-CSCF for the case were the S-CSCF has determined that the session cannot be routed
using DNS or ENUM/DNS (see clauses 5.4.3, 5.19 and 4.3.5 for more information).

The BGCF determines the next hop for routing the SIP message. This determination may be based on information
received in the protocol, ad ministrative information, and/or database access. For PSTN terminations, the BGCF
determines the network in which PSTN/CS Domain breakout is to occur. If the routing determination is such that the
breakout is to occur in the same network in which the BGCF is located, then the BGCF shall select a M GCF that will be
responsible for the interworking with the PSTN/CS Do main. If the routing determination results in break out in another
network, the BGCF will forward this session signalling to another BGCF in the selected network. If the routing
determination results in the session being destined for another IMS network, the BGCF forwards the message to an
I-CSCF in this IMS network. If the BGCF determines that there is another IP destination for the next hop, it forwards
the message to that contact point.
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There may be multiple BGCFs within an operator's network. The functions performed by the BGCF are:

Determines the next hop for SIP routing.

For PSTN terminations, select the network in which the interworking with the PSTN/CS Domain is to occur. If
the interworking is in another network, then the BGCF will forward the SIP signalling to the BGCF of that
network.

For PSTN terminations, select the MGCF in the network in which the interworking with PSTN/CS Domain is to
occur and forward the SIP signalling to that MGCF. This may not apply if the interworking is a different
network.

Generation of CDRs

NOTE: When requests are sent towards another domain they may, if required, be routed via a local network exit

point (IBCF), which will then forward the request to the entry point of the other domain. More details on
this can be found in clause 4.14 and Annex .

The BGCF may make use of information received from other protocols, or may make use of ad ministrative information,
when making the choice of which network the interworking shall occur.

46.5 Void

4.7

Multimedia Resource Function

The architecture concerning the Multimedia Resource Function is presented in Figure 4.7 below.

MRFP

Figure 4.7: Architecture of MRF

The MRF is split into Multimed ia Resource Function Controller (MRFC) and Multimedia Resource Function Proces sor
(MRFP).

Tasks of the MRFC are the following:
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- Control the media stream resources in the MRFP.
- Interpret information coming froman AS and S-CSCF (e.g. session identifier) and control MRFP accordingly.
- Generate of CDRs.
Tasks of the MRFP include the following:
- Control of the bearer on the Mb reference point.
- Provide resources to be controlled by the MRFC.
- Mixing of incoming media streams (e.g. for multiple parties).
- Media streamsource (for multimedia announcements).
- Media stream processing (e.g. audio transcoding, media analysis).
- Floor Control (i.e. manage access rights to shared resources in a conferencing environment).
Tasks of an Application Server with regards to MRF are e.g. the following:
- Conference booking and management of booking information (e.g. start time, duration, list of participants)

The protocol used for the Mr and Mr’ re ference points is SIP (as defined by IETF RFC 3261 [12], other relevant
IETF RFCs, and additional enhancements introduced to support 3GPP’s needs).

The Cr reference point allows interaction between an Application Server and an MRFC for media control. Further
information on the Cr reference point is provided in TS 23.218 [71].

The Mp reference point allows an MRFC to control media stream resources provided by an MRFP.
The Mp reference point has the following properties:
- Full compliance with the H.248 standard.
- Open architecture where extensions (packages) definition work on the interface may be carried out.

The protocol for the Mp reference point is described in TS 29.333 [59].

4.7a Media Resource Broker

The MRB supports the sharing of a pool of heterogeneous MRF resources by multip le heterogeneous applications. The
MRB assigns (and later releases) specific suitable MRF resources to calls as requested by the consuming applications,

based on MRF attributes specified by the applications as well as other criteria. For more information see
TS 23.218[71].

4.8 Security Concepts

IM CN Subsystem functional e lements provide security, as needed, by security methods defined in TS 33.203 [19] and
TS 33.210[20]. If interacting with external Networks, Security Associations are provided in accordance with operator

policy.

4.9 Charging Concepts

IM CN subsystem functional elements provide support for offline and online charging. This includes support for
charging correlation, e.g. between IM CN subsystemand PS domain. The charging architecture, charging principles and
charging data for IM CN subsystemare described in TS 32.240 [25] and TS 32.260 [26]. The charging correlation
information between IM CN subsystemand PS domain are also described in TS 24.229 [10a] and TS 29.207 [11a].
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4.10 IMS group management concepts

4.10.0 General

This clause describes architectural concepts to fulfil the requirements for IMS Group Management described in
TS 22.250[32].
4.10.1 IMS group administration

The capabilities required for IMS group management are defined in clause 5.4 of TS 22.250 [32]. The Ut reference
point is used to manage groups fromthe UE. This does not preclude the use of other mechanisms for group
management, e.g. using OSA or OA&M mechanis ms; the details of these other mechanisms are out of scope of this
document.

The Ut reference point shall support a scenario where one single Application Server is used to create groups that can be
utilized for different services, possibly hosted by different ASes.

NOTE: Such an Application Server is sometimes referred to as a Group and List Management Server (GLM S).

4.10.2 Group identifiers

Each group shall be addressable by a globally unique group identifier. The group identifier shall take the form ofa
Public Service Identifier.

4.11 Relationship to 3GPP Generic User Profile (GUP)

It shall be possible to apply the mechanisms and format of the 3GPP Generic User Profile (GUP) to IM CN Subsystem
user related data. The 3GPP Generic User Profile (GUP) is described in TS 23.240 [31].

4.12 Network Address Translation traversal in access network

It shall be possible to support the scenario where a NAT (-PT)/NAPT(-PT) residing between the IMS functionality in the
UE and the P-CSCF has to be traversed for IMS communication. This shall include at least the types of NATSs that
implement address and port dependent mapping together with address and port dependent filtering, RFC 4787 [51].

NOTE: The UE may be one piece of equipment, or it may be a network of elements located on a end -user's
physical premises.

4.13 Identification of IMS communication Services

4.13.1 General

This clause describes the architectural requirements for the identification of IMS communication services.

4.13.2 Identification of IMS communication Services

An IMS Communication Service Identifier (ICSI) provides a framework for the identification of IMS co mmunication
services utilising the IMS enablers. An IMS communication service is provided via the use of the IMS enablers. At
terminals, the use of a communication service identifier is similar to the use of the port concept in TCP/IP, in that it
allows applications in a terminal and the network that use SIP for communication purposes to be identified. In the
terminal this means dispatching a SIP message to the correct application, and in the network it means selection of the
correct application server over ISC. Examples of IMS based applications and communication services are OMA
messaging and OMA PoC.

An IMS communication service defines restrictions to which SIP procedures are possible within a single SIP session or
standalone transaction and how those SIP procedures are used. The IMS communication service contains an
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aggregation of zero, one, or several media components and the service logic managing the aggregation, represented in
the protocols used. Its behaviour and characteristics may be standardized as done for the two examples above, or
proprietary and specific for e.g. an operator or an enterprise.

A service description specifies this behaviour and states e.g. the allowed media combinations and state transitions as a
consequence of signalling and use of IMS enablers in the network and terminals.

NOTE 1: The application server(s) required to support the IMS communication service are required to be included
in the path of the standalone transaction or SIP session at the establishment of the SIP dialogue and
therefore can not be linked in after the initial SIP request, i.e. once a SIP session has been established, it is
not possible to change the IMS communication service for that session. A UE can establish a new SIP
session with another IMS communication service identifier if it is required to add a media that is not
supported by the existing IMS communication service.

The need of applying a service identifier is to be taken within the specification of each individual service.

The communication service identifier identifies IMS communication services and shall be included in the relevant SIP
methods.

The IMS communication service identifier shall fulfil the following requirements:

1. It shall be possible for the UE and an Application Server (AS) to set the IMS communication service identifier in
a SIP request, e.g. in the REGISTER and INVITE request.

2. Based on operator policy the S-CSCF or an AS shall be able to validate an IMS communication service identifier
in a SIP request. This includes e.g. to check the syntactical correctness of a service identifier, and policing the
usage of a communication service identifier. It shall also be possible for the S-CSCF and an AS to indicate that
the value of the IMS communication service is validated. An asserted IMS communication service identifier
shall be able to be indicated by the service in SIP responses to the SIP request along with information that the
IMS communication service identifier is asserted.

NOTE 2: Ifthe asserted IMS communication service provided in the SIP response differs from the requested IMS
communication service, the UE can make a local decision on whether it wish to continue the session. The
UE will ignore any IMS communication service it does not support. User interaction is not needed.

NOTE 3: Ifthe asserted IMS communication service provided in the SIP response differs from the requested IMS
communication service, the VPLMN can make a local decision on whether it wish to continue the
session. If continuing, the asserted IMS communiication service is used in VPLMN for the remainder of
the session (e.g. to provide service aware charging).

3. Itshall be possible, e.g. for the UE, S-CSCF and AS, to identify an IMS service uniquely by the IMS
communication service identifier.

4. ltshallbe possible for the S-CSCF to invoke appropriate service logic based on the IMS communication service
identifier contained in a SIP request, e.g. route a SIP request containing a service identifier based on initial filter
criteria to the correct AS.

5. It shall be possible for the UE to invoke appropriate application based on the IMS co mmunication service
identifier contained in a received SIP request.

6. It shall be possible for the UE to indicate its service capabilities to the network, e.g. during registration, using the
IMS communication service identifier.

NOTE 4: The UEdoes not need to indicate all the service capabilities it supports to the network.

7. It shall be possible for the network to inform the UE about service capabilities, represented by ICSls, of the
network.

8. The structure of the IMS communication service identifier shall be as simple as possible, i.e. the IMS
communication service identifier shall be limited to identify a service.

9. Based on operator policy S-CSCF and AS shall consider the IMS communication service identifier for online
and offline charging, e.g. put appropriate data into call detailed records.

10. The communication service identifier shall be capable of being an input into the policy control and charging
rules.
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11.

12.

13.

14.

15.

16.

17.

18.

19.

It shall be possible to use the IMS communication service identifier as a means to authorize whether a subscriber
is allowed to initiate or receive request fora communication service.

The communication service identifier shall be taken into account when selecting the correct UE(S), if multiple
UEs are registered for the same Public User Identity(s).

The usage of communication service identifiers shall not adversely affect interoperability between IMS networks
and interoperability with external SIP networks and CS networks. The behaviour of a network receiving the IMS
requests without an IMS communication service identifier is a matter of operator policy. Usage of
communication service identifiers shall not decrease the level of interoperability with networks and UEs that are
unaware of the communication service identifier.

It shall be possible for the IMS network and UE to support communications that do not use a communication
service identifier. In the case that an IMS communication service identifier is not present then the network may
assume a particular IMS communication service.

The usage of communication service identifiers shall not restrict the inherent capabilities of SIP.

The usage of communication service identifiers shall not require additional user interaction, i.e. the
communication service identifier is assumed to be "added" by the UE that initiates the communication.

Where a communication service needs to be identified, one requested IMS communication service identifier
shall be included by the originator of the session in the SIP method that initiates a SIP dialogue or standalone
transaction. In addition to the requested IMS co mmunication service, the supported IMS communication services
may be included.

This version of the specification does not require the capability to use multiple requested IM S communication
service identifiers in the SIP method that initiates a SIP dialogue or standalone transaction. However, the
protocol implementation shall nonetheless be prepared to transport more than one requested IMS communication
service identifier and the network shall be prepared to handle the situation if multiple IMS communication
service identifiers are received but the network is only required to take action on one of the values. The same
applies for the UE.

To facilitate service aware charging for roaming, it shall be possible to provide an asserted IMS communication
identifier service to the VPLMN.

The network and the terminal shall be able to continue operation as defined in 3GPP Release 5 and 3GPP Release 6.

The communication service identifier shall be available at least in the following interfaces:

ISC, Gm, Ma, Mi, Mj, Mk, Mw, Mg, Mr, Mr’;
Cx; Dx (e.g. as part of the iFC);
RX

Rf, Ro.

NOTE 5: The communication service identifier does not replace the public service identity (PSI). The

communication service identifier would be used to indicate the communication service used to access the
service addressed via a PSI, and is required to identify the communication service even when SIP requests
are sent towards another entity without using a PSI.

4.13.3 Identification of IMS applications

An IMS application is an application that uses an IMS communication service(s) in order to provide a specific service to
the end-user. The IMS application uses specific IMS Communication Service(s) and provides the end user service
through the reuse of the SIP communication part of service. The IM S application does not extend the definition of the
IMS communication service. The IMS application reference identifies the application utilising the IMS communication
service.
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Figure 4.13-1: IMS applications on top of an IMS communication service

The IMS application reference is used to identify the IMS applications other than the default for the IMS
communication service. The IMS application reference has significance at the UE and the SIP AS behaving as SIP
endpoints. The means to transport the IMS application reference is defined within the IMS communication services.
When used, it shall be possible to transport the IMS application reference on at least on the following interfaces:

- ISC, Gm, Ma; Mi, Mj, Mk, Mw, Mg, Mr, Mr’, Rx, Rf, Ro.

It shall be possible to register the IMS application reference. The IMS application reference can be taken into account
when selecting the correct UE(S), if multiple UEs are registered for the same Public User Identity(s).

4.14  Border Control concepts

Based on operator preference, border control functions may be applied between two IM CN subsystem networks or
between an IM CN subsystem network and other SIP based multimedia network. These functions are provided by the
IBCF and include:

- Controlling transport plane functions;
- Supporting functions to allow establishing communication between disparate address realms' SIP applications;

- Supporting functions to allow establishing communication between IM CN subsystems using different media
codecs based on the interworking agreement and session information;

- Providing network configuration hiding to restrict the following information frombeing passed outside of an
operator's network: exact number of S-CSCFs, capabilities of S-CSCFs, or capacity of the network, etc;

NOTE 1: Network configuration hiding was not intended to be invoked in IMS roaming scenarios when the
P-CSCF and IBCF are both located in the visited network as information available in certain SIP headers
may be used by the home network for further processing of signalling messages.

- Screening SIP signalling information based on source/destination and operator policy (e.g. remove information
that is of local significance to an operator) and optionally, for an IBCF located in the home network, policing the
IMS Communication Service ID;

- Generation of CDRs;

- Invoking an IWF when interworking between different SIP profiles or different protocols (e.g., SIP and H.323)
is necessary; in this case the IWF acts as an entry point for the IMS network;
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NOTE 2: IWF and IBCF may be co-located. The IWF is not specified within this release of the specification.
- Selecting the appropriate signalling interconnect.

- Indicating whether an incoming SIP request is to be handled as an originating request by subsequent nodes in the
IMS network.

In case border control concepts are to be applied in an IMS network, the IBCF acts as an entry point for this network
(instead of the I-CSCF), and also acts as an exit point for this network.

NOTE 3: In this case the IBCF and I-CSCF may be co-located as a single physical node.
Based on local configuration, the IBCF may perform transit routing functions (see clause 5.19).

More detailed description of these functions is provided in Annex I.

4.15 IMS in transit network scenarios

4.15.1 General concepts

IMS generally provides services to end user customers of a network operator by directly supporting multimedia
communications services to or fromthat operator's customers. However IMS may also be used in a number of other
configurations where the capabilities of IMS are used to support CS domain customers of an IM S operator or in various
other kinds of business arrangements where the capabilities may be used to support interconnection of other networks.

Clause 4.15.2 describes several types of configurations in which IMS might be used to support such network
interconnection. These are not intended to represent all possible applications of IMS, but rather provide some basis for
the mechanisms by which IMS provides these transit functionalities. Further description of IM S transit network
procedures are found in Clauses 5.4a.2 and 5.19.

Clause 4.15.3 describes the cases in which IM S application services can be provided in relation to the IMS transit
traffic.

4.15.2 IMS transit network configurations

There are at least three general cases in which IMS may be used for transit network support. These could be classified
as in the following:

a) IMS operator providing transit functionality for its own, non-IMS (CS domain), customers:
In this case the operator is serving its own customers, some of which have been migrated to IMS while others are
still CS Domain subscribers. In this case SIP traffic arrives at a configured entry point and PST N traffic arrives
at the operator's MGCF. This is similar to the normal Mobile Terminating cases for IMS, but in this case the CS
domain subscribers do not have an IMS subscription. For the case where the destination user is not an IMS
subscriber, the operator needs to route the session to the CS domain.

b) IMS operator providing transit functionality to enterprise networks:
In this case the operator is serving as a transit network for an enterprise IP network and provides connectivity to
both PSTN and IP endpoints. Traffic fromthe enterprise network arrives at a provisioned routing entity and
needs to be routed to either an IP network or to the PSTN depending on the terminating endpoint.

c) IMS operator providing transit functionality to other network operators:
In this case the operator is serving as an IMS session based routing backbone for a PSTN operator or another IP
network and provides connectivity to both PSTN and IP endpoints (PSTN <-> PSTN, IP <-> IP, PSTN <-> IP).
Traffic from the PSTN operator arrives at configured M GCFs for translation to SIP. IMS traffic arrives at a
configured entry point. In either case the operator needs to route the traffic to either an IP network or to the
PSTN depending on the terminating endpoint.

An IMS operator can provide transit functionality as above in addition to (originating or terminating) IMS services. In
these situations analysis of an incoming SIP request is required before it can be determined whether transit or
terminating services need to be provided for this request.
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4.15.3 Providing IMS application services in transit network scenarios

When IMS provides transit functionality to other network operators or enterprise networks, the IMS may also provide
IMS applications services to the network operator or enterprise network.

Originating Network ‘ ’ IMS Transit Network ‘ ‘ Terminating Network
AS
Mf
Transit
I > Functions >

Figure 4.15.3-1: IMS application services reference point for transit network scenarios

The Transit service invocation shall be performed based on local configured Transit invocation criteria that are provided
for the specific transit scenario.

The Transit invocation criteria for invocation shall have the possibility to take into account,
- (served) preceding network,
- (served) succeeding network, and
- other additional session information.

NOTE: The Transit invocation criteria are intended to be per served interconnected network basis and not per
subscriber basis.

Similar to the initial filter criteria for a user profile, the Transit invocation criteria may have service point triggers based
on different information in the request, such as source/destination, SIP method, session case, SIP header, and SIP body.
The service invocation procedure shall support suppression/avoidance of conflicting services, multiple invocations of

the same service and loopback scenarios.
The IMS application services provided can be classified as:
a) Originating IMS application services:

In this case the IMS operator provides IMS application services for SIP traffic being received fromthe served
network operator or enterprise network. The application services, appropriate for the received SIP traffic, will be
invoked when received fromthe served network, after which the traffic is routed towards the destination

endpoint.
b) Terminating IMS application services:

In this case the IMS operator provides IMS application services for SIP traffic destined to a served network
operator or enterprise network. The application services, appropriate for the received SIP traffic, will be invoked
when the served network has been identified as the next network, or when the traffic has been identified as
destined to the served network.

4.15a Roaming Architecture for Voice over IMS with Local
Breakout

The Transit and Roaming Function is the combined functionalities of the transit network functions as defined in
clause 4.15 and the roaming specific functions defined in this clause.
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The following architectural requirements apply:

- The P-CSCF, S-CSCF, the Transit and Roaming Function, and other nodes performing routing procedures in
different networks may control the application of OMR procedures by indicating in the signalling whether an
IBCF/TrGW should not apply OMR.

- Inorder to allow scenarios where the media is not routed through the originating HPLM N, IBCFs handling
incoming requests to the network should support OMR and allow bypass of TrGWs. Anchoring of media may be
controlled via outgoing IBCFs.

- The HPLM N shall decide whether to perform the loopback procedure based on local policy and on knowledge of
the support of the procedure in the VPLMN.

- The VPLMN shall be provided by the HPLMN with enough information to determine whether home routing has
been applied (or has not been applied):

- The HPLMN shall send an indication to the VPLM N that this session set-up is a loopback to allow
differentiation fromany other incoming call. By this means the VPLMN is able to apply the correct treatment
for this looped incoming leg incl. charging and routing decisions.

- If local policy requires access to BGCF routing data to make the loopback decision for a particular originating
INVITE request, then the loopback decision should be performed in the BGCF. Else it should be performed in
the S-CSCF.

- The Transit and Roaming Function shall perform call routing towards the terminating network by selecting
appropriate egress point (e.g., MGCF for CS/PSTN, IBCF to other IMS networks, or I-CSCF for termination in
own network). The Transit and Roaming Function may use information such as originating UE location
information to select a nearby egress point for media anchoring.

- The VPLMN may provide the HPLM N with a reference to the preferred Transit and Roaming Function to steer
the selection of the Transit and Roaming Function. If the VPLM N does not provide the Transit and Roaming
Function address then the HPLM N shall use the default derived address for the VPLMN.

- When the HPLM N operator does not use loopback to the Transit and Roaming Function in VPLMN, the
HPLMN shall be able to anchor the media. This ensures that the signalling and media are routed together.

An overview of the principles and flows of the Roaming Architecture for Voice over IMS with Local Breakout are
depicted in AnnexM, clause M.3.

4.16  Support of multimedia telephony

4.16.1 Telephony Application Server

The Telephony Application Server is a SIP AS providing the network support for the multimedia telephony service,

TS 22.173 [53]. If specific procedures and message flows include or require media interaction, the TAS and MRFC may
be collocated.

NOTE: The support of multimedia telephony services may be allocated to one or more Application Servers.

4.16.2 Identification of multimedia telephony

The multimedia telephony communication service shall be associated with a communication service identifier to allow
easy identification of the service.

When multimedia telephony is supported in a network, Voice/video calls originating fromthe PSTN/CS domain shall
be marked with the communication service identifier associated with multimedia telephony communication service.

4.16.3 Session setup principles

When establishment of UE initiated IP-CAN bearer(s) for the media is required it is recommended to reserve IP-CAN
bearer(s) at the reception of the SDP answer. If the UE has been made aware of the operator policies with regards to
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allowed media for the multimedia telephony service, then the UE may reserve IP-CAN bearer(s) at the sending of the
SIP INVITE request. For multimedia telephony, the UE should only mark resource reservation as required for voice and
video.

When there are no requirements for resource reservation or when required resources are available on the originating
side, the P-CSCF on the terminating side may send available session information to the PCRF at the reception of the
SDP offer, as in such cases the UE can attempt resource reservation before sending the SDP answer.

4.17  Support of short message service

4.17.1 IP Short Message Gateway (IP-SM-GW)

The IP-SM-GW acts as an SIP-AS in the IMS domain to provide the protocol interworking for the delivery of the short
message between the UE and the Service Centre. All functionalities and interfaces of IP-SM-GW are defined in
TS 23.204 [56].

4.18  Support of Number portability

4.18.1 Number portability

Number portability (NP) allows a user to retain their E.164 number when changing subscriptions from one network
operator to another. As such, NP applies to TEL URIs and SIP URIs representing E.164 addresses. NP is subject to
regional requirements and is accomplished through the retrieval of ported data fromthose databases. The specification
of these databases is out of the scope of this document, but the NP data may be accessed through ENUM/DNS or
accessed via existing (PSTN-and CS-domain) NP databases using the legacy PSTN/CS-domain protocols, such as
TCAP.

Support of NP within a network and the exact means to make the number portability data available to IMS, is subject to
and configured per operator policy. NP is not mandated by this specification on any network operator.

As configured per operator policy, IMS ENUM interfaces can be updated to support handling of the PSTN ENUM
service per IETF RFC 4769 [57], which provides a URI containing an E.164 number with NP routing information and
NP dip indicators. The IMS entity receiving NP information as a result of an ENUM/DNS query (e.g. S-CSCF), needs
to support NP protocol parameters retrieved as part of ENUM/DNS procedures contained in clause 4.3.5. This IMS
entity and any subsequent IMS entities/network elements used to process the call to the PSTN shall not remove the NP
protocol parameters inserted in SIP messaging as part of the NP data retrieval procedure.

NP data can also be made available by means of direct access to PSTN/CS-domain NP Databases using the legacy
PSTN/CS-Domain interfaces and protocols. To support this existing interface within the network, the requesting and
subsequent network elements need to support, or not remove, NP protocol parameters within SIP messages that result
fromthe NP data retrieval procedures. The procedures to retrieve the NP data using the legacy PSTN/CS-domain
interfaces are out of scope of this specification.

Alternatively, per operator policy, the BGCF can retrieve NP data as part of the procedures to select an MGCF for
PSTN connection. The interface used at the BGCF to retrieve the NP data is out of scope of this specification.

When clause 4.15a (Roaming Architecture for Voice over IMS with Local Breakout) is in use, and the Home Network
decides to loop-back the call to the visited network, the Home network can choose not to retrieve NP data, and leave it
to the visited network.

Alternatively, per operator policy, the MGCF may support legacy interfaces to retrieve number portability data.

NOTE: Although legacy protocols are used to access the number portability database, this does not imply that the
IMS nodes (CSCFs, BGCFs) need to implement such protocols.
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4.19  Support of Preferred Circuit Carrier Access and Per Call
Circuit Carrier Selection

4.19.1 Preferred Circuit Carrier Access and Per Call Circuit Carrier
Selection

Preferred Circuit Carrier Access allows the network operator to configure a preferred long distance circuit carrier fora
subscriber, set of subscribers or all subscribers on the network. All long distance calls froma subscriber are routed to
the long distance circuit carrier when preferred circuit carrier access applies. A SIP message parameter indicates the
preferred circuit carrier selected. This parameter can be delivered to the PSTN. An application server can be used to
insert preferred circu it carrier parameters. The BGCF needs to consider, and can insert, the preferred circuit carrier
parameters when routing calls towards an M GCF.

Preferred Circuit Carrier Selection per call, also known as Dial-around, allows the subscriber to request a long distance
carrier for a specific call. A dial-around request is dialled by the subscriber along with the called party number at call
origination. As configured per operator policy, the dial-around circuit carrier selection can take precedence over other
preferred circuit carrier selection that can be configured in the network. Therefore, based on operator policy, the
preferred circuit carrier parameter is not to be replaced if already present in a SIP message with a dial-around indicator.
A SIP message parameter indicates the preferred circuit carrier selected with a dial-around indicator. This parameter is
delivered to the PSTN.

Support of preferred circuit carrier access and dial-around is optional within a network and is subject to, and configured
per, operator policy.

4.20  Support of IMS Service Centralization and Continuity

IMS Service Centralization, defined in TS 23.292 [66] provides communiication services such that all services, and
service control, are based on IMS mechanisms and enablers. It enables IMS services when using CS access as bearer for
the media.

IMS Service Continuity, defined in TS 23.237 [67] provides Session Transfer mechanisms to maintain service
continuity in the event of access transfer for the case when such events are not hidden fromthe IMS session layer and
thus service continuity could not otherwise be maintained.

All functionalities and reference points are defined in TS 23.292 [66] and TS 23.237 [67].

4.21  Support of Overlap Signalling

The support of overlap signalling consists of the functionality for conversion between overlap and en-bloc, as well as
the functionality for digit collection.

The above mentioned functionalities may be implemented in different network nodes depending on the operator's
deployment strategy (e.g. AS, IBCF, MGCF).

NOTE 1: Support for overlap signalling in the IMS is an option limited to the interworking function located within
the PSTN/ISDN networks that use overlap signalling.

NOTE 2: Digit collection limits the number of messages with incomplete number and to find another node that
support overlap signalling.

4.22  Support of Explicit Congestion Notification (ECN)

4.22.1 General

The ECN profile used to trigger codec rate adaptation for Multimedia Telephony is defined in TS 26.114 [76] and
affects the following IMS entities: UE, MGCF/IM-MGW, IBCF/TrGW, IMS-ALG/ IMS-AGW, MRFP/MRFC, and the
MSC Server enhanced for ICS/MSC Server enhanced for SRVCC with SIP/CS-M GW.
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As specified in TS 26.114 [76]:

- an MGCFIM-MGW can be used for inter-working between an ECN-capable client in a 3GPP network that
properly handles ECN-marked packets and a CS network;

- an IBCF/TrGW supporting Multimedia Telephony can be used for interworking between an ECN-capable entity
in a 3GPP network that properly handles ECN-marked packets, and:

- aremote entity that does not use ECN;
- aremote entity that supports ECN in different way than what is specified for Multimedia Telephony clients;
- anetwork which does not handle ECN-marked packets properly.

A UE supporting Multimedia Telephony and ECN shall support the procedures described in TS 26.114 [76].

4.22.2 CS GERAN/UTRAN Interworking at MGCF/IM-MGW

If MGCFIM-M GW supports Multimedia Telephony compliant ECN, it shall:

- support ECN Multimedia Telephony client procedures as described in TS 26.114 [76], except that the MGCF
and IM-MGW do not determine whether ECN can be used based on the Radio Access Technology that is used
towards the client; the MGCF/ IM-MGW act as an ECN endpoint towards the Multimedia Telephony terminal;

- support SDP ability to negotiate to ECN according to TS 26.114 [76];

- be capable of enabling end-to-end rate adaptation between Multimedia Telephony terminal and the CS terminal
or IM-MGW by performing the following:

- negotiate the use of ECN with the Multimedia Telephony terminal, if it can be confirmed that the network
used towards the Multimedia Telephony terminal properly handles ECN-marked packets;

NOTE 1: An operator can ensure that the network used towards the Multimedia Telephony terminal properly
handles ECN-marked packets by setting corresponding requirements on network equip ment, and
verifying that those requirements are met. No active signalling ("probing™) during normal operation is
required to ensure this.

- trigger rate adaptation request towards the Multimedia Telephony terminal when receiving in the incoming
IMS media flow IP packets marked with ECN-CE, regardless of whether the IM-M GW applies or does not
apply transcoding;

- inter-work adaptation requests between the Multimedia Telephony terminal and the CS GERAN/UTRAN
when the IM-M GW bridges compatible codec configurations between the interfaces without applying a
transcoding function; if the IM-M GW prefers to receive a lower codec mode rate fromthe Multimedia
Telephony terminal than what the CS network indicates, e.g. after having received IP packets with ECN-CE,
the IM-M GW may replace the codec mode requested from the CS side with the codec mode that the IM-
MGW prefers;

- perform media adaptation (e.g. reduce media bit-rate) towards the Multimedia Telephony terminal when
receiving fromthe latter an adaptation request and the IM-M GW applies transcoding.

NOTE 2: For CS interworking the M GCF/M GW does not have to performtranscoding if the same codec is selected
on the CS and PS network.

4.22.3 Interworking with non-ECN IP network and/or terminal at
IBCF/TrGW

An IBCF/TrGW may support Multimedia Telephony using ECN and can be used to enable ECN within the local
network when either the remote network cannot be confirmed to properly handle ECN-marked packets or the remote
entity does notsupport or use ECN.

In order to support Multimedia Telephony using ECN when interworking with a remote network that cannot be

confirmed to properly handle ECN-marked packets and/or with a remote terminal does not support or use ECN, the
IBCF/TrGW shall:
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- determine from local configuration if the remote network properly handles ECN-marked packets;
- determine with SDP offer/answer procedures if the remote entity supports ECN;
- support SDP ability to negotiate to ECN according to TS 26.114 [76];

- be capable of enabling end-to-end rate adaptation between the local Multimedia Telephony terminal and the
remote entity or TrGW by performing the following towards the local Multimedia Telephony terminal:

- negotiate the use of ECN;

- support ECN Multimedia Telephony client procedures as described in TS 26.114 [76], except that the
IBCF/TrGW does not determine whether ECN can be used based on the Radio Access Technology; the
IBCF/TrGW acts as an ECN endpoint towards the ECN capable Multimedia Telephony terminal;

- trigger rate adaptation request towards the Multimedia Telephony terminal when receiving in the incoming
IMS media flow IP packets marked with ECN-CE, regardless of whether the TrGW applies or does not apply
transcoding; this requires that the IBCF provides the TrGW with the media configuration, even if transcoding
is not supported or applied, when the IP termination is configured with ECN,;

- forward adaptation requests between the Multimedia Telephony terminal and the remote entity when the
TrGW bridges compatible codec configurations between the interfaces without applying a transcoding
function; if the TrGW prefers to receive a lower codec mode rate from the Multimedia Telephony terminal
than what the other SIP network indicates, e.g. after having received IP packets with ECN -CE, the TrGW
may replace the codec mode requested fro mthe other SIP network with the codec mode that the TrGW
prefers;

- perform media adaptation (e.g. reduce media bit-rate) towards the Multimedia Telephony terminal when
receiving fromthe latter an adaptation request and the TrGW applies transcoding.

NOTE: Forthis interworking the IBCF/TrGW does not have to perform transcoding if the same codec is selected
on both sides of the TrGW.

4.22.4  Interworking with non-3GPP ECN IP terminal at IBCF/TrGW

An IBCH/TrGW supporting Multimedia Telephony compliant ECN can also be used to enable ECN end-to-end if the
remote entity uses ECN in a different way than what is described in TS 26.114 [76], e.g. if the remote entity only
supports probing for the ECN initiation phase or it needs the ECN feedback.

NOTE: For this interworking the IBCF/TrGW does not have to perform transcoding if the same codec is selected
between both terminals.

4.22.5 ECN support at IMS-ALG/IMS-AGW

The P-CSCF shall be able to disallow the negotiation of ECN during SDP offer/answer exchanges if the IM S-AGW
does not support transparent forwarding of the ECN bits or if the IM S core network or the access network used towards
the Multimedia Telephony terminal do not properly handle ECN-marked packets.

An IMS-AGW supporting ECN shall be able to forward the ECN bits as instructed by the IMS-ALG.

The IMS-ALG/IMS-AGW may act as an ECN endpoint towards the access network and/or the IMS Core Network to
enable ECN when the ECN connection cannot be established or maintained transparently (e.g. after PS-CS Access
Transfer).

When acting as an ECN endpoint the IMS-A GW shall support end-to-end rate adaptation between the local terminal
and the remote entity by performing the following:

- trigger rate adaptation request towards the ECN-capable peer when receiving in the incoming IMS media flow IP
packets marked with ECN-CE, regardless of whether the IMS-AGW applies or does not apply transcoding;

- forward adaptation requests between the local and the remote peer when the IMS-AGW bridges compatible
codec configurations between the interfaces without applying a transcoding function;
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- perform media adaptation (e.g. reduce media bit-rate) towards the ECN-capable peer when receiving fromthe
latter an adaptation request and the IMS-A GW applies transcoding.

4.22.6 ECN support at MRFC/MRFP

An MRFC/MRFP may support Multimedia Telephony using ECN and may act as an ECN endpoint to enable ECN with
a local ECN-capable terminal within a local network that properly handles ECN -marked packets (see TS 23.333[73]).

This requires that the MRFC/M RFP performs the following:
- support SDP ability to negotiate to ECN according to TS 26.114 [76];

- be capable of enabling end-to-end rate adaptation between the local Multimedia Telephony terminal and the
MRFP by performing the following towards the local Multimedia Telephony terminal:

- negotiate the use of ECN;

- support ECN Multimedia Telephony client procedures as described in TS 26.114 [76], except that the
MRFC/MRFP does not determine whether ECN can be used based on the Radio Access Technology; the
MRFC/MRFP acts as an ECN endpoint towards the ECN capable Multimedia Telephony terminal;

- trigger rate adaptation request towards the Multimedia Telephony terminal when receiving in the incoming
IMS media flow IP packets marked with ECN-CE;

- perform media adaptation (e.g. reduce med ia bit-rate) towards the Multimedia Telephony terminal when
receiving fromthe latter an adaptation request.

4.22.7 CS GERAN/UTRAN Interworking at the MSC Server enhanced for
ICS/MSC Server enhanced for SRVCC with SIP/CS-MGW

If the MSC Server enhanced for ICS/MSC Server enhanced for SRVCC with SIP/CS-MGW supports Multimedia
Telephony compliant ECN, it shall support the procedures specified in clause 4.22.2 respectively for the M GCF and
IM-MGW.

4.23  Support of Load Balancing

423.1 General

An IMS network may implement functionality for IMS serving network nodes (S-CSCF, Transit Function) to handle
load balancing, i.e. the technique to distribute workload evenly across two or more network nodes implementing the
same functions, in order to get optimal resource utilization.

For S-CSCFs, load balancing may be applied for received initial registration requests (see clause 4.23.2).

For Transit Functions, load balancing may be applied for received service requests, i.e. initial SIP requests requesting a
service (see clause 4.23.3).

4.23.2 Registration-based load balancing of S-CSCFs

Load balancing of S-CSCFs for received initial registration requests may be based on load balancing functionality
performed by an I-CSCF or it may be based on mechanisms outside IMS functional entities (such as DNS). An example
of the DN S-based load balancing approach is the use of functionality that collects load information of S-CSCFs, applies
a load balancing algorithmand provides the outcome to a (Dynamic) DNS, which subsequently is used implicitly by
I-CSCFs.

An I-CSCF that performs load balancing of S-CSCFs for initial registration requests shall assign a received registration
request to one of the available and suitable S-CSCFs using a load balancing algorithm. Such load balancing algorithm
may take load information of the S-CSCFs into consideration if available. Load information may be obtained via
manage ment interfaces, via proprietary interfaces, or via other mechanisms.
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4.23.3 Registration independent load balancing of Transit Functions

Load balancing of Transit Functions for received service requests may be based on load balancing functionality
performed by an IMS functional entity that is the immed iate source of the service request to the Trans it Function (e.g.
an IBCF oran I-CSCF), or it may be based on mechanisms outside IMS functional entities (such as DNS). An example
of the DNS-based load balancing approach is the use of functionality that collects load information of Transit
Functions, applies a load balancing algorithmand provides the outcome to a (Dynamic) DNS, which subsequently is
used implicitly by IMS functional entities that require the IP-address of a Transit Function for routing a service request.

An IMS functional entity that performs load balancing of Transit Functions for service requests shall assign a received
service request to one of the available and suitable Transit Functions using a load balancing algorithm. Such load
balancing algorithm may take load information of the Transit Functions into consideration if available. Load
information may be obtained via management interfaces, via proprietary interfaces, or via other mechanis ms.

4.24  Support of Restoration Procedures

An I-CSCF that performs recovery of S-CSCFs for registration requests shall determine failure of an S-CSCF implicitly
(i.e. via a timeout) or explicitly (i.e. via a failure message) and shall reroute the registration request to another S-CSCF
based on the restoration procedures as defined in TS 23.380 [80].

4.25  Support of Overload Control

4.25.1 General

Network elements within the IP Multimedia CN subsystem may have to cope with high volume of signalling traffic
with significant traffic peaks. An IMS network may therefore implement overload control functionality in IMS network
elements to prevent overload situations.

For that purpose, two different mechanisms are provided:

- A mechanismbased on next-hop monitoring of overload, where an IMS node acting as a SIP server may provide
overload control feedback to its neighbours. This mechanism is described in clause 4.25.2.

NOTE 1: This mechanism is well suited for preventing overload of core network servers (CSCF) where overload is
not due to calls to a specific application/destination.

- Afilter-based mechanism where an IM S node acting as SIP server, may send load control filters to another IMS
node that has subscribed for receiving this information. This mechanism is described in clause 4.25.3.

NOTE 2: This mechanism is particularly well suited for application servers when the source of overload is due to
calls to a specific destination (e.g. a 800 application overloaded by mass calling to a particular
destination).

Emergency calls shall not be affected by the overload traffic restrictions due to overload control and MPS priority
information shall be taken into account when applying by the overload traffic restrictions based on received indications.

4.25.2 Next-hop monitoring of overload

For IMS entities supporting next-hop monitoring of overload, these IMS entities shall support a mechanism for
monitoring overload of neighbour nodes with minimal overhead, to enable scenarios where the overload status needs to
be adjusted frequently.

IMS entities supporting SIP, e.g. S-CSCF, shall be able to provide overload control feedback to their neighbours by
providing load reduction directives within SIP responses. The neighbour nodes shall be able to adapt the traffic sent to
the overloaded node by restricting the traffic offered to the overloaded neighbour node in accordance with the overload
status information received.

It is recommended that when next-hop monitoring of overload is deployed for a specific function, all neighbour nodes
also support the feedback of overload control status and support the overload traffic restriction procedures towards the
specific function being monitored.
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The next hop monitoring of overload procedures should at least be possible to use for the following scenarios:
- Network internal overload control between core functions, e.g., between different CSCFs.
- Application Server overload control (i.e., between CSCF and AS).
- Roaming and Interconnect (e.g., between IBCFs of two different networks).

- Transit scenarios (e.g., between IBCF and Transit function).

4.25.3 Filter based Overload Control

When filter based Overload Control is deployed, an IMS entity supporting SIP overload control (e.g. originating AS or
S-CSCF) may subscribe to traffic filter information of specific IMS SIP server destination which may be subject to
overload (e.g. an 800 application overloaded by mass calling to a specific number), and performoverload traffic
restriction according to the information received. Alternatively, when the destination is not in IMS, the IM S entity
performing the overload traffic restrictions may subscribe to an IMS SIP server providing traffic filter information
related to the destination, or can have configured overload traffic filter information for the specific destination.

IMS entities supporting this mechanism shall match all SIP requests they send against received traffic filter information.

If such a filter based mechanism is used, it is recommended that the function performing the overload traffic restrictions
be as close to originating party as possible, while still having sufficiently aggregated traffic to perform restrictions on,
e.g., by allowing the originating AS/S-CSCF to subscribe to the traffic filter information froma terminating AS.

5 IP multimedia subsystem procedures

5.0 General

This clause documents the main procedures that are used for the provision of services in the IP multimedia subsystem.
These procedures are described using text description as well as information flow diagrams. The procedures described
in this document are meant to provide a high level description and are not intended to be exhaustive.

In the following clauses, user roaming procedures apply to cases where P-CSCF is located in the visited network.
Procedures for cases where the user is roaming and the P-CSCF is located in the home network are similar to
procedures for a non-roaming user.

5.0a  Session-unrelated procedures

The IM CN Subsystem provides means to conduct session-unrelated interactions between users, e.g. OPTIONS query,
outband REFER. These interactions are described in IETF RFC 3261 [12], and other possible IETF RFCs. The generic
capability exchange mechanism is defined in TS 23.279 [52].

These interactions shall use and fully comply with the basic mechanisms described for session -related procedures of the
IM CN Subsystem. These mechanisms include e.g. routing, security, service control, network hiding as described in
other clauses and specifications.

5.1 CSCF related procedures

5.1.0 Establishing IP-Connectivity Access Network bearer for IM CN
Subsystem Related Signalling

Before the UE can request IM services, an appropriate IP-CAN bearer must be available to carry IM Subsystem related
signalling.

Fora UEusing the IMS Local Breakout procedure as shown in AnnexM, the IP address of the UE obtained fromthe
local Gateway (i.e. single IP address) is used for both IM Subsystemrelated signalling and media.
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5.1.1 Procedures related to Proxy-CSCF discovery

5.1.1.0 General
The Proxy-CSCF discovery shall be performed using one of the following mechanisms:

- As part of the establishment of connectivity towards the IP-Connectivity Access Network, if the IP-Connectivity
Access Network provides such means.

- Alternatively, the P-CSCF discovery may be performed after the IP connectivity has been established. To enable
P-CSCF discovery after the establishment of IP connectivity, the IP-Connectivity Access Network shall provide
the following P-CSCF discovery option to the UE:

- Use of DHCP to provide the UE with the domain name and/or IP address of a Proxy -CSCF and the address
of a Domain Name Server (DNS) that is capable of resolving the Proxy-CSCF name, as described below in
clause 5.1.1.1.

- The UE may be configured (e.g. during initial provisioning or viaa 3GPP IMS Management Object (MO),
TS 24.167 [64] or in the ISIM, TS 31.103 [69]) to know the fully qualified domain name (FQDN) of the P-CSCF
orits IP address. If the domain name is known, DNS resolution is used to obtain the IP address.

If DNS is used to obtain the IP address of the P-CSCF, the name-address resolution mechanism is allowed to take the
load information of the P-CSCFs (e.g. obtained using network management procedures) into consideration when
deciding the address of the P-CSCF for the UE.

In the case where UE is aware of more than one P-CSCF address, the selection shall be based on home operator
configured policy to select the P-CSCF.

NOTE: Subject to home operator policy, the UE selects the Home P-CSCF to be used by either using a pre-
configured Home P-CSCF FQDN or according to TS 24.167 [64]. This can be done without the UE first
performing the local P-CSCF discovery (e.g. DHCP).

5.1.1.1 DHCP/DNS procedure for P-CSCF discovery

The DHCP relay agent within the IP-Connectivity Access Network relays DHCP messages between UE and the DHCP

server.
UE -
[ IP-CAN J DHCP DNS

Server Server

{ 1.IP-CAN Bearer

“ Esgablishment

2. DHCP-

2. DHCP- Quelry/ X

3. DNS- Query/Response

Figure 5.0a: P-CSCF discovery using DHCP and DNS
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1. Establish an IP-Connectivity Access Network bearer if not already available by using the procedures available in
the IP-Connectivity Access Network.

2. The UE requests a DHCP server and additionally requests the domain name and/or IP address of the P-CSCF
and IP addresses of DNS servers. It may require a multiple DHCP Query/Response message exchange to retrieve
the requested information.

3. The UEperforms a DNS query to retrieve a list of P-CSCF(s) IP addresses from which one is selected. If the
response does not contain the IP addresses, an additional DNS query is needed to resolve a Fully Qualified
Domain Name (FQDN)to an IP address.

After reception of domain name and IP address of a P-CSCF the UE may initiate communication towards the IM
subsystem.

5.1.1.2 Void

5.1.2  Procedures related to Serving-CSCF assignment

5.1.2.1 Assigning a Serving-CSCF for a user

When a UE attaches and makes itself available for access to IMS services by explicitly registering in the IMS, a
S-CSCF shall be assigned to serve the UE.

The assignment of an S-CSCF is performed in the 1-CSCF. The following information is needed in the selection of the
S-CSCF:

1. Required capabilities for user services
This information is provided by the HSS.

2. Operator preference on a per-user basis
This information is provided by the HSS.

3. Capabilities of individual S-CSCFs in the home network
This is internal information within the operator's network. This information may be used in the S-CSCF
selection. This information is obtained by the I-CSCF by methods not standardised in this release.

4. Topological (i.e. P-CSCF) information of where the user is located
This is internal information within the operator's network. This information may be used in the S-CSCF
selection. The P-CSCF name is received in the registration request. The topological information of the P-CSCF
is obtained by the I-CSCF by methods not standardised in this Release.

5. Topological information of where the S-CSCF is located
This is internal information within the operator's network. This information may be used in the S-CSCF
selection. This information is obtained by the I-CSCF by methods not standardised in this release.

6. Awvailability of S-CSCFs
This is internal information within the operator's network. This information may be used in the S-CSCF
selection. This information is obtained by the I-CSCF by methods not standardised in this release.

In order to support the S-CSCF selection described above and to allow the S-CSCF to perform its tasks, it is required
that the following types of information be transferred between the CSCF and the HSS:

1 The Cxreference point shall support the transfer of CSCF-UE security parameters from HSS to CSCF.

- This allows the CSCF and the UE to communicate in a trusted and secure way (there is no a priori trust
relationship between a UEand a CSCF)

- The security parameters can be for example pre-calculated challenge-response pairs, or keys for an
authentication algorithm, etc.

2 The Cxreference point shall support the transfer of service parameters of the subscriber from HSS to CSCF.
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- This may include e.g. service parameters, Application Server address, triggers, information on subscribed
media etc. The information on subscribed media is provided in the form of a profile identifier; details ofthe
allowed media parameters associated with the profile identifier are configured in the S-CSCF.

3 The Cxreference point shall support the transfer of CSCF capability information from HSS to CSCF.
- This may include e.g. supported service set, protocol version numbers etc.

4 The Cxreference point shall support the transfer of session signalling transport parameters from CSCF to HSS.
The HSS stores the signalling transport parameters and they are used for routing mobile terminated sessions to
the Serving-CSCF.

- The parameters may include e.g. IP-address and port number of CSCF, transport protocol etc.

The information mentioned in items 1 — 4 above shall be transferred before the CSCF is able to serve the user. It shall
also be possible to update this information while the CSCF is serving the user, for example if new services are activated
for the user.

5.1.2.2 Cancelling the Serving-CSCF assignment
Cancellation of the assigned Serving CSCF is either:
- Initiated fromthe Serving CSCF itself, e.g. due to timeout of the registration
- Performed as a result of an explicit deactivation/de-registration fromthe IMS. This is triggered by the UE.

- Performed due to a request fromthe HSS over the Cx interface, e.g. due to changes in the subscription.

5.1.2.3 Void

5.1.3  Procedures related to Interrogating-CSCF

The architecture shall support multiple I-CSCFs for each operator. A DNS-based mechanism for selecting the I-CSCF
shall be used to allow requests to be forwarded to an I-CSCF based, for example, on the location or identity of the
forwarding node.

514 Procedures related to Proxy-CSCF
The routing of the SIP registration information flows shall not take into account previous registrations (i.e., registration

state). The routing of the session information flows (e.g., INVITE) shall take into account the information received
during the registration process.

5.1.5  Subscription Updating Procedures

5.150 General

Whenever a modification has occurred in the subscription data that constitutes the data used by the S-CSCF, the
complete subscription data set shall be sent to the S-CSCF by the HSS. HSS shall use the Push model for downloading
the subscription data to the S-CSCF.

5.151 Subscription updating information flow

This clause provides the information flows for subscription data updating procedure.
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Figure 5.0b: Subscription data updating

The HSS sends the Cx-Update_Subscr_Data with the subscription data to the S-CSCF.

The S-CSCF sends Cx-Update_Subscr_Data Resp to the HSS to acknowledge the sending of Cx-
Update_Subscr_Data

Application level registration procedures

520 General

The following clauses address requirements and information flows related to registration in the IP multimedia
subsystem. Assumptions that apply to the various information flows are listed as appropriate.

5.2.1  Requirements considered for registration

The following points are considered as requirements for the purpose of the registration procedures.

1

The architecture shall allow for the Serving-CSCFs to have different capabilities or access to different
capabilities. E.g.a VPN CSCF or CSCFs in different stages of network upgrade.

The network operator shall not be required to reveal the internal network structure to another network.
Association of the node names of the same type of entity and their capabilities and the number of nodes will be
kept within an operator's network. However disclosure of the internal architecture shall not be prevented on a per
agreement basis.

A network shall not be required to expose the explicit 1P addresses of the nodes within the network (excluding
firewalls and border gateways).

It is desirable that the UE will use the same registration procedure(s) within its home and visited networks.

It is desirable that the procedures within the network(s) are transparent to the UE, when it registers with the IM
CN subsystem.

The Serving-CSCF is able to retrieve a service profile of the user who has IMS subscription. The S-CSCF shall
check the registration request against the filter information and if necessary inform Application Servers about the
registration of the user; it shall be possible for the filter information to allow either just the initial registrations of
the user or also subsequent re-registrations to be communicated to the Application Servers. The Serving-CSCF
knows how to reach the Proxy-CSCF currently serving the user who is registered.

The HSS shall support the possibility to bar a Public User Identity from being used for IMS non -registration
procedures. The S-CSCF shall enforce these barring rules for IMS. Examples of use for the barring function are
as follows:

- Currently it is required that at least one Public User Identity shall be stored in the ISIM application or, for
UEs supporting only non-3GPP accesses, in the IMC, if IMC is present. In case the user/operator wants to
prevent this Public User Identity frombeing used for IMS communications, it shall be possible to do so in the
network without affecting the ISIM application or IMC directly.

The HSS shall support the possibility to restrict a user from getting access to IM CN Subsystemfrom
unauthorized visited networks.
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9.

10.

10a.

11.

12.

13.

14.

15.

16.

17.

It shall be possible to register multiple public identities via single IMS registration procedure from the UE. See
clause 5.2.1a for details.

It shall be possible to register a Public User Identity that is simultaneously shared across multiple contact
addresses (at the same or via separate UEs) via IMS registration procedures. However, each registration and each
de-registration process always relates to a particular contact address and a particular Private User Identity.

The number of allowed simultaneous registrations is defined by home operator policy, e.g. locally configured at
the S-CSCF or, when registration is requested via separate UES, per subscribed value if received from the HSS.

It shall be possible for the UE to indicate to the network whether the registration adds a new contact to an
existing registration fromthe same UE.

Registration of a Public User Identity shall not affect the status of already registered Public User Identity(s),
unless due to requirements by Implicit Registration set defined in clause 5.2.1a.

When multiple UEs share the same public identity (es), each UE shall be able to register its contact address(es)
with IMS.

The UE may indicate its capabilities and characteristics in terms of SIP User Agent capabilities and
characteristics described in IETF RFC 3840 [38] during IMS registration. The UE may also update its
capabilities by initiating a re-registration when the capabilities are changed on the UE.

Ifa UE supports GRUU, the UE shall indicate its support for GRUUs and obtain a P-GRUU and a T-GRUU for
each registered Public User Identity during IMS registration as described in RFC 5627 [49].

The P-CSCF may subscribe to notifications of the status of the IMS Signalling connectivity after successful
initial user IMS Registration.

When the access network type information is available from the access network, the P-CSCF shall ensure that
the IMS registration request received fromthe UEto the SIP server (e.g. S-CSCF) contains the correct
information. The P-CSCF may subscribe to notification of changes in the type of access network.

The P-CSCF shall cancel any active subscription e.g. to notifications of the status of the IMS Signalling
connectivity and/or of the change of access network type when the user is de-Registered fromthe IM CN
subsystem.

5.2.1a Implicit Registration

5.2.1a.0 General

When an user has a set of Public User Identities defined to be implicitly registered via single IMS registration of one of
the Public User Identity's in that set, it is considered to be an Implicit Registration. No single public identity shall be
considered as a master to the other Public User Identities. Figure 5.0c shows a simp le diagram of implicit registration
and Public User Identities. Figure 5.0d shows a similar diagram when multiple Private User Identities are involved. In
order to support this function, it is required that:

HSS has the set of Public User Identities that are part of implicit registration.

Cxreference point between S-CSCF and HSS shall support download of all Public User Identities associated
with the implicit registration, during registration of any of the single Public User Identities within the set.

All Public User Identities of an Implicit Registration set must be associated to the same Private User Identities.
See figure 5.0d for the detailed relationship between the public and private user entities within an Imp licit
Registration set.

When one of the Public User Identities within the set is registered, all Public User Identities associated with the
implicit registration set are registered at the same time.

When one of the Public User Identities within the set is de-registered, all Public User Identities that have been
implicitly registered are de-registered at the same time.
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- Registration and de-registration always relates to a particular contact address and a particular Private User
Identity. A Public User Identity that has been registered (including when implicitly registered) with different
contact addresses remains registered in relation to those contact addresses that have not been de-registered.

- Public User Identities belonging to an implicit registration set may point to different service profiles; or some of
these Public User Identities may point to the same service profile.

- When a Public User Identity belongs to an implicit registration set, it cannot be registered or de-registered
individually without the Public User Identity being removed from the implicit registration list.

- Al IMS related registration timers should apply to the set of implicitly registered Public User Identities

- S-CSCF, P-CSCF and UE shall be notified of the set of Public User Identities belonging to the implicitly
registered function. Session set up shall not be allowed for the implicitly registered Public User Identities until
the entities are updated, except for the explicitly registered Public User Identity.

- The S-CSCF shall store during registration all the Service profiles corresponding to the Public User Identities
being registered.

- When a Public User Identity is barred from IMS communications, only the HSS and S-CSCF shall have access
to this Public User Identity.

Public
User Identity

IMS L Private I Public :
Subscription User Identity || User Identity o |
| Implicitly |

Registered ID |

| Public Set |

| User Identity |

- e e e e - = -

|

Public | Service

User Identity 1 | Profile 1
Implicitly !
Registered ID |

Private Public Set1 ! Service

User Identity 1 User Identity 2 | Profile 2
Public !
User Identity 3 ,
IM.S - Implicitly |
Subscription Registered ID |
Set 2 |

Public | Service

User Identity 4 I Profile 3
______________ |
Private Public |
User Identity 2 User Identity 5 . |
Implicitly |
Registered ID |

Public Sets3 ' Service

User Identity 6 ; Profile 4

Figure 5.0d: The relation of two shared Public User Identities (Public-ID-3 and 4) and Private User
Identities
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5.2.1a.l Implicit Registration for UE without ISIM or IMC

In case an UE is registering in the IMS without ISIM or, for UEs supporting only non-3GPP accesses, without IMC, it
shall require the network's assistance to register at least one Public User Identity, which is used for session
establishment & IMS signalling. Implicit registration shall be used as part of a mandatory function for these ISIM -less
or IMC-less UEs to register the Public User Identity(s). In addition to the functions defined in clause 5.2.1a, the
following additional functions are required for this scenario.

- The Temporary public identity shall be used for initial registration process
- Itshall be defined in HSS that if the user does not have implicit registration activated then the user shall not be
allowed to register in the IM S using the Temporary Public User Identity.

5.2.2  Registration flows

5221 Requirements to consider for registration
The additional require ment for the registration information flow for this clause is:
1. A Serving-CSCF is assigned at registration, this does not preclude additional Serving-CSCFs or change of CSCF
at a later date. Procedures for use of additional CSCFs are not standardised in this release.
5.2.2.2 Assumptions
The following are considered as assumptions for the registration procedures as described in clause 5.3.2.3:

1. IP-CAN bearer is already established for signalling and a mechanism exists for the first REGISTER message to
be forwarded to the proxy.

2. The I-CSCF shall use a mechanis mfor determining the Serving-CSCF address based on the required
capabilities. The I-CSCF obtains the name of the S-CSCF from its role as an S-CSCF selector (Figure 5.1) for
the determination and allocation of the Serving-CSCF during registration.

3. The decision for selecting the S-CSCF for the user in the network is made in the I-CSCF.
4. Arrole of the I-CSCF is the S-CSCF selection.

In the information flows described in clauses 5.2.2.3 and 5.2.2.4, there is a mechanismto resolve a name and address.
The text in the information flows indicates when the name-address resolution mechanism is utilised. These flows do not
take into account security features such as user authentication. The description of the impact of IMS security features is
donein TS 33.203[19].

5.2.2.3 Registration information flow — User not registered

The application level registration can be initiated after the registration to the access is performed, and after IP
connectivity for the signalling has been gained from the access network. For the purpose of the registration information
flows, the user is considered to be always roaming. For user roaming in their home network, the home network shall
performthe role of the visited network elements and the home network elements.
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Figure 5.1: Registration — User not registered

1. Afterthe UE has obtained IP connectivity, it can performthe IM registration. To do so, the UE sends the
Register information flow to the proxy (Public User Identity, Private User Identity, home network domain name,
UE IP address, Instance Identifier, GRUU Support Indication).

2. Upon receipt of the register information flow, the P-CSCF shall examine the "home domain name" to discover
the entry point to the home network (i.e. the I-CSCF). The proxy shall send the Register information flow to the
I-CSCF (P-CSCF address/name, Public User Identity, Private User Identity, P-CSCF network identifier, UE IP
address). A name-address resolution mechanism is utilised in order to determine the address of the home
network fromthe home domain name. The P-CSCF network identifier is a string that identifies at the home
network, the network where the P-CSCEF is located (e.g., the P-CSCF network identifier may be the domain
name of the P-CSCF network).

3. The I-CSCF shall send the Cx-Query/Cx-Select-Pull information flow to the HSS (Public User Identity, Private
User Identity, P-CSCF network identifier).

The HSS shall check whether the user is registered already. The HSS shall indicate whether the user is allowed
to register in that P-CSCF network (identified by the P-CSCF network identifier) according to the User
subscription and operator limitations/restrictions if any.

4. Cx-Query Resp/Cx-Select-Pull Resp is sent fromthe HSS to the I-CSCF. It shall contain the S-CSCF name, if it
is known by the HSS, or the S-CSCF capabilities, if it is necessary to select a new S-CSCF. When capabilities
are returned, the I-CSCF shall construct a name from the capabilities returned.

If the checking in HSS was not successful the Cx-Query Resp shall reject the registration attempt.

5. The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address
resolution mechanism. The name -address resolution mechanism is allowed to take the load information of the
S-CSCFs (e.g. obtained using network management procedures) into consideration when deciding the address of
the S-CSCF. The I-CSCF also determines the name of a suitable home network contact point, possibly based on
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10.

11.

information received fromthe HSS. |-CSCF shall then send the register information flow (P-CSCF
address/name, Public User Identity, Private User Identity, P-CSCF network identifier, UE IP address to the
selected S-CSCF. The home network contact point will be used by the P-CSCF to forward session initiation
signalling to the home network.

The S-CSCF shall reject the registration if the number of registered contact addresses for a Public User Identity
fromthe same UE exceeds the limit of simultaneous registrations configured at the S-CSCF. The S-CSCF shall
also reject the registration from separate UEs if the allowed number of simu ltaneous registrations according to
the S-CSCF configuration or per subscribed value for a Public User Identity received from the HSS exceeds the
limit of simultaneous registrations. The S-CSCF shall store the P-CSCF address/name, as supplied by the visited
network. This represents the address/name that the home network forwards the subsequent terminating session
signalling to the UE. The S-CSCF shall store the P-CSCF Network ID information.

The S-CSCF shall send Cx-Put/Cx-Pull (Public User Identity, Private User Identity, S-CSCF name) to the HSS.

The HSS shall store the S-CSCF name for that user and return the information flow Cx-Put Resp/Cx-Pull Resp
(user information) to the S-CSCF. The user information passed fromthe HSS to the S-CSCF shall include one or
more names/addresses information which can be used to access the platform(s) used for service control while the
user is registered at this S-CSCF. The S-CSCF shall store the information for the indicated user. In addition to
the names/addresses information, security information may also be sent for use within the S-CSCF.

Based on the filter criteria, the S-CSCF shall send register information to the service control platformand
perform whatever service control procedures are appropriate.

The S-CSCF shall return the 200 OK information flow (home network contact information, a GRUU set) to the
I-CSCF.

The I-CSCF shall send information flow 200 OK (home network contact information, a GRUU set) to the
P-CSCF. The I-CSCF shall release all registration information after sending information flow 200 OK.

The P-CSCF shall store the home network contact information, and shall send information flow 200 OK (a
GRUU set) to the UE. The P-CSCF may subscribe at the PCRF to notifications of the status of the IMS
Signalling connectivity (see TS 23.203 [54] for more details).

If the S-CSCF receives the priority information of the MPS subscribed-UE as a part of user profile from the
HSS, the S-CSCF provides the priority information to the P-CSCF and the P-CSCF stores this information for
the MPS-subscribed UE.

5.2.2.4 Re-Registration information flow — User currently registered

Periodic application level re-registration is initiated by the UE either to refresh an existing registration or in response to
a change in the registration status of the UE. A re-registration procedure can also be initiated when the capabilities of
the UE have changed or the IP-CAN has changed. Re-registration follows the same process as defined in clause 5.2.2.3
"Registration Information Flow — User not registered"”. When initiated by the UE, based on the registration time
established during the previous registration, the UE shall keep a timer shorter than the registration related timer in the
network.

NOTE 1: if the UE does not re-register, any active sessions may be deactivated.
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Figure 5.2: Re-registration - user currently registered

1. The UE initiates a re-registration. For periodic registration, the UE initiates a re-registration prior to expiry ofthe
agreed registration timer. To re-register, the UE sends a new REGISTER request. The UE sends the REGISTER
information flow to the proxy (Public User Identity, Private User Identity, home network domain name, UE IP
address, capability information, Instance Identifier, GRUU Support Indication).

2. Upon receipt of the register information flow, the P-CSCF shall examine the "home domain name" to discover
the entry point to the home network (i.e. the I-CSCF). The proxy does not use the entry point cached from prior
registrations. The proxy shall send the Register information flow to the I-CSCF (P-CSCF address/name, Public
User Identity, Private User Identity, P-CSCF network identifier, UE IP address). A name -address resolution
mechanism is utilised in order to determine the address of the home network from the home domain name. The
P-CSCF network identifier is a string that identifies at the home network, the network where the P-CSCF is
located (e.g., the P-CSCF network identifier may be the domain name of the P-CSCF network).

NOTE 2: The P-CSCF may force the UE to attempt initial registration with another P-CSCF, instead of forwarding
its re-registration request. This is useful e.g. to move users from a P-CSCF to another P-CSCF without
interrupting the service to these users.

3. The I-CSCF shall send the Cx-Query information flow to the HSS (Public User Identity, Private User Identity
and P-CSCF network identifier).

4. The HSS shall check whether the user is registered already and return an indication indicating that an S-CSCF is
assigned. The Cx-Query Resp (indication of entry contact point, e.g. S-CSCF) is sent from the HSS to the
I-CSCF.

5. The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address
resolution mechanism. The I-CSCF also determines the name of a suitable home network contact point, possibly
based on information received fromthe HSS. I-CSCF shall then send the register information flow (P-CSCF
address/name, Public User Identity, Private User Identity, P-CSCF network identifier, UE IP address to the
selected S-CSCF. The home network contact point will be used by the P-CSCF to forward session initiation
signalling to the home network.

The S-CSCF shall store the P-CSCF address/name, as supplied by the visited network. This represents the
address/name that the home network forwards the subsequent terminating session signalling to the UE.
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The S-CSCF shall send Cx-Put/Cx-Pull (Public User Identity, Private User Identity, S-CSCF name) to the HSS.
Note: Optionally as an optimisation, the S-CSCF can detect that this is a re-registration and omit the Cx-Put/Cx-
Pull request.

The HSS shall stores the S-CSCF name for that user and return the information flow Cx-Put Resp/Cx-Pull-Resp
(user information) to the S-CSCF. The S-CSCF shall store the user information for that indicated user.

Based on the filter criteria, the S-CSCF shall send re-registration information to the service control platform and
perform whatever service control procedures are appropriate.

The S-CSCF shall return the 200 OK information flow (home network contact information, a GRUU set) to the
I-CSCF.

The I-CSCF shall send information flow 200 OK (home network contact information, a GRUU set) to the
P-CSCF. The I-CSCF shall release all registration information after sending information flow 200 OK.

The P-CSCF shall store the home network contact information, and shall send information flow 200 OK (a
GRUU set) to the UE.

If the S-CSCF receives the priority information of the MPS subscribed-UE as a part of user profile from the

HSS, the S-CSCF provides the priority information to the P-CSCF and the P-CSCF stores this information for
the MPS-subscribed UE.

Stored information.

5.1 provides an indication of some of the information stored in the indicated nodes during and after the

registration process. Note that Table 5.1 is not an exhaustive list of stored information, i.e. there can be additional
information stored due to registration.

Table 5.1 Information Storage before, during and after the registration process

Node

Before Registration

During Registration

After Registration

UE - in local network

Credentials
Home Domain
Proxy Name/Address

Same as before
registration

Credentials

Home Domain

Proxy Name/Address
UE P-GRUU

At least one T-GRUU

Proxy-CSCF
-in Home or Visited
network

Routing Function

Initial Network Entry
point

UE Address

Public and Private User
IDs

Access Network Type

Final Network Entry
point

UE Address

Public and Private User
IDs

Access Network Type

Interrogating-CSCF - in
Home network

HSS or SLF Address

Serving-CSCF
address/name
P-CSCF Network ID
Home Network contact
Information

No State Information

HSS

User Service Profile

P-CSCF Network ID

Serving-CSCF
address/name¥

Serving-CSCF (Home)

No state information

HSS Address/name
User profile (limited — as
per network scenario)
Proxy address/name
P-CSCF Network ID
Public/Private User ID
UE IP Address

UE P-GRUU

UE T-GRUU

May have session state
Information

Same as during
registration
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5.3 Application level de-registration procedures

5.3.1 Mobile initiated de-registration

When the UE wants to de-register from the IMS then the UE shall perform application level de-registration. De -
registration is accomplished by a registration with an expiration time of zero seconds. De-registration follows the same
path as defined in clause 5.2.2.3 " Registration Information Flow — User not registered".

Visited Network Home Network
\ | | |
‘ UE \ ‘P-CSCF \ ‘I-CSCF \ \ HSS ‘ ‘ S-CSCF‘
1. REGISTER
2. REGISTER
3. Cx-Query

4. Cx-Query-Resp

5. REGISTER

[,
L

6. Service Control

7. Cx-Put

8. Cx-Put Resp

9. 200 OK

10. 200 OK

11. 200 OK

Figure 5.3: De-registration - user currently registered

1. The UEdecides to initiate de-registration. To de-register, the UE sends a new REGISTER request with an
expiration value of zero seconds. The UE sends the REGISTER information flow to the proxy (Public User
Identity, Private User Identity, home network domain name, UE IP address).

2. Upon receipt of the register information flow, it shall examine the "home domain name” to discover the entry
point to the home network (i.e. the I-CSCF). The proxy does not use the entry point cached fromprior
registrations. The proxy shall send the Register information flow to the I-CSCF (P-CSCF address/name, Public
User Identity, Private User ldentity, P-CSCF network identifier, UE IP address). A name -address resolution
mechanism is utilised in order to determine the address of the home network from the home domain name. The
P-CSCF network identifier is a string that identifies at the home network, the network where the P-CSCF is
located (e.g., the P-CSCF network identifier may be the domain name ofthe P-CSCF network).

3. The I-CSCF shall send the Cx-Query information flow to the HSS (Public User Identity, Private User Identity,
P-CSCF network identifier).

4. The HSS shall determine that the Public User Identity is currently registered. The Cx-Query Resp (indication of
entry point, e.g. S-CSCF) is sent fromthe HSS to the I-CSCF.

5. The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address
resolution mechanism and then shall send the de-register information flow (P-CSCF address/name, Public User
Identity, Private User Identity, UE IP address) to the S-CSCF.

6. Based on the filter criteria, the S-CSCF shall send de-registration information to the service control platformand
perform whatever service control procedures are appropriate. Service control platform removes all subscription
information related to this specific Public User Identity.

7. Based on operator choice the S-CSCF can send either Cx-Put (Public User Identity, Private User Identity, clear
S-CSCF name) or Cx-Put (Public User Identity, Private User Identity, keep S-CSCF name), and the Public User
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Identity is no longer considered registered in the S-CSCF. In case the user has (originating — see 5.6.5, or
terminating — see 5.12) services related to unregistered state, the S-CSCF sends Cx-Put (Public User Identity,
Private User Identity, keep S-CSCF name) in order to keep the S-CSCF name in the HSS for these services.

The HSS then either clears or keeps the S-CSCF name for that Public User Identity according to the Cx-Put
request. If the S-CSCF name is kept, then the HSS shall be able to clear the serving S-CSCF name at any time.

8. The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

9. The S-CSCF shall return the 200 OK information flow to the I-CSCF. The S-CSCF may release all registration
information regarding this specific registration of the Public User Identity after sending information flow 200
OK.

10. The I-CSCF shall send information flow 200 OK to the P-CSCF.

11. The P-CSCF shall send information flow 200 OK to the UE. The P-CSCF releases all registration information
regarding this specific registration of the Public User Identity after sending information flow 200 OK. If the
P-CSCF has an active subscription to notifications of the status of the IMS Signalling connectivity, the P-CSCF
shall cancel the subscription (see TS 23.203 [54] for more details).

5.3.2 Network initiated de-registration

53.20 General

If an ungraceful session termination occurs (e.g. flat battery or mobile leaves coverage), when a stateful proxy server
(such as the S-CSCF) is involved in a session, memory leaks and eventually server failure can occur due to hanging
state machines. To ensure stable S-CSCF operation and carrier grade service, a mechanism to handle the ungraceful
session termination issue is required. This mechanismshould be at the SIP protocol level in order to guarantee access
independence for the IM CN subsystem.

The IM CN subsystemcan initiate a Network Initiated De -Registration procedures for the following reasons:

- Network Maintenance.
Forced re-registrations from users, e.g. in case of data inconsistency at node failure, in case of UICC lost, etc.
Cancelling the current contexts of the user spread among the IM CN Subsystem network nodes at registration,
and imposing a new IM registration solves this condition.

- Network/traffic determined.
The IM CN subsystem must support a mechanismto avoid duplicate registrations or inconsistent information
storage. This case will occur when a user roams to a different network without de-registering the previous one.
This case may occur at the change of the roaming agreement parameters between two operators, imposing new
service conditions to roamers.

- Application Layer determined.
The service capability offered by the IM CN Subsystemto the Application Layers may have parameters
specifying whether all IM CN subsystemregistrations are to be removed, or only those fromone or a group of
terminals fromthe user, etc.

- Subscription Management
The operator must be able to restrict user access to the IM CN subsystem upon detection of contract expiration,
removal of IM subscription, fraud detection, etc. In case of changes in service profile of the user, e.g. the user
subscribes to new services, it may possible that new S-CSCF capabilities, which are required from the S-CSCF,
are not supported by the current S-CSCF which has been assigned to the user. In this case, it shall be possible to
actively change the S-CSCF by using the network initiated de-registration by HSS procedure.

The following clauses provide scenarios showing SIP application de-registration. Note that these flows have avoided
the strict use of specific SIP protocol message names. This is in an attempt to focus on the architectural aspects rather
than the protocol.

Two types of network-initiated de-registration procedures are required:

- To deal with registrations expirations.

- To allow the network to force de-registrations following any of the approved possible causes for this to occur.
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5321 Network Initiated Application (SIP) De-registration, Registration Timeout

The following flow shows a network initiated IM CN subsystem terminal application (SIP) de-registration based on a
registration timeout. A timer value is provided at initial registration and is refreshed by subsequent re-registrations. The
flow assumes that the timer has expired. The locations (home or visited network) of the P-CSCF and S-CSCF are not
indicated as the scenario remains the same for all cases.

UE P-CSCF S-CSCF HSS
| |
1. Timer 1. Timer
Expires Expires

2. Service Control

3. Cx-Put
—>

4. Cx-Put-Resp
<«

Figure 5.4: Network initiated application de-registration, registration timeout

1. The registration timers in the P-CSCF and in the S-CSCF expire. The timers are assumed to be close enough that
no external synchronisation is required. The P-CSCF updates its internal databases to remove the Public User
Identity frombeing registered. It is assumed that any cleanup of IP-Connectivity Access Network resources will
be handled by independent means. If the P-CSCF has an active subscription to notifications of the status of the
IMS Signalling connectivity, the P-CSCF shall cancel the subscription (see TS 23.203 [54] for more details).

2. Based on the filter criteria, the S-CSCF shall send de-registration information to the service control platform and
perform whatever service control procedures are appropriate. Serv ice control platform removes all subscription
information related to this specific Public User Identity.

3. Based on operator choice the S-CSCF can send either Cx-Put (Public User Identity, Private User Identity, clear
S-CSCF name) or Cx-Put (Public User Identity, Private User Identity, keep S-CSCF name), and the Public User
Identity is no longer considered registered in the S-CSCF. In case the user has (originating — see 5.6.5, or
terminating — see 5.12) services related to unregistered state, the S-CSCF sends Cx-Put (Public User Identity,
Private User Identity, keep S-CSCF name) in order to keep the S-CSCF name in the HSS for these services.

The HSS then either clears or keeps S-CSCF name for that Public User Identity according to Cx-Put the request.
Ifthe S-CSCF name is kept, then the HSS shall be able to clear the serving S-CSCF name at any time.

4. The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

53.2.2 Network Initiated Application (SIP) De-registration, Administrative

5.3.2.2.0 General

For different reasons (e.g., subscription termination, lost terminal, etc.) a home network ad ministrative function may
determine a need to clear a user's SIP registration. This function initiates the de-registration procedure and may reside in
various elements depending on the exact reason for initiating the de-registration.

One such home network element is the HSS, which already knows the S-CSCF serving the user and that for this
purpose makes use of the Cx-Deregister. Another home network element that could initiate the de-registration is the
S-CSCF, in which case it makes use of the Cx-Put to inform the HSS. Other trusted/secured parties may also initiate de-
registration to the S-CSCF.

The following flow shows a network initiated IM CN subsystem terminal application (SIP) de-registration based on an
administrative action for example. The IP transport infrastructure is not notified. If complete packet access is to be
denied, a transport layer administrative mechanism would be used. This scenario does not address the administrative
mechanis ms used for updating any subscriber records, EIR records, access authorization, etc. This scenario only
addresses the specific action of clearing the SIP application registration that is currently in effect.
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As determined by the operator, on-going sessions may be released by using network initiated session release procedures
in clause 5.10.3.

5.3.2.2.1 Network Initiated De-registration by HSS, administrative

UE ‘ ‘ P-CSCF ‘ ‘ S-CSCF ‘ ‘ HSS

1. Cx-Deregister

| 2. Service Control |

3. Deregister

4. UE Inform

5. OK 200
6. OK 200 |
|

7. Cx-Deregister
Resp >

Figure 5.5: Network initiated application de-registration by HSS, administrative

1. HSS initiates the de-registration, sending a Cx-Deregister (user identity) which may include the reason for the
de-registration.

2. Based on the filter criteria, the S-CSCF shall send de-registration information to the service control platform and
perform whatever service control procedures are appropriate.

3. The S-CSCF issues a de-registration towards the P-CSCF for this user and updates its internal database to
remove the user from being registered. The reason for the de-registration received from the HSS shall be
included if available.

4. The P-CSCF informs the UE of the de-registration and without modification forwards the reason for the de-
registration, if available. Due to loss of contact with the mobile, it might be possible that the UE does not receive
the information of the de-registration.

5. The P-CSCF sends a response to the S-CSCF and updates its internal database to remove the user from being
registered. If the P-CSCF has an active subscription to notifications of the status of the IMS Signalling
connectivity, the P-CSCF shall cancel the subscription (see TS 23.203 [54] for more details).

6. When possible, the UE sends a response to the P-CSCF to acknowledge the de-registration. A mishehaving UE
ora UE that is out of P-CSCF coverage could not answer properly to the de-registration request. The P-CSCF
should performthe de-registration in any case, e.g., after the timer for this request expires.

If the UE does not perform automatic re-registration due to the de-registration the user shall be informed about
the de-registration and of the reason, if available.

NOTE 1: Steps 4and 5 may be done in parallel: the P-CSCF does not wait for an answer fromthe UE before
answering to the S-CSCF

7. The S-CSCF returns a response to the entity that initiated the process.

NOTE 2: Another trusted/secured party may also request for de-registration via HSS through administrative
mechanis ms provided by the operator.

5.3.2.2.2 Network Initiated De-registration by Service Platform

A service platform may determine a need to clear a user's SIP registration. This function initiates the de -registration
procedure and resides in a service platform.

The following flow shows a service control initiated IMS terminal application (SIP) de-registration.
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Figure 5.5a: Network initiated application de-registration, service platform

1. The S-CSCF receives de-registration information from the service platform and invokes whatever service logic
procedures are appropriate. This information may include the reason for the de-registration.

2. The S-CSCF issues a de-registration towards the P-CSCF for this user and updates its internal database to
remove the user from being registered. The reason for the de-registration shall be included, if available.

3. The P-CSCF informs the UE of the de-registration, and without modification forwards the reason for the de-
registration, if available. Due to loss of contact with the mobile, it might be possible that the UE does not receive
the information of the de registration.

4. The P-CSCF sends a response to the S-CSCF and updates its internal database to remove the user from being
registered. If the P-CSCF has an active subscription to notifications of the status of the IMS Signalling
connectivity, the P-CSCF shall cancel the subscription (see TS 23.203 [54] for more details).

5. When possible, the UE sends a response to the P-CSCF to acknowledge the de-registration. A misbehaving UE
ora UE that is out of P-CSCF coverage could not answer properly to the de-registration request. The P-CSCF
should performthe de-registration in any case, e.g., after the timer for this request expires.

If the UE does not perform automatic re-registration due to the de-registration the user shall be informed about
the de-registration and of the reason, if available.

NOTE 1: Steps 4and 5 may be done in parallel: the P-CSCF does not wait for an answer fromthe UE before
answering to the S-CSCF

6. Based on operator choice the S-CSCF can send either Cx-Put (Public User Identity, Private User Identity, clear
S-CSCF name) or Cx-Put (Public User Identity, Private User ldentity, keep S-CSCF name). In both cases the
Public User Identity is no longer considered registered in the S-CSCF. In case the user has (originating - see
5.6.5, or terminating - see 5.12) services related to unregistered state, the S-CSCF may send Cx-Put (Public User
Identity, Private User Identity, keep S-CSCF name) in order to keep the S-CSCF name in the HSS for these
services.

The HSS then either clears or keeps S-CSCF name for that Public User Identity according to Cx-Put the request.
7. The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

NOTE 2: Another trusted/secured party may also initiate the de-registration, for example, by issuing a third party
SIP registration with timer set to 0 via S-CSCF.
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54 Procedures for IP multi-media sessions

54.0 General

Basic IM S sessions between users will always involve two S-CSCFs (one S-CSCF for each). The session flow is
decomposed into two parts: an origination part between the UE & the S-CSCF and termination part between the
S-CSCF and the UE, including all network elements in the path.

A basic session between a user and a PSTN endpoint involves an S-CSCF for the UE, a BGCF to select the PSTN
gateway, and an MGCF for the PSTN.

The session flow is decomposed into three parts — an origination part, an inter-Serving-CSCF M GCF part, and a
termination part. The origination part covers all network elements between the UE (or PSTN) and the S-CSCF for that
UE (or MGCF serving the MGW). The termination part covers all network elements between the S-CSCF for the UE
(or MGCF serving the MGW) and the UE (or PSTN).

5.4.1 Bearerinterworking concepts

Voice bearers fromthe IM CN subsystemneed to be connected with the voice bearers of other networks. Elements such
as Media Gateway Functions (MGW ) are provided to support such bearer interworking. One of the functions of the
MGW may be to support transcoding between a codec used by the UE in the IM CN subsystemand the codec being
used in the network of the other party.

Default codecs to be supported within the UE are IP-CAN dependent and hence are defined in the respective IP-CAN
specific documents. The use of default codecs within the UE enables the IM CN subsystemto interwork with other
networks on an end to end basi or through transcoding.

The IM CN subsystemis also able to interwork with the CS networks (e.g. PSTN, ISDN, CS domain of some PLMN)
by supporting transcoding in the IMS MGW element. Furthermore to allow interworking between users of the IM CN
subsystemand IP multimedia fixed terminals and other codecs may (this is imp lementation dependent) be supported by
the MGW.

In order to support existing network capabilities, it is required that IMS supports endpoints (e.g., UE, MRFP, M GCF for
interworking with the PSTN) able to send or receive DTMF tone indications using the bearer, i.e. inband signalling. An
additional element for bearer interworking is the interworking of these DTMF tones and out-of-band signalling between
one network and another. In such a case, the MGW shall provide tone generation and may provide detection under the
control of the M GCF.

54.2 Interworking with Internet

Depending on operator policy, the S-CSCF may forward the SIP request or response to another SIP server located
within an ISP domain outside of the IM CN subsystem.

It is possible that the external SIP client does not support one or more of the SIP extensions required for IMS end points
to set up IMS sessions (e.g. Preconditions, Update, 100Rel) as described in TS 24.229 [10a], then the UE or other SIP
user agents within the IMS should be able to fall back to SIP procedures which allow interworking towards the external
client. Depending on the home network operator policy, the network may restrict session initiation requests towards and
fromexternal SIP clients without the support of SIP extensions defined for IMS sessions.

5.4.2a IP version interworking
Following interworking scenarios exist:

Application Level Interworking

It should be possible for users connected to an IMS network to communicate with users that are connected to SIP based
networks that use a different IP version via interworking or that are in a separate addressing range (e.g. NA(P)T
functionality is set at the border of the IMS). Annex | describes in more detail how such interworking is performed for
IMS.
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Transport Level Interworking

Inter-working also includes tunnelling level interconnection of IMS networks via transit networks that use a different IP
version using for examp le, configured tunnels as described in TS 23.221 [7]. Figure 5.5b below shows an example
configuration scenario where two IPv6 IM S networks are connected via an IPv4 network.

IPv4
Interconnecting
Networks

Figure 5.5b: Example tunnelling of IPv6 traffic over IPv4 networks

5.4.3 Interworking with PSTN

The S-CSCF, possibly in conjunction with an Application Server, shall determine that the session should be forwarded
to the PSTN. The S-CSCF will forward the Invite information flow to the BGCF in the same network.

The BGCF selects the network in which the interworking should occur, and the selection of the interworking network is
based on local policy.

If the BGCF determines that the interworking should occur in the same network, then the BGCF selects the MGCF
which will performthe interworking, otherwise the BGCF forward the invite information flow to the BGCF in the
selected network.

The M GCF will perform the interworking to the PSTN and control the MG for the media conversions.

The high level overview of the network initiated PSTN interworking process is shown in figure 5.6.

Receipt of SIP
invite

S-CSCF determines if
the session is to be continued in IM CN
orin GSTN?

To GSTN via Network

Continued via

IM CN subsystem Other network

BGCF selects network

: : BGCF forwards BGCF selects &
Continue yvnth signalling to forwards
SIP routing the selected the signalling
network to the MGCF

Figure 5.6: Network based PSTN interworking breakout process
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5.4.4  Requirements for IP multi-media session control

In order for operators to be able to offer a "carrier-grade™ IP multimedia service, and to require bearers whose features
(e.g. Bandwidth) are coherent with the media components negotiated through CSCFs, the following features shall be
offered:

1. Both end points of the session shall be able to negotiate (according to service /UE settings,) which resources (i.e.
which media components) need to be established before the destination party is alerted. The session signalling
shall ensure that these resources (including IP-Connectivity Access Network resources and IP multimedia
backbone resources) are made availab le or reserved before the destination UE rings.

This should nevertheless not prevent the UE from offering to the end-user the choice of accepting or rejecting
the components of the session before establishing the bearers.

2. Depending on regulatory requirements, the IP multimedia service shall be able to charge the originating party for
the IP-Connectivity Access Network service of both originating and destination side or when reverse charging
applies to charge the terminating party for the IP-Connectivity Access Network service of both originating and
terminating side. This implies that it should be easy to correlate CDR held by the IP-Connectivity Access
Network service with a session.

3. The session control function of IP multimedia network of an operator (CSCF) shall be able (according to
operator choice) to have a strict control (e.g. on source /destination IP address, QoS) on the flows associated with
session established through SIP entering the IP multimed ia bearer network from IP-Connectivity Access
Network service. This does not mean that CSCF is the enforcement point (which actually is the Gateway
between the IP-Connectivity Access Network and the IP multimedia network) but that the CSCF may be the
final decision point for this control.

4. The session control and bearer control mechanisms shall allow the session control to decide when user plane
traffic between end-points of a SIP session may start/shall stop. This allows this traffic to start/stop in
synchronisation with the start/stop of charging for a session.

5. The IP-Connectivity Access Network service shall be able to notify the IP multimedia session control when the
IP-Connectivity Access Network service has either modified or suspended or released the bearer(s) of a user
associated with a session (because e.g. the user is no longer reachable).

6. The solution shall comply with the architectural rules relating to separation of bearer level, session control level,
and service level.

545 Session Path Information

545.1 Session Path Information during Registration and Session Initiation

During registration and session initiation there are SIP mechanisms, which provide the means to determine the session
path.

After registration the P-CSCF stores the S-CSCF name, possibly IBCF names and the S-CSCF stores the P-CSCF name
and possibly IBCF names (see 4.3.4) as part of the UE related information.

There is a need to store the session path that is determined during the session initiation request in order to route the
subsequent session requests through this determined path. This is needed in order to route these session requests
through certain nodes, e.g. the ones performing Service Control, or interconnect functions. CSCFs are assumed to
perform certain actions:

1. CSCFs (Proxy and Serving) store a certain part of the session path determined during session initiation. This
allows CSCFs to generate requests that traverse all elements on a Route path.

2. The P-CSCF shall check correct usage of the header values. Should an UE build inaccurate header(s) in a SIP
request, the P-CSCF may reject the request. If an operator policy requires enforcing the routes stored in P-CSCF,
the P-CSCF shall overwrite the header(s) provided by the UE with the appropriate values.

5452 P-CSCF inthe Session Path

All SIP signalling to or fromthe UE traverses the P-CSCF.
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5453 S-CSCF inthe Session Path

All initial requests to or fromthe UE traverse the S-CSCF assigned to the UE. The S-CSCF uses the "Record-Route"
mechanismdefined in IETF RFC 3261 [12] to remain in the signalling path for subsequent requests too; in short terms:
the S-CSCF "record-routes™. This is considered the default behaviour for all IMS communication. However, if
Application Servers under operator control guarantee the home control of the session, then it may not be required that
all subsequent requests traverse the S-CSCF. In such cases the operator may choose that the S-CSCF does not “record-
route”. The detailed record-route behaviour is configured in the S-CSCF, e.g. on a per-service basis. The S-CSCF
decides whether it performs record-routing or not based on operator configuration in the S-CSCF.

See also Annex F for background information.
5.4.6 End-user preferences and terminal capabilities

546.0 General

Due to different capabilities of the originating and terminating terminals, it might not be possible to establish all the
med ia suggested by the originator for a particular session. In addition, the destination user may have different
preferences of type of media depending on who is originating and on the situation e.g. being in a meeting or driving the
car, etc.

546.1 Objectives
The general objectives concerning terminal capabilities and end-user behaviour are listed below.

- The capabilities of the terminal have impact on the SDP description in the SIP session flows, since different
terminals may support different media types (such as video, audio, application or data) and may have
implemented different set of codecs for audio and video. Note that the capabilities of the terminal may change
when an external device, such as a video camera is attached to the terminal.

- The configuration of the terminal changes the capabilities of the terminal. This can be done by attaching external
devices or possibly by a user setting of certain parameters or profiles in the terminal.

- The preferences of the destination user may depend on who is originating the session and on the situation. Cost,
associated with the session, may also be another factor, i.e. depending on time of the day or day of the week etc.
Due to this reason the user may want to accept or reject certain media components.

- The available resources in the network play an important role, as certain media streams, consuming high
bandwidth, may be denied. Therefore, before the user is alerted that the session set up is successful, it is assumed
that the network has guaranteed and has reserved the needed resources for one or several media streams of the
session. This does not preclude the possibility for the user to indicate his/her preferences regarding the session
also after the alerting, in which case the initial resource reservations may have to be modified.

- End-to-end quality of service may be provided by using a variety of mechanisms, including guaranteed end -to-
end QoS and best effort. The network may not be able to guarantee the requested end-to-end QoS. This may be
the case when the user is establishing sessions through the public Internet. On the other hand, certain sessions,
with the agreement of the initiating and terminating endpoints, should have the right to go through even without
having the requested QoS guarantee.

5.4.6.2 End-user expectations

Fromthe end-user point of view the following user interactions can be listed:

- Foroutgoing sessions, it is assumed that the user would like to select certain parameters that define the proposed
session. This can be pre-configured as preferences or defined on a per session basis.

- For incoming sessions, it is assumed that the terminal will establish a dialogue with the user. Such dialogue
allows the user to manually accept some of the proposed parameters by the originator. This is typically media
type (audio, video, whiteboard) and different quality parameters per media type. As an alternative, the user
preferences may be pre-configured.
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- Before establishing or accepting a new session, the user may define or agree on the following parameters. Some
of these parameters may be pre-configured and others are defined on a per session basis.

1. Type of media, i.e. audio, video, whiteboard, etc. This represents the user preferences of media types.

2. Combination of QoS attributes and selection of codec. This represents the quality of the media component,
the cost and the probability of availability of resources both in the access network and in the core network.

3. Subset of capabilities used in the terminal. Terminals can have different set of capabilities. However, the user
may or may not want to use the maximum set of capabilities. For instance, a user might want to establish a
low cost video session with a small window on the screen.

4. End-to-end quality of service. For certain media streams, the user may want assured end-to-end QoS while
for other streams the QoS may be optional or even not desired at all (best effort).

54.6.3 Mechanism for bearer establishment

In order to fulfil the above requirements, it is needed that the destination user can be pre-alerted before the bearer
establishment and negotiation and IP-Connectivity Access Network bearer activation has taken place. This gives room
for the destination user to choose the media streams and codecs required before an expensive resource (as the air
interface is) is established.

Figure 5.7 shows the mechanism for the bearer establishment in which the pre-alerting occurs before the initial bearer
creation procedures are performed. Furthermore, a user interaction may also occur after the initial bearers are created as
shown in figure 5.7. If the session originator receives multip le provisional responses for the same session indicating that
the session has been forked in the network, the UE may choose to process a pre-configured number of responses. In the
case of multiple responses, the resources requested by the UE shall be the "logical OR™ (i.e. least upper bound) of the
resources indicated in the multiple responses to avoid allocation of unnecessary resources. The UE shall never request
more resources then was originally proposed in the Original INVITE.

The "Other x-CSCFs" entity in figure 5.7 comprises several CSCFs: I-CSCF and S-CSCFs. For the sake of simplicity
only the IP-Connectivity Access Network is shown, and the Policy Decision Functions have been omitted from the
diagram.
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Figure 5.7: Bearer establishment showing optional pre-alerting
1. UE(A) starts a Session Initiation procedure to UE(B) that includes an SDP proposal.
The steps 2-4 are optional and may depend on terminal imp lementation and/or terminal pre -configured settings.
2. The userat UE(B) is pre-alerted.
3. An indication of the pre-alerting may be sent towards UE(A).
4. Userat UE(B) will then interact and express his/her wishes regarding the actual session.

5. UE(B) generates accepted SDP based on terminal settings, terminal pre-configured profiles and optionally the
user's wishes.

6. The accepted SDP is forwarded to UE(A) in the payload of a reliable SIP response.

7. Initial bearer creation procedure is performed. During this bearer creation step the resources in the UE(A)'s and
UE(B)'s IP-CANSs are reserved. Bearer resources in external networks may also be reserved at this point.

The steps 8-10 are also optional and may be skipped.
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8. Terminal at UE(B) starts ringing.
9. The alerting indication is sent towards UE(A).
10. User at UE(B) may interact and express his/her wishes regarding the actual session.

11. UE(A) and UE(B) may perform bearer mod ification procedure at this point, if the initial bearers reserved in step
7 and the wishes of user at UE(B) are different. During this bearer mod ification step the resources in the
IP-CANs of UE(A) and UE(B) may be modified, and the resource reservation in the external network may also
be modified.

12. Session initiation procedure is acknowledged.

54.6.4 Session progress indication to the originating UE

The pre-alerting or alerting indications returned to the originating U E shall enable the originating UE to inform the
calling user of the session progress prior to the arrival of the incoming media (for example the originating UE may
synthesise ringing locally).

54.7 Interaction between QoS and session signalling

547.0 General

At IP-CAN bearer activation the user shall have access to either IP-CAN services without Policy and Charging Control,
or IP-CAN services with Policy and Charging Control. It is operator choice whether to offer both or only one of these
alternatives for accessing the IM Subsystem.

When using IP-CAN without Policy and Charging Control, the bearer is established according to the user's subscription,
local operator's IP bearer resource based policy, local operator's admission control function and roaming agree ments.

When using IP-CAN with Policy and Charging Control, PCC decisions (e.g., authorization and control) are also applied
to the bearer.

The description in this clause and the following clauses (clauses 5.4.7.1 - 5.4.7.7) is applicab le for the case when Policy
and Charging Control is employed.

The IP-Connectivity Access Network contains a Policy and Charging Enforcement Function (PCEF) that has the
capability of policing packet flow into the IP network, and restricting the set of IP destinations that may be reached
from/through an IP-CAN bearer according to a packet classifier. This policy ‘gate’ function has an external control
interface that allows it to be selectively 'opened’ or ‘closed’ on the basis of IP destination address and port. When open,
the gate allows packets to pass through (to the destination specified in the classifier) and when closed, no packets are
allowed to pass through. The control is performed by a PCRF (the interface between the PCRF and the P-CSCF is the
Rx interface standardised in TS 23.203 [54]).

There are eight interactions defined for Policy and Charging Control:
1. Authorize QoS Resources.
2. Resource Reservation.
3. Enabling of media flows authorized in (1), e.g. 'open’ the ‘gate’.
4. Disabling of media flows authorized in (1), e.g. ‘close’ the 'gate".
5. Revoke Authorization for IP-CAN and IP resources.
6. Indication of IP-CAN bearer release fromthe PCEF in the IP-Connectivity Access Network to the PCRF.
7. Authorization of IP-CAN bearer mod ification.

8. Indication of IP-CAN bearer mod ification fromthe PCEF in the IP-Connectivity Access Network to the PCRF.
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These requirements and functional description of these interactions are explained further in the following clauses. The
complete specification of the interface between the Policy and Charging Rules Function and the Policy and Charging
Enforcement Function is contained in TS 23.203 [54].

The Policy and Charging Control can also be used to enable the P-CSCF to retrieve the user location and/or UE Time
Zone information fromthe access network as specified in TS 23.203 [54].

54.7.1 Authorize QoS Resources

The Authorize QoS Resources procedure is used during an establishment and a modification of a SIP session. The
P-CSCF shall use the SDP contained in the SIP signalling to derive the session information that is relevant for Po licy
and Charging Control and forwards it to the PCRF. The PCRF shall use the received information to calculate the proper
authorization. This enables the PCRF to authorize the required QoS resources.

NOTE: Although session information is incomplete in the terminating side P-CSCF at the reception of the SDP
offer, it can be sent to PCRF whenever the SDP offer (contained in the session establishment request or
session modification request) indicates no requirements for resource reservation or that the required
resources are already available on the originating side, as in such cases no SDP answer is received before
the PCRF is requested to authorize the required QoS resources.

The authorization shall be expressed in terms of the IP resources to be authorized and shall include limits on media
flows, and may include restrictions on IP destination address and port. The PCC shall authorize each SIP session
independently (including additional parallel sessions, e.g. Call Waiting) and shall take into consideration the amount of
IP resources the user's subscription allows.

5.4.7.1a Resource Reservation with Policy and Charging Control

The IP-CAN provides the Policy and Charging Enforcement Point that implements the policy decisions for performing
admission control and authorising the IP-CAN and IP BS QoS Resource request, and policing media flows entering the
external IP network.

Authorization of IP-CAN and IP QoS Resources shall be required for access to the IP Multimedia Subsystem. The
IP-CAN shall determine the need for authorization, possibly based on provisioning and/or based on requested
parameters, which may be IP-CAN specific.

Resource Reservation is initiated either by the UE or the IP-CAN depending on the bearer establishment mode selected
for the IP-CAN session, see TS 23.203 [54]:

- Resource reservation requests initiated fromthe UE shall (if possible for the used IP-CAN) contain the traffic
mapping information which enables the IP-CAN to correctly match the reservation request to the corresponding
authorization. The authorization is normally ‘Pulled’ fromthe PCRF by the PCEF within the IP-CAN when the
reservation request is received fromthe UE.

NOTE: When a UE combines multiple media flows onto a single IP-CA N bearer, all the traffic mapping
information related to those media flows are provided in the resource reservation request.

With a request for IP-CAN Qo S resources, the PCEF within the IP-CAN shall verify the request is less than the sum of
the authorized IP resources (within the error tolerance of the conversion mechanism) for all of the combined media
flows.

- Resource reservation requests initiated by the IP-CAN take place after successful authorization of QoS
resources. The PCRF "Pushes" the authorization for IP-CAN bearer resources to the PCEF within the IP-CAN,
which then enforces the authorization by either modify ing the characteristics of one existing IP-CAN bearer or
requesting the establishment of a new one.

- Resource reservation requests initiated by the IP-CAN shall (if possible for the used IP-CAN) contain the traffic
mapping information which enables the UE to correctly match the reservation request to the corresponding
med ia of the SIP session.

54.7.2 Enabling of Media Flows

The PCRF makes policy decisions and provides an indication to the PCEF within the IP-CAN that the user is now
allowed to use the allocated QoS resources for per-session authorizations unless this was done based on Policy and

3GPP



Release 11 87 3GPP TS 23.228 V11.9.0 (2013-09)

Charging Control at the time of the Resource Reservation procedure. If there is more than one response for the same
session, indicating that the session has been forked in the network, the PCRF may authorize the "logical OR" of the
resources requested in the responses. When the session established indication has been received, if the PCRF earlier
have authorized the "logical OR" of the resources then the PCRF will modify the authorization and enable the
corresponding media flows according to the session established indication.

The PCEF within the IP-CAN enforces the policy decisions. The IP-CAN shall restrict any use of the IP resources prior
to this indication fromthe PCRF, e.g. by keeping the gate closed and disabling the use of resources for the media flow.
Based on local policy, IP-CAN and/or IP resources may be allowed to be used by the user at the time they are
authorized by the PCRF.

5.4.7.3 Disabling of Media Flows

The PCRF makes policy decisions and provides an indication to the PCEF within the IP-CAN about revoking the user's
capacity to use the allocated QoS resources for per-session authorizations. The indication for disabling media flows
shall be sent as a separate decision to the PCEF within the IP-CAN corresponding to the previous request to enable
med ia flows.

The PCEF within the IP-CAN enforces the policy decisions. The IP-CAN shall restrict any use of the IP resources after
this indication from the PCRF, e.g. by closing the gate and blocking the media flow.

54.7.4 Revoke Authorization for IP-Connectivity Access Network and IP Resources

At IP multimedia session release, the UE should deactivate the IP-CAN bearer(s) used for the IP multimedia session. In
various cases the UE will be unable to perform this release itself. The PCRF provides indication to the PCEF within the
IP-CAN when the resources previous authorized, and possibly allocated by the UE, are to be released. The IP-CAN
shall deactivate the IP-CAN bearer used for the IP multimedia session.

5475 Indication of IP-Connectivity Access Network bearer release

Any release of IP-CAN bearer(s) that were established based on authorization fromthe PCRF shall be reported to the
PCRF by the PCEF within the IP-CAN.

This indication is forwarded to the P-CSCF and may be used by the P-CSCF to initiate a session release towards the
remote endpoint e.g. if all IP-CAN bearer(s) associated with the session were released, the procedures in clause 5.10.3.1
can be executed.

NOTE: Ifonly a subset of IP-CAN bearer(s) were released, then the UE can update the ongoing session with the
remainder of allowed media flows or a subset of allowed media flows.

5.4.7.6 Authorization of IP-Connectivity Access Network bearer modification

When an IP-CAN bearer is modified by the UE, such that the requested QoS falls outside of the limits that were
authorized at IP-CAN bearer activation (or last modification) or such that new binding information is received, then the
PCEF within the IP-CAN shall verify the authorization of this IP-CAN bearer modification.

If the PCEF within the IP-CAN does not have sufficient information to authorize the IP-CAN bearer mod ification
request, the PCEF within the IP-CAN shall send an authorization request to the PCRF. The PCRF authorizes the
modified IP-CAN bearer based on the currentsession information. Note that the P-CSCF sends an update of the session
information in case of a modification of a SIP session which results in an update of the authorization as described in
clause 5.4.7.1.

When the P-CSCF sends an update of the session information and the bearer establishment is controlled by the IP-CAN,
the PCRF shall send an updated authorization to the PCEF. The PCEF within the IP-CAN enforces the policy decision
accordingly (e.g. by requesting the reservation of new IP-CAN bearer resources in the case of the addition of a new

med ia component to the session or release of previously reserved resources if a media component has been removed
fromthe IP Multimedia session).
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54.7.7 Indication of IP-Connectivity Access Network bearer modification

When an IP-CAN bearer is modified such that the maximumbit rate (downlink and uplink) is downgraded to 0 kbit/s or
changed from 0 kbit/s to a value that falls within the limits that were authorized at IP-CAN bearer activation (or last
modification) then the PCEF within the IP-CAN shall report this to the PCRF.

This indication is forwarded to the P-CSCF and may be used by the P-CSCF to initiate a session release towards the
remote endpoint.

548  QoS-Assured Preconditions

This clause contains concepts for the relation between the resource reservation procedure and the procedure for end-to-
end sessions.

A precondition is a set of constraints about the session, which are introduced during the session initiation. The recipient
of the session generates an answer, but does not alert the user or otherwis e proceed with session establishment until the
preconditions are met. This can be known through a local event (such as a confirmation of a resource reservation), or
through a new set of constraints sent by the caller.

The set-up of a "QoS-Assured"” session will not comp lete until required resources have been allocated to the session. In
a QoS-Assured session, the QoS bearer for the media streamshall be successfully established according to the QoS
preconditions defined at the session level before the UE may indicate a successful response to complete the session and
alert the other end point. The principles for when a UE shall regard QoS preconditions to be met are:

- A minimum requirement to meet the QoS preconditions defined for a media stream in a certain direction, is that
an appropriate IP-CAN bearer is established at the local access for that direction.

- Segmented resource reservation is performed since the end points are responsible to make access network
resource reservations via local mechanisms.

- The end points shall offer the resources it may want to support for the session and negotiate to an agreed set.
Multiple negotiation steps may be needed in order to agree on a set of media for the session. The final agreed set
is then updated between the end points.

- The action to take in case a UE fails to fulfil the pre-conditions (e.g. failure in establishment of an RSVP
session) depends on the reason for failure. If the reason is lack of resources in the network (e.g. an admission
control function in the network rejects the request for resources), the UE shall fail to comp lete the session. For
other reasons (e.g. lack of RSVP host or proxy along the path) the action to take is local decision within the UE.
It may for example 1) choose to fail to complete the session, 2) attempt to complete the session by no longer
requiring some of the additional actions.

NOTE 1: To avoid unwanted session setup delay and IP-CAN signalling load, QoS-Assured sessions needs to be
used with care and it is decided per application which media that require resource reservation.

The following cases exist in the context of using "QoS-Assured" preconditions for IMS:

a. The IMS session requires the reservation of additional bearer resources, and the UE requires confirmation from
the other endpoint of the fulfilment of the pre-conditions related to this resource reservation. An endpoint may
not require the reservation of bearer resources, and may therefore immediately indicate the local fulfilment of the
pre-conditions. One example of such SIP endpoint is the MGCF used for PSTN interworking. In these cases, one
or both of the reservation confirmation messages may not be sent.

b. The IMS session does not require the reservation of additional bearer resources, and both endpoints indicate in
their initial session setup message that the pre-conditions are fulfilled.

c. The IMS session does not require the reservation of additional bearer resources, and the endpoints do not use the
mechanismto indicate "QoS-Assured" pre-conditions.

NOTE 2: The flows of clauses 5.5, 5.6 and 5.7 depict the case where both UEs require confirmation from each
other of the fulfilment of the pre-conditions. The flow in clause 5.7a depicts the case where the IMS
session does not require the reservation of additional bearer resources and the endpoints do not use pre-
conditions.
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549 Event and information distribution

5490 General

The S-CSCF and Application Servers (SIP-AS, IM-SSF, OSA-SCS) shall be able to send service information messages
to endpoints. This shall be done based on a SIP Request/Response information exchange containing the service
information and/or a list of URI(s) pointing to the location of information represented in other media formats. The
stimulus for initiating the service event related information message may come frome.g. a service logic residing in an
Application Server.

In addition, the end points shall also be able to send information to each other. This information shall be delivered using
SIP based messages. The corresponding SIP messages shall be forwarded along the IMS SIP signalling path. This
includes the S-CSCF but may also include SIP Application Servers. The information may be related or unrelated to any
ongoing session and/or may be independent of any session. Applicable mechanis ms (for e.g. routing, security, charging,
etc) defined for IMS SIP sessions shall also be applied for the SIP based messages delivering the end -point information.
The length of the information transferred is restricted by the message size (e.g. the MTU), s o fragmentation and re-
assembly of the information is not required to be supported in the UE. This information may include e.g. text message,
http url, etc.

This mechanism considers the following issues:

- The IMS has the capability to handle different kinds of media. That is, it is possible to provide information
contained within several different media formats e.g. text, pictures or video.

- The UESs level of supporting service event related information and its exchange may depend on the UE's
capabilities and configuration.

- A UEnot participating in the service related information exchange shall not be effected by a service related
information exchange possibly being performed with another UE of the session.

NOTE: The service event related information exchange may either take place in the context of a session, or
independently outside the context of any existing session.

UE#1 | |P-CSCF#1| | S-CSCF#1| | s-cscF#2| |[P-cscr#2] | UE#2 |

Service control event
invoking information
exchange

[—1. Information

<4—2. |nformation ——

3. UE will present the
service related
information or retrieve
one of the media
resources from the list

—4. Response —® | —5. Response —™

Figure 5.8: Providing service event related information to related endpoint

1. When a service event occurs that the S-CSCF or the Application Server wishes to informan endpoint about, the
S-CSCF or the Application Server generates a message request containing information to be presented to the
user. The contents may include text describing the service event, a list of URI(s) or other service modification
information.

2. P-CSCF forwards the message request.

3. UEpresents the service-related information, to the extent that it conforms to its capabilities and configuration, to
the user.

4. Possibly after interaction with the user, the UE will be able to include information in the response to the
S-CSCF.
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5. P-CSCF forwards the response.
NOTE 1: The UE may retrieve service event related information using IP-CAN or IMS procedures.

NOTE 2: transport aspects of the information transfer described above may require further considerations.

549.1 Subscription to event notifications

The SIP-event notification mechanismallows a SIP entity to request notification from remote nodes indicating that
certain standardised events have occurred. Examples of such of events are changes in presence states, changes in
registration states, changes in Subscription authorization policies (see TS 23.141 [36]) and other events that are caused
by information changes in e.g. Application Servers or S-CSCF.

It shall be possible to either fetch relevant information once or monitor changes over a defined time. It shall be possible
for a user to subscribe to events related to his/her own subscription (e.g. when the user subscribes to his own
registration state) or to events related to other users' subscription (an example is when a watcher subscribes to presence
information of a presentity, see TS 23.141 [36]).

The S-CSCF is not mandated to stay in the path after the initial Subscribe Event request and ACK has been exchanged,
in case the S-CSCF does not execute any functions for the subsequent requests and responses of the dialog. The
example, in figure 5.8a below, assumes that the S-CSCF does not want to execute any functions for the subsequent
requests.

UE | [ pcCscF | | scscr | [ As

—1. SubscribeEvent—»
—2. SubscribeEvent—p;

| 3. Service control |

—4. SubscribeEvent -

[——5. ACK

——6. ACK

la——7. ACK

l-—— 8. EventNotification ——
l-49. EventNotification—

10. ACK——p
F————————11. ACK——— b

Figure 5.8a: Subscription to eventin AS

1. The UE initiates a subscription to an AS requesting notification of any changes in specified information stored in
the control of the AS

2. The P-CSCF remembers (fromthe registration process) the next hop CSCF for this UE, i.e., the SubscribeEvent
is forwarded to the S-CSCF in the home network.

3. The S-CSCF invokes whatever service logic procedures are appropriate for this request.
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4. The S-CSCF applies regular routing procedures and forwards the request to the next hop.
5. The AS acknowledges the SubscribeEvent request.

6. The S-CSCF forwards the acknowledge ment to the P-CSCF.

7. The P-CSCF forwards the acknowledge ment to the UE.

8. Assoon as the AS sends an acknowledgement to accept the subscription, the AS sends an EventNotification
message with the current information the UE subscribed to. The EventNotification is sent along the path set-up
by the SubscribeEvent dialog to the P-CSCF allocated to the UE. Further notifications, if monitor of changes was
requested, sent by the AS is sent along the same path.

9. The P-CSCF forwards the EventNotification to the UE.
10. The UE acknowledges the EventNotification.

11. The P-CSCF forwards the acknowledgement to the AS.
5410 Void

5.4.11 Signalling Transport Interworking

A Signalling gateway function (S-GW) is used to interconnect different signalling networks i.e. SCTP/IP based
signalling networks and SS7 signalling networks. The signalling gateway function may be implemented as a stand alone
entity or inside another entity (see TS 23.002 [1]). The session flows in this specification do not show the S-GW, but
when interworking with PSTN/CS domain, it is assumed that there is a S-GW for signalling transport conversion.

5.4.12 Configuration and Routing principles for Public Service Identities

54.12.0 General

Depending on the service nature, different mechanisms may be used for configuration and routing of PSls according to
operator preference.

When PSls are created, the uniqueness of a PSI shall be ensured. Note that only the username part ofa PSI is definable
within a predefined hostname(s).

Whenever possible, routing to/from a Public Service Identity (PSI) should be provided using basic principles used for
IMS routing.
54.12.1 PSIs on the originating side

The Application Server hosting the PSI may be invoked as an originating Application Server. This can be achieved by
modifying the filter information within the subscription information of the users intending to use the service identified
by the PSI. The PSI is then made available to these users.

The SIP requests are directed to the corresponding Application Server hosting the service according to the originating
filtering rules in the S-CSCF of the user who is using the service.

Such statically pre-configured PSls are only accessible internally from within the IMS of the operator's domain where
the PSI is configured.
5.4.12.2 PSIs on the terminating side

The Application Server hosting the PSI may be invoked as a terminating Application Server via information stored in
the HSS. Such PSis are globally routable and can be made available to users within and outside the operator domain,
and can take the following form:
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- Distinct PSls are defined in TS 23.003 [24]. Distinct PSls can be created, modified and deleted in the HSS by the
operator via O&M mechanisms. Distinct PSls can also be created and deleted by users using the Ut interface
using the means described in clause 5.4.12.3 for subdomain-based PSls.

- Thedistinct PSI may be activated in the HSS by the AS using the Sh interface.

- Wildcarded PSls are defined in TS 23.003 [24]. Wildcarded PSI ranges can be created, modified and deleted in
the HSS by the operator via O&M mechanisms. Specific PSIs within a wildcarded range can be created and
deleted by users using the Ut interface to the AS hosting the wildcarded range, or by the operator via O&M
mechanis ms.

For both the distinct PSls and wildcarded PSls, there are two ways to route towards the AS hosting the PSI:

a) The HSS maintains the assigned S-CSCF information and ISC Filter Criteria information for the "PS1 user” to
route to the AS hosting the PSl according to IMS routing principles. In this case, the I-CSCF receives SIP
requests at the terminating side, queries the HSS and directs the request to the S-CSCF assigned to the "PSI
user". The S-CSCF forwards the session to the Application Server hosting the PSI according to the terminating
ISC Filter Criteria.

b) The HSS maintains the address information of the AS hosting the PSI for the "PSI user"”. In this case, the AS
address information for the PSI is returned to the I-CSCF in the location query response, in which case the
I-CSCF will forward the request directly to the AS hosting the PSI.

The AS hosting the PSI in combination with its entry in the HSS is referred to as "PSI user".

Figure 5. 19d depicts a routing example for incoming session where the session request is routed directly to the AS
hosting the PSI.

Figure 5.19e depicts an example routing scenario where the basic IMS routing via S-CSCF is used to route the session.

54.12.3 Subdomain based PSls

Subdomains defined for PSls allow both operators and users to define specific PSIs within subdomains for specific
applications. For this purpose, subdomains can be defined by the operator in the DNS infrastructure. Specific PSls
within a subdomain can be created and deleted by users using the Ut interface to the AS hosting the subdomain, or by
the operator via O&M mechanisms.

Subdomain based PSls are globally routable and can be made available to users within and outside the operator domain.
In this case, there are two ways to route towards the AS hosting the PSI:

a) When the subdomain name is defined in the global DNS, then the originating S-CSCF receives the IP address of
the AS hosting the PSI, when it queries DNS. The principles defined in IETF RFC 3263 [44] may be used. For
example, a NAPTR query and then a SRV query may be used to get the IP address of the AS.

b) The PSI is resolved by the global DNS to an 1-CSCF address in the domain where the AS hosting the PSI is
located. The I-CSCF recognises the subdomain (and thus does not query the HSS). It resolves the same PSI to
the address of the actual destination AS hosting the PSI using an internal DNS mechanism, and forwards the

requests directly to the AS.
Figure 5.19f shows an example of DNS based routing of an incoming session from an external network. The routing
fromthe external network leads to the entry point of the IMS subsystem hosting the subdomain of the PSI.
54.12.4 PSI configurationin the HSS

In order to support configuration of an AS hosting a PSI, the distinct PSIs and/or wildcarded PSI ranges hosted in the
AS need to be configured in the HSS. The configuration shall include procedures to allow:

- Distinct PSIs and wildcarded PSI ranges to be configured in the HSS via operation and maintenance procedures,

- Authorization and verification of access as "PSI user" with the Public Service Identity hosted by the AS, e.g. for
AS-originating requests,

- Access to "PSl user" information (e.g. the S-CSCF assigned) over the Cxreference point fromthe CSCF nodes,
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- Defining the "PSI user" similar to the principle of IMS user, without requiring any subscription/access
information (e.g. CS/PS domain data) that are required for IMS user.

Note that the PSI configuration in the HSS does not affect the filter criteria based access to an AS as defined in the user
profiles.
54125 Requests originated by the AS hosting the PSI

The AS hosting the PSI may originate requests with the PSI as the originating party. For such originating requests, the
home IMS network shall be capable to perform the following functions:

- Network Domain Security, TS 33.210 [20], shall be used where applicable.

- Charging requirements such as providing appropriate accounting and charging functions via the charging entities
shall be supported according to TS 32.240 [25].

- Ifthe target identity is a Tel URI (as specified in IETF RFC 3966 [15]), ENUM translation needs to be
performed as described in clause 4.3.5.2, and the request shall be routed based on the translation result
appropriately.

Routing from the Originating AS hosting the PSI can be performed as follows:

a) Ifthe ASsupports routing capabilities (e.g. ENUM support, etc), the AS may forward the originating request to
the destination network without involving a S-CSCF. If this option is applied where the target identity is a Tel
URI, the AS shall performan ENUM query and route the request based on the translation result.

b) Ifthe AS does not support routing capabilities, the AS may forward the originating request to the IMS Transit
Functions. The IMS Transit Functions will then route the session initiation request to the destination.

c) Ifthe session requires the use of a S-CSCF: either the PS1 has an S-CSCF assigned, in which case the AS
forwards the originating request to this S-CSCF, which then processes the request as per regular originating
S-CSCF procedures, or the PSI has no S-CSCF assigned, in which case the AS sends the session initiation

request to an I-CSCF that will allocate an S-CSCF to the PSI.

To prevent fraudulent or unsecure IMS traffic possibly caused by AS originated requests, security and authentication
procedures may be performed towards the AS.

5.4.13 Transcoding concepts

IMS control plane entities, including the P-CSCF, Application Servers or (for inter-domain sessions) the IBCF, may
check the SDP offer/answer information associated with session requests and responses, to determine the need for
transcoding. If such a need is determined to exist, media transcoding resources are reserved fromthe MRFP (via the
MRFC), the IMS-AGW, or the TrGW.

Transcoding requires knowledge of the codecs supported by the end points and may be invoked at the originating or
terminating network based on interworking agreements (e.g. local policy) or service level agreement (SLA).

For more details concerning transcoding involving MRFC/M RFP interworking see clause 5.14, Annex P and
TS 23.218[71], and for the IBCF/TrGW imp lementation consult clause 4.14 and Annex |, clause 1.3.3.

5.4a  Overview of session flow procedures

5.4a.1 End-to-End session flow procedures

This clause contains the overview description and list of individual procedures for the end-to-end session flows.

Foran IP Multi-Media Subsystemsession, the session flow procedures are shown in the following diagram.
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UE#1 | |S-CSCF#1 S-CSCF#2 | | UE#2 |
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Figure 5.9: Overview of Session Flow Sections

The following procedures are defined:
For the origination sequences:
- (MO#1) Mobile origination, roaming , see clause 5.6.1;
- (MO#2) Mobile origination, home, see clause 5.6.2;
- (PSTN-O) PSTN origination, see clause 5.6.3;
- (NI-O) Non-IM S network origination (external SIP client), see clause 5.6.4;
- (AS-0) Application Server origination, see clause 5.6.5.
For the termination sequences:
- (MT#1) Mobile termination, roaming, see clause 5.7.1;
- (MT#2) Mobile termination, home, see clause 5.7.2;
- (MT#3) Mobile termination, CS Domain roaming, see clause 5.7.2a;
- (PSTN-T) PSTN termination, see clause 5.7.3;
- (NI-T) Non-IMS network termination (external SIP client), see clause 5.7.4;
- (AS-T#1) PSI based Application Server termination, direct, see clause 5.7.5;
- (AS-T#2) PSI based Application Server termination, indirect, see clause 5.7.6;
- (AS-T#3) PSI based Application Server termination, direct, using DNS, see clause 5.7.7,
- (AS-T#4) PUl based Application Server termination, indirect, see clause 5.7.8.
For Serving-CSCF/M GCF-to-Serving-CSCF/M GCF sequences:
- (S-S#1) Session origination and termination are served by different network operators, see clause 5.5.1;
- (S-S#2) Session origination and termination are served by the same operator, see clause 5.5.2;
- (S-S#3) Session origination with PSTN termination in the same network as the S-CSCF, see clause 5.5.3;

- (S-S#4) Session origination with PSTN termination in a different network to the S-CSCF, see clause 5.5.4.
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The media being offered and acknowledged to can take multiple negotiation steps or only one negotiation may be used.
In these flows, a minimum of two negotiations has been shown. But the subsequent responses may not carry any media
information and just confirmthe initial media set agree ment.

Forexample, for a non-roaming user initiating a session to another non-roaming user, each a subscriber of the same
network operator, it is possible to construct a complete end-to-end session flow from the following procedures:

- (MO#2) Mobile origination, home,
- (S-S#2) Single network operator,
- (MT#2) Mobile termination, home.

There are a large number of end-to-end session flows defined by these procedures. They are built from combinations of
origination, serving to serving, and termination procedures, as determined fromthe following table. For each row of the
table, any one of the listed origination procedures can be combined with any one of the serving -serving procedures,
which can be combined with any one of the termination procedures.

Service control can occur at any point during a session, based on the filter criteria.

Note that the flows show service control only for the initial INVITE for originating and terminating party as an
example.

The flows assume precondition mechanism is used, but as shown in clause 5.7a, a UE may originate a session without
using preconditions.
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Table 5.2: Combinations of session procedures

Origination Procedure

roaming, home control of
services (2).

MO#2 Mobile origination,
located in home service
area.

PSTN-O PSTN origination.

AS-O Application Server

roaming, home control of
services (2).

MO#2 Mobile origination,
located in home service
area.

AS-O Application Server
origination

roaming, home control of
services (2).

MO#2 Mobile origination,
located in home service
area.

AS-O Application Server
origination

roaming, home control of

services (2).

MO#2 Mobile origination,
located in home service
area.

AS-O Application Server
origination

Serving-CSCF-to-Serving-CSCF

(pick one) Procedure (pick one) one)
MO#L Mobile ongmaﬁon, S-S#L Different network opera%ors MT#L_Mobile %ermlnailon,

performing origination and
termination, with home control of
termination (2).

origination AS-T#1,2,3,4 Application
NI-O Non-IMS network Server terminations
origination NI-T  Non-IMS network
termination
obile origination, - ingle network operator obile termination,

performing origination and
termination, with home control of
termination.

MO#1 MoEn e origination, S-S#3 PSTN termination in tﬁe PSTN-T PSTN termination.

same network as the S-CSCF.

Eﬁf EOEI e OI’IgInaEIOH,

S-S#4 PSTN termination in
different network than the
S-CSCF

Termination Procedure (pick

roaming, home control of
services(2).

MT#2 Mobile termination,
located in home service
area.

MT#3 Mobile termination, CS
Domain roaming.

roaming, home control of
services(2).

MT#2 Mobile termination,
located in home service
area.

MT#3 Mobile termination, CS
Domain roaming.

AS-T#1,2,3,4 Application
Server terminations

PSTN-T PSTN termination.

5.4a.2 Transit network session flow procedures

In addition to the combinations of flows constructed from the above scenarios, elements of an IMS network may be
used by an operator in support of transit network scenarios. Figure 5.9a shows session flow combinations for transit

network scenarios.
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Figure 5.9a: Overview of Session Flow Sections for transit scenarios

Table 5.2a: Combinations of IMS transit network procedures

Origination Procedure IMS Transit Network Procedure Termination Procedure
(pick one) (pick one)

MO#1 Mobile origination, I-T IMS Transit Network MT#1 Mobile termination,
roaming, home control of roaming, home control of
services (2). services(2).

MO#2 Mobile origination, MT#2 Mobile termination,
located in home service located in home service
area. area.

PSTN-O PSTN origination. MT#3 Mobile termination, CS

NI-O Non-IMS network Domain roaming.
origination PSTN-T PSTN termination.

NI-T  Non-IMS network
termination

The following procedures are defined:
For the origination sequences:

- (MO#1) Mobile origination, roaming , see clause 5.6.1;

- (MO#2) Mobile origination, home, see clause 5.6.2;

- (PSTN-O)PSTN origination, see clause 5.6.3;

- (NI-0) Non-IM S network origination (external SIP client), see clause 5.6.4;
For the termination sequences:

- (MT#1) Mobile termination, roaming, see clause 5.7.1;

- (MT#2) Mobile termination, home, see clause 5.7.2;

- (MT#3) Mobile termination, CS Domain roaming, see clause 5.7.2a;

- (PSTN-T) PSTN termination, see clause 5.7.3;

- (NI-T) Non-IMS network termination (external SIP client), see clause 5.7.4;

For the IMS transit network aspects see clause 5.19.
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5.5 Serving-CSCF/MGCEF to serving-CSCF/MGCF procedures

55.0 General

This clause presents the detailed application level flows to define the procedures for Serving-CSCF/M GCF to
Serving-CSCF/M GCF.

In the IM CN subsystemthe M GCF is considered as a SIP endpoint. It translates ISUP/BICC messages of the PSTN
side to SIP signalling of the IM CN subsystemside and vice-versa. It should also be noted that the MGCF does not
invoke Service Control.

This clause contains four session flow procedures, showing variations on the signalling path between the Serving-CSCF
that handles session origination, and the Serving-CSCF that handles session termination. This signalling path depends
on:

- whether the originator and destination are served by the same network operator,
- whether the network operators have chosen to hide their internal configuration.

The Serving-CSCF handling session origination performs an analysis of the destination address, and determines
whether it is a subscriber of the same network operator or a different operator.

If the analysis of the destination address determined that it belongs to a subscriber of a different operator, the request is
forwarded) to a well-known entry point in the destination operator's network, the I-CSCF. The I1-CSCF queries the HSS
for current location information. The 1-CSCF then forwards the request to the S-CSCF. If the analysis of the destination
address determines that it belongs to a subscriber of the same operator, the S-CSCF passes the request to a local
I-CSCF, who queries the HSS for current location information. The I-CSCF then forwards the request to the S-CSCF.

55.1 (S-S#1) Different network operators performing origination and
termination

The Serving-CSCF handling session origination performs an analysis of the destination address, and dete rmines that it
belongs to a subscriber of a different operator. The request is therefore forwarded to a well-known entry point in the
destination operator's network, the I-CSCF. The I-CSCF queries the HSS for current location information, and finds the
user either located in the home service area, or roaming. The 1-CSCF therefore forwards the request to the S-CSCF
serving the destination user.

Refer to table 5.2 in sub clause 5.4a to see which origination sequences share this common S-S procedure. In addition
the text below clarifies the role of the” Originating Network™.

MO#1 Mobile origination, roaming. The "Originating Network™ of S-S#1 is therefore a visited network.

MO#2 Mobile origination, home. The "Originating Network" of S-S#1 is therefore the home network.

PSTN-O PSTN origination. The "Originating Network" of S-S#1 is the PSTN network. The elements of
figure 5.16 replace all elements of the Originating network and Originating Home Network in
figure 5.10.

AS-O Application Server origination. The" Originating Network™ of S-S#1 is the home network. The

element labelled S-CSCF#1 corresponds to the S-SCSF in figure 5.16b.

NI-O Non-IMS network origination. The external SIP client of figure 5. 16b replaces all elements of the
Originating network and Orig inating Home Network in figure 5.10. There may be other non-IMS
SIP servers on the path that are not shown.

Referto table 5.2 in sub clause 5.4a to see which termination sequences share this common S-S procedure. In addition
the text below clarifies the role of the" Terminating Network".

MT#1 Mobile termination, roaming. The "Terminating Network™ of S-S#1 is a visited network.

MT#2 Mobile termination, located in home service area. The "Terminating Network" of S-S#1 is the
home network.
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MT#3 Mobile termination, CS Domain roaming. The "Terminating Network" of S-S#1 is a CS domain
network.

AS-T#1,2,3,4  Application Server termination. The elements of the corresponding AS-T termination figure (5.7.5,
5.7.6, 5.7.7, and 5.7.8) replace all elements of the Terminating Home Network and Terminating
Network off figure 5.10.

NI-T Non-IMS network terminations. The external SIP client of figure5.19a replaces all elements of the
Terminating Home Network and Terminating Network in figure 5.10. There may be other non-
IMS SIP servers on the path that are not shown.
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Figure 5.10: Serving to serving procedure - different operators
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Procedure S-S#1 is as follows:

1

10.
11.
12.
13.

The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow. This
message should contain the initial media description offer in the SDP.

S-CSCF#1 invokes whatever service logic is appropriate for this session attempt.

S-CSCF# 1 performs an analysis of the destination address, and determines the network op erator to whom the
subscriber belongs. For S-S#1, this flow is an inter-operator message to the I-CSCF entry point for the
terminating user. S-CSCF# 1 forwards the INVITE request directly to 1-CSCF#2, the well-known entry point into
the terminating user's network

I-CSCF#2 (at the border of the terminating user's network) shall query the HSS for current location information.
HSS responds with the address of the current Serving-CSCF for the terminating user.

I-CSCF#2 forwards the INVITE request to the S-CSCF (S-CSCF#2) that will handle the session termination.
S-CSCF#2 invokes whatever service logic is appropriate for this session setup attempt

The sequence continues with the message flows determined by the termination procedure.

The media stream capabilities of the destination are returned along the signalling path, as per the termination
procedure.

S-CSCF#2 forwards the SDP to I-CSCF#2
I-CSCF#2 forwards the SDP to S-CSCF#1.
S-CSCF#1 forwards the SDP to the originator, as per the originating procedure.

The originator decides on the offered set of media streams, confirms receipt of the Offer Response with a
Response Confirmation, and forwards this information to S-CSCF#1 by the origination procedures. The
Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in
Step 12 or a subset.

14-15. S-CSCF#1 forwards the offered SDP to S-CSCF#2.

16.

S-CSCF#2 forwards the offered SDP to the terminating endpoint, as per the termination procedure

17-20. The terminating end point acknowledges the offer with answered SDP and passes through the session path to

the originating end point.

21-24. Originating end point acknowledges successful resource reservation and the message is forwarded to the

terminating end point.

25-28. Terminating end point acknowledges the response and this message is sent to the originating end point

through the established session path.

29-32. Terminating end point then generates ringing and this message is sent to the originating end point through the

established session path.

33-36. Terminating end point then sends 200 OK via the established session path to the originating end point.

37-40. Originating end point acknowledges the establishment of the session and sends to the terminating end point

via the established session path.

5.5.2  (S-S#2) Single network operator performing origination and

termination

The Serving-CSCF handling session origination performs an analysis of the destination address, and determines that it
belongs to a subscriber of the same operator. The request is therefore forwarded to a local I-CSCF. The I-CSCF queries
the HSS for current location information, and finds the user either located in the home service area, or roaming. The
I-CSCF therefore forwards the request to the S-CSCF serving the destination user.
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Referto table 5.2 in sub clause 5.4a to see which origination sequences share this common S-S procedure. In addition
the text below clarifies the role of the" Originating Network".

MO#1 Mobile origination, roaming. The "Originating Network™ of S-S#2 is therefore a visited network.
MO#2 Mobile origination, home. The "Originating Network" of S-S#2 is therefore the home network.
AS-O Application Server origination. The" Originating Network™ of S-S#1 is the home network. The

element labelled S-CSCF#1 corresponds to the S-CSCF in figure 5.16b.

Referto table 5.2 in clause 5.4a to see which termination sequences share this common S-S procedure. In addition the
text below clarifies the role of the" Terminating Network™.

MT#1 Mobile termination, roaming,. The "Terminating Network™ of S-S#2 is a visited network.

MT#2 Mobile termination, home. The "Terminating Network" of S-S#2 is the home network.

MT#3 Mobile termination, CS Domain roaming. The "Terminating Network" of S-S#2 is a CS domain
network.

AS-T#1,2,3,4  Application Server termination. The elements of the corresponding AS-T termination figure (5.7.5,
5.7.6,5.7.7, and 5.7.8) replace all elements of the Terminating Home Network and Terminating
Network off figure 5.11.
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Figure 5.11: Serving to serving procedure - same operator

Procedure S-S#2 is as follows:

1. The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow. This
message should contain the initial media description offer in the SDP.

2. S-CSCF#1 invokes whatever service logic is appropriate for this session setup attempt

3. S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the
subscriber belongs. Since it is local, the request is passed to a local 1-CSCF.

4. 1-CSCF shall query the HSS for current location information.
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5. HSS responds with the address of the current Serving-CSCF for the terminating user.

6. 1-CSCF forwards the INVITE request to the S-CSCF (S-CSCF#2) that will handle the session termination.
7. S-CSCF#2 invokes whatever service logic is appropriate for this session setup attempt

8. The sequence continues with the message flows determined by the termination procedure.

9-12. The terminating end point responds with an answer to the offered SDP and this message is passed along the
established session path.

13-16. The originator decides on the offered set of media streams, confirms receipt of the Offer Response with a
Response Confirmation, and forwards this information to S-CSCF#1 by the origination procedures. This
message is forwarded via the established session path to the terminating end point. The Response Confirmation
may also contain SDP. This may be the same SDP as in the Offer Response received in Step 12 or a subset.

17-20. Terminating end point responds to the offered SDP and the response if forwarded to the originating end point
via the established session path.

21-24. Originating end point sends successful resource reservation information towards the terminating end point
via the established session path.

25-28. Terminating end point sends successful resource reservation acknowledge ment towards the originating end
point via the established session path

29-32. Terminating end point sends ringing message toward the originating end point via the established session
path.

33-36. The SIP final response, 200-OK, is sent by the terminating endpoint over the signalling path. This is typically
generated when the user has accepted the incoming session setup attempt. The message is sent to S-CSCF#2 per
the termination procedure.

37-40. The originating endpoint sends the final acknowledgement to S-CSCF#1 by the origination procedures and it
is then sent over the signalling path to the terminating end point.

553 (S-S#3) Session origination with PSTN termination in the same
network as the S-CSCF.

The Serving-CSCF handling session origination performs an analysis of the destination address, and determines, with
support of applications or other databases, that the session is destined to the PSTN. The request is therefore forwarded
to a local BGCF. The BGCF determines that the MGCF should be in the same network, and selects a M GCF in that
network. The request is then forwarded to the MGCF.

Referto table 5.2 in sub clause 5.4a to see which origination sequences share this common S-S procedure. In addition
the text below clarifies the role of the" Originating Network".

MO#1 Mobile origination, roaming. The "Originating Network™" of S-S#3 is therefore a visited network.

MO#2 Mobile origination, located in home service area. The "Originating Network™ of S-S#3 is therefore
the home network.

AS-0 Application Server origination. The" Originating Network" of S-S#1 is the home network. The
element labelled S-CSCF corresponds to the S-CSCF in figure 5.16b.

Referto table 5.2 in clause 5.4a to see which termination sequences share this common S-S procedure. In addition the
text below clarifies the role of the "Terminating Network".

PSTN-T PSTN termination. This occurs when the MGCF is selected to be in the same network as the
S-CSCF.
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Figure 5.12: Serving to PSTN procedure - same operator

Procedure S-S#3 is as follows:

1. The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow. This
message should contain the initial media description offer in the SDP.

2. S-CSCF#1 invokes whatever service logic is appropriate for this session setup attempt

3. S-CSCF#1 performs an analysis of the destination address. From the analysis of the destination address,
S-CSCF# 1 determines that this is for the PSTN, and passes the request to the BGCF.

4. The BGCF determines that the MGCF shall be in the same network, and hence proceeds to select an appropriate
MGCEF. The SIP INVITE request is forwarded to the MGCF. The PSTN terminating information flows are then
followed.

5-7. The media stream capabilities of the destination are returned along the signalling path, as per the PSTN
termination procedure.

8. The originator decides the offered set of media streams, confirms receipt of the Offer Response with a Response
Confirmation, and forwards this information to S-CSCF#1 by the origination procedures. The Response

Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 7 or a
subset.

9-10. S-CSCF#1 forwards the offered SDP to the terminating endpoint as per the PSTN terminating procedures via
the established session path.
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11-13. The terminating end point answers to the offered SDP and the message is passed through the es tablished
session path to the originating end point.

14-16. When the originating endpoint has completed the resource reservation procedures, it sends the successful
resource reservation message to S-CSCF#1 by the origination procedures and it is passed to the terminating end
point through the session path.

17-19. The terminating endpoint acknowledges the result and the message is passed onto the originating end point
via the session path.

20-22. Terminating end point generates ringing message and forwards it to BGCF which in tern forwards the
message to SCSCF#1. S-CSCF#1 forwards the ringing message to the originator, per the origination procedure

23. When the destination party answers, the termination procedure results in a SIP 200-OK final response to the
BGCF

24-25. The BGCF forwards this information to the S-CSCF#1 and then it is forwarded to the originating end point.
26. The 200-OK is returned to the originating endpoint, by the origination procedure from terminating end point.
27. The originating endpoint sends the final acknowledgement to S-CSCF#1 by the origination procedures.

28. S-CSCF#1 forwards this message to the terminating endpoint as per the PSTN terminating procedures.

5.5.4  (S-S#4) Session origination with PSTN termination in a different
network from the S-CSCF.

The Serving-CSCF handling session origination performs an analysis of the destination address, and determines, with
support of applications or other databases, that the session is destined to the PSTN. The request is therefore forward ed
to alocal BGCF. The BGCF determines that the PSTN interworking should occur in another network, and forwards this
to a BGCF in the interworking network. The BGCF then selects a MGCF in that network. The request is then forwarded
to the MGCF.

Refer to table 5.2 in sub clause 5.4a to see which origination sequences share this common S-S procedure. In addition
the text below clarifies the role of the" Terminating Network".

MO#1 Mobile origination, roaming. The "Originating Network" of S-S#4 is therefore a visited network.

MO#2 Mobile origination, located in home service area. The "Originating Network™ of S-S#4 is therefore
the home network.

AS-0 Application Server origination. The" Originating Network" of S-S#1 is the home network. The
element labelled S-CSCF#1 corresponds to the S-CSCF in figure 5.16b.

Refer to table 5.2 in clause 5.4a to see which termination sequences share this common S-S procedure. In addition the
text below clarifies the role of the" Terminating Network".

PSTN-T PSTN termination. This occurs when the MGCEF is selected to be in a different network than the
S-CSCF.
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Figure 5.13: Serving to PSTN procedure - different operator

Procedure S-S#4 is as follows:

1

3GPP

The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow. This
message should contain the initial media description offer in the SDP.

S-CSCF#1 invokes whatever service logic is appropriate for this session setup attempt

S-CSCF# 1 performs an analysis of the destination address. From the analysis of the destination address,
S-CSCF#1 determines that this is for the PSTN, and passes the request to the BGCF#1.

The BGCF#1 determines that the PSTN interworking should occur in interworking network, and forwards the
request on to BGCF#2.

BGCF#2 determines that the MGCF shall be in the same network, and hence proceeds to select an appropriate
MGCEF. The SIP INVITE request is forwarded to the MGCF. The PSTN terminating information flows are then
followed.
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6-8. The media streamcapabilities of the destination are returned along the signalling path, as per the PSTN
termination procedure.
9. S-CSCF#1 forwards the SDP to the originator, as per the originating procedure.

10. The originator decides the offered set of media streams, confirms receipt of the Offer Response with a Response
Confirmation, and forwards this information to S-CSCF#1 by the origination procedures. The Response
Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 12 or
a subset.

11-13. S-CSCF#1 forwards the offered SDP to the terminating endpoint, as per the PSTN terminating procedure.

14-17. Terminating end point responds to the offer via the established session path towards the originating end
point.

18-21. When the originating endpoint has completed the resource reservation procedures, it sends the successful
resource reservation message to S-CSCF#1 by the origination procedures and it is forwarded to the terminating
end point via established session path.

22-25. The terminating end point responds to the message towards the originating end point.
26-29. Terminating end point generates ringing message towards the originating end point.
30-33. Terminating end point sends 200 OK when the destination party answers the session.

34-37. Originating end point acknowledges the establishment of the session.

5.6 Origination procedures

5.6.0 General

This clause presents the detailed application level flows to define the Procedures for session originations.

The flows presented in the clause assume the use of Policy and Charging Control for the establishment of QoS-Assured
Sessions.

The session origination procedures specify the signalling path between the UE initiating a session setup attempt and the
Serving-CSCF that is assigned to perform the session origination service. This signalling path is determined at the time
of UE registration, and remains fixed for the life of the registration.

A UEalways has a proxy (P-CSCF) associated with it. This P-CSCF performs resource authorization, and may have
additional functions in handling of emergency and priority sessions. The P-CSCF is determined by the CSCF discovery
process, described in clause 5.1.1 (Local CSCF Discovery).

As aresult of the registration procedure, the P-CSCF determines the next hop toward the Serving-CSCF. This next hop
is to the S-CSCF in the home network (M O#1). These next-hop addresses could be IP addresses, or could be names that
are translated via DNS to an IP address.

Sessions originated in the PSTN to a destination in an IMS network are a special case of the Origination procedures.
The M GCF uses H.248 [18] to control a Media Gateway, and communicates with the SS7 network. The M GCF initiates
the SIP request, and subsequent nodes consider the signalling as if it came froma S-CSCF.

5.6.1 (MO#1) Mobile origination, roaming

This origination procedure applies to roaming users.

The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure described in
clause 5.1.1. The home network advertises the S-CSCF as the entry point fromthe visited network.

When registration is complete, P-CSCF knows the name/address of the next hop in the signalling path toward the
serving-CSCF.

3GPP



Release 11 108 3GPP TS 23.228 V11.9.0 (2013-09)

| Visited Network | | Originating Home Network | | Terminating |
Network

UE P-CSCF S-CSCF

1. Invite (Initial SDP_ Offer)

2. Invite (Initial SDP Offer)

3. Service Control

4. Invite (Initial SQP Offer)

_p. Offer Response

. Offer Response

7. Authorize QoS
Resources

8. Offer Response

9. Response Conf (Qpt SDP)

10. Resource
Reservation

11. Response Conf (Opt SDP)

12. Response Cogf (Opt SDP)
&3. Conf Ack (Opt SDP)

4. Conf Ack (Opt SDP)

5. Conf Ack (Opt SDP)

16. Reservation Conf

A,

17. Reservation Conf

"] 18. Reservation gonf

_19. Reservation Conf

0. Reservation Conf

21. Reservation Conf

&2-Ringing
&3 Ringing ]
£4,- Ringing |
6. 200 OK
j———————————= y
| 25. Alert User | &7 200 OK
777777777777 | 28. Enabling of
Media Flows
9. 200 O
31. ACK
32. ACK N
33. ACK

v

Figure 5.14: Mobile origination procedure - roaming

Procedure MO#1 is as follows:

1. UEsends the SIP INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery
mechanism. The initial SDP may represent one or more media for a multi-media session.

2. P-CSCF remembers (fromthe registration procedure) the next hop CSCF for this UE.
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This next hop is either the S-CSCF that is serving the visiting UE.

P-CSCF determines whether the INVITE message requires priority handling based on user profile stored during
the registration procedure and/or the priority requested by the user and/or MPS code/identifier included in the
INVITE message. If the session is determined to require priority handling, then P-CSCF inserts/replaces the
priority indication and forwards the INVITE to the S-CSCF.

3. S-CSCF validates the service profile, ifa GRUU is received as the contact, ensures that the Public User Identity
of the served user in the request and the Public User Identity associated with the GRUU belongs to the same
service profile, and invokes any origination service logic required for this user. This includes authorization of the
requested SDP based on the user's subscription for multi-media services. If the Request URI contains the SIP
URI representation of an E.164 address then the procedure specified in clause 4.3.5.3 applies.

4. S-CSCF forwards the request, as specified by the S-S procedures. When the INVITE message includes priority
indication, the S-CSCF forwards the INVITE, including the Service User's priority level if available.

5. The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.
6. S-CSCF forwards the Offer Response message to P-CSCF.

7. P-CSCF authorizes the resources necessary for this session.

8. P-CSCF forwards the Offer Response message to the originating endpoint

9. UEdecides the offered set of media streams for this session, confirms receipt of the Offer Response and sends
the Response Confirmation to the P-CSCF. The Response Confirmation may also contain SDP. This may be the
same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new
authorization (as in Step 7) will be done by the P-CSCF(PCRF) following Step 14. The originating UE is free to
continue to offer new media on this operation or on subsequent exchanges using the Update method. Each
offer/answer exchange will cause the P-CSCF(PCRF) to repeat the Authorization step (Step 7) again.

10. Depending on the bearer establishment mode selected for the IP-CAN session, resource reservation shall be
initiated either by the UE or by the IP-CAN itself. The UE initiates the reservation procedures for the resources
needed for this session after determining the needed resources in step 8 as shown in Figure 5.14. Otherwise, the
IP-CAN initiates the reservation of required resources after step 7.

11. P-CSCF forwards the Response Confirmation to S-CSCF.
12. S-CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

13-15. The terminating end point responds to the originating end with an acknowledge ment. If Optional SDP is
contained in the Response Confirmation, the Confirmation Acknowledge will also contain an SDP response. If
the SDP has changed, the P-CSCF validates that the resources are allowed to be used.

16-18. When the resource reservation is completed, UE sends the successful Resource Reservation message 